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Abstract:

This document presents the output from the Geneva 2002 meeting, with updates indicating the latest progress in the IETF.  The change marks indicate the changes made from the Geneva output.

DRAFT NEW ITU-T RECOMMENDATION Q.SIPPROF

Profile of the Session Initiation Protocol (SIP) and the Session Description Protocol (SDP) for interworking between SIP/SDP and BICC/ISUP

SUMMARY

This addition to ITU-T Q-Series Recommendations describes the minimum set of protocol features and extensions required in the Session Initiation Protocol (SIP) and Session Description Protocol (SDP) to support interworking at a “Network to Network Interface” (NNI) between a BICC or ISUP network and a SIP network, which is an originating, terminating or transit network.

1 INTRODUCTION

The Session Initiation Protocol (SIP) and to a lesser extent the Session Description Protocol (SDP) are both designed to be extensible.  SIP in particular features a core protocol of great generality, supporting a number of different functional roles within a particular architectural view.  A number of extensions to this protocol have been standardized to provide additional capabilities at the detailed functional level.  This modularity in the definition of the protocol imposes a requirement to specify: 

· a mapping between the SIP functional architecture and the architecture of the application

· those optional elements of the core protocol which must be supported

· the additional extensions which must be supported

in order to apply SIP to a particular application. 

In contrast to SIP, SDP is far more limited in scope.  However, provision is made for the definition of values of a number of parameters in documents outside of the core SDP protocol specification.  Thus it is necessary to indicate the additional documents which must be supported to allow successful interoperation between SIP/SDP and BICC/ISUP. 

2 References

[Editor's note: the contents of this section will be brought into alignment with the profile generated by Questions 6&9/11.]

The following ITU-T Recommendations and other references contain provisions, which through reference in this text constitute provisions of this Recommendation. At the time of publication, the editions indicated were valid. All Recommendations and other references are subject to revisions; all users of this Recommendation are therefore encouraged to investigate the possibility of applying the most recent edition of the Recommendations and other references listed below. A list of the currently valid ITU-T Recommendations is regularly published.

[Editor’s note: Some of the references below are Internet‑Drafts published by IETF Workgroups. These Internet‑Drafts are planned to mature into IETF RFCs.  The references will then be brought into compliance with Recommendation A.5.  Given this intention it is pointless to specify a particular version of an Internet Draft.  The most recent version can be retrieved from the IETF web site at any time by going to the search page at http://search.ietf.org/search/brokers/internet-drafts/query.html and entering the draft name, omitting the version part shown below as "-xx".

Currently the basic RFCs defining the SDP protocol and the RTP profiles for packetized media content are all undergoing revision.  References are therefore provided both to these basic RFCs and to the Internet-Drafts containing their intended replacements.  The updates to the SDP and RTP profile documents correct ambiguities and errors and will omit unimplemented features, but are not expected to introduce changes which will affect the SIP interworking description.  It will therefore be acceptable if only the references to the existing SDP and RTP profile RFCs are available when this Recommendation is approved. ]

1  
2 “SIP: Session Initiation Protocol”, RFC 32xx, Internet Engineering Task Force, (to be published, currently available as draft-ietf-sip-2543bis-09.txt).  
3 “SDP: Session Description Protocol”, RFC 2327, Internet Engineering Task Force, April 1998.

4 “SDP: Session Description Protocol”, draft-ietf-mmusic-sdp-new-xx, Internet Engineering Task Force, Work in Progress.  [will replace 2[]
 if available as an RFC at time of approval, otherwise will be deleted]
5 "RTP Profile for Audio and Video Conferences with Minimal Control", RFC 1890, Internet Engineering Task Force, January 1996.
6 "RTP Profile for Audio and Video Conferences with Minimal Control", draft-ietf-avt-profile-new-xx, Internet Engineering Task Force, Work in Progress. [will replace 4[]
 if available as an RFC at time of approval, otherwise will be deleted]
7  “Integration of Resource Management and SIP for IP Telephony”, draft-ietf‑sip‑manyfolks‑resource‑xx, Internet Engineering Task Force, Work in Progress.

8 "A Privacy Mechanism for the Session Initiation Protocol (SIP)", draft-ietf-sip-privacy-general-xx, Internet Engineering Task Force, Work in Progress.
9 "Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks", draft-ietf-sip-asserted-identity-xx, Internet Engineering Task Force, Work in Progress.

10 “The SIP INFO method”, RFC 2976, Internet Engineering Task Force, October 2000.

11 “MIME media types for ISUP and QSIG objects”, RFC 3204, Internet Engineering Task Force, December 2001.
12 "Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types", RFC 2046, Internet Engineering Task Force, November 1996.

13 "An Offer/Answer Model with SDP", RFC 32xx, Internet Engineering Task Force, (to be published, currently available as draft-rosenberg-mmusic-sdp-offer-answer-02.txt).

14 "Reliability of Provisional Responses in SIP", RFC 32xx, Internet Engineering Task Force, (to be published, currently available as draft-ietf-sip-100rel-06.txt).

15 "The Session Initiation Protocol UPDATE Method", draft-ietf-sip-update-02.txt, Internet Engineering Task Force, Work In Progress.
3 Abbreviations

	MIME
	Multi-purpose Internet Message Extension

	RFC
	Request For Comments

	RTP
	Real Time Protocol

	SDP
	Session Description Protocol

	SIP
	Session Initiation Protocol

	UAC
	User Agent Client

	UAS
	User Agent Server

	
	

	
	

	
	


4 Definitions 

[Editor's note: the current set of definitions presented here are copied from [1].  They are here for convenience, but will be deleted in the final document. It may be desirable to retain simply a list of terms with a pointer to their place of definition.  The only definitions which should appear in the final document are those for terms used in this document alone.]

User Agent Client (UAC): See [1] section 6.  A user agent client is a logical entity that creates a new request, and then uses the client transaction state machinery to send it. The role of UAC lasts only for the duration of that transaction. In other words, if a piece of software initiates a request, it acts as a UAC for the duration of that transaction. If it receives a request later, it assumes the role of a user agent server for the processing of that transaction.

User Agent Server (UAS):  See [1] section 6.  A user agent server is a logical entity that generates a response to a SIP request. The response accepts, rejects, or redirects the request. This role lasts only for the duration of that transaction. In other words, if a piece of software responds to a request, it acts as a UAS for the duration of that transaction. If it generates a request later, it assumes the role of a user agent client for the processing of that transaction.

SIP transaction:  See [1] section 6.  A SIP transaction occurs between a client and a server and comprises all messages from the first request sent from the client to the server up to a final (non-1xx) response sent from the server to the client.  If the request is INVITE and the final response is a non-2xx, the transaction also includes an ACK to the response.  The ACK for a 2xx response to an INVITE request is a separate transaction.

Method:  See [1] section 6.  The method is the primary function that a request is meant to invoke on a server. The method is carried in the request message itself. Example methods are INVITE and BYE.

Request-URI: See [1] section 7.1. The Request-URI is a SIP or SIPS URI as described in [1] section 19.1 or a general URI (RFC 2396 [5]).  It indicates the user or service to which this request is being addressed. The Request-URI MUST NOT contain unescaped  spaces or control characters and MUST NOT be enclosed in "<>".

Response:  See [1] section 6.  A SIP message sent from a server to a client, for indicating the status of a request sent from the client to the server.

 Provisional Response: See [1] section 6.  A response used by the server to indicate progress, but that does not terminate a SIP transaction. 1xx responses are provisional, other responses are considered final.  Provisional responses are not sent reliably.

Final response:  See [1] section 6.  A response that terminates a SIP transaction, as opposed to a provisional response that does not. All 2xx, 3xx, 4xx, 5xx and 6xx responses are final.

Header:  See [1] section 6.  A header is a component of a SIP message that conveys information about the message. It is structured as a sequence of header fields.

Header field value: See [1] section 6.  A header field value consists of a field name and a field value, separated by a colon.

Body:  See [1] section 7.4.  Requests, including new requests defined in extensions to this specification, MAY contain message bodies unless otherwise noted.  The interpretation of the body depends on the request method.
5 Support Of Core SIP Protocol Capabilities

The SIP entity at an interworking point between a SIP and a BICC or ISUP network performs the role of a SIP User Agent.  This identification is the first step in defining the SIP profile for interworking with BICC or ISUP.

The SIP portion of the Interworking Function shall be compliant with all requirements of [1] which apply to the User Agent Client and Server roles in particular and to SIP entities in general.
5.1 Support of SIP Methods

The Interworking Function makes explicit use of the following methods, support of which in any event is required by [1]: INVITE, ACK, BYE, and CANCEL.  The Interworking Function also makes use of the UPDATE method described in [14].

5.2 Support of SIP Header Fields

[Ed. note: this section should probably list specifically those header fields which are used in interworking, noting that [1] and the required extensions may mandate others at the level of the SIP protocol.  The conditions under which the listed header fields are required should be stated.]

The SIP portion of the Interworking Function shall support the set of header fields shown in Table 1, depending on the indicated context.  Support as applied to sending means that the header field is correctly encoded within the message with the required contents whenever the header field is required to be present according to the rules defined in [1], the present document, or an interworking Recommendation.  Support as applied to receiving means that the header field can be correctly parsed and acted upon according to the rules defined in [1], the present document, or an interworking Recommendation, whenever encountered in an incoming message.  

m= mandatory, cm=conditionally mandatory (with condition stated in the notes), x=not allowed

	Header Type
	Request
	Response

	
	Sending
	Receiving
	Sending
	Receiving

	Accept
	cm (Note 1)
	m
	cm (Note 1)
	m

	Accept-Encoding
	
	m
	
	m

	Accept-Language
	
	m
	
	m

	Allow
	m
	m
	m
	m

	Call-ID
	m
	m
	m
	m

	Contact
	m
	m
	m
	m

	Content-Disposition
	cm (Note 2)
	m
	cm (Note 2)
	m

	Content-Encoding
	
	m
	
	m

	Content-Length
	m
	m
	m
	m

	Content-Type
	m
	m
	m
	m

	CSeq
	m
	m
	m
	m

	From
	m
	m
	m
	m

	Record-Route
	m
	m
	m
	m

	Require
	m
	m
	x
	x

	Route
	m
	m
	x
	x

	Supported
	m
	m
	m
	m

	Timestamp
	
	m
	
	

	To
	m
	m
	m
	m

	Unsupported
	x
	x
	
	m

	Via
	m
	m
	m
	m

	Warning
	x
	x
	m
	m

	

	Note 1: required to indicate support for ISUP/BICC encapsulation.

	Note 2: required if QOS establishment in advance of media flows is supported.  Also required for encapsulated ISUP/BICC content.


5.3 Support Of SIP Protocol Features

[Ed. note: this section will be used to mandate support of specific options within the basic protocol (beyond methods and header fields) as the need for them becomes evident.  The meeting agreed to retain this section as a place holder.]

6 Support of SIP Extensions

This section indicates the SIP extensions which the SIP User Agent function is required to support.

6.1 Reliability of Provisional Responses in SIP


This extension is documented in [13].  It introduces a new method (PRACK) and two new header fields (RSeq and RAck).

Support is required in all cases.  Support shall be indicated by including the option "100rel" in the Supported header for all requests.  As indicated in [13], the User Agent Server function shall indicate that specific provisional responses must be acknowledged, by including within them a Require header with the option tag "100rel".  Specific instances requiring acknowledgement are indicated in Q.1912.sip, but typically such a requirement comes about because the provisional response contains a body which must be delivered reliably to the remote User Agent Client function.

6.2 Integration of Resource Management and SIP for IP Telephony

This extension is documented in [6].  Itmakes use of the UPDATE method documented in [14], a new disposition-type within the Content-Disposition header field ("precondition"), a new response status code (580 Precondition Failure), and new SDP attributes (a=curr:, a=des:, and a=conf:).  It also introduces a new 'precondition' option tag.  Support of this extension is a matter of local configuration, but is required if QOS establishment in advance of media flows is to be coordinated through SIP signalling.  Note that the extension relies upon support of reliable provisional responses [13].

A User Agent Client function which supports this extension includes the SDP attributes associated with it in the body of the initial INVITE, as described in  [6].  In addition, to support invocation of the extension in the reverse direction on re-INVITEs, the initial INVITE shall include UPDATE amongst the methods listed in the Allow header.  Where local configuration requires that no call proceed without satisfaction of resource preconditions, the User Agent Client function shall include the Require header with the option tag "precondition" in the initial INVITE.

A User Agent Server function which supports this extension issues a 183 Session Progress response with an SDP body containing the required attributes, also as described in  [6].  In addition, it shall include an Allow header with UPDATE amongst the listed methods, and a Supported header field including the option tag "precondition".

6.3 SIP Extensions for Caller Identity and Privacy

These extensions are documented in [7] and [8].  [7] introduces the Privacy header field, to allow the caller to indicate privacy preferences.  Along with this it has advice on the population of other SIP header fields to achieve the desired level of privacy.  [8] introduces the P-Asserted-Identity header, which may be used by the network under some conditions to indicate subscriber identity.  
[Editor's note: work on this topic is in a state of flux, although the Working Group is aiming for early resolution.  The current approach is to introduce a new private header field P-Asserted Identity with severely limited applicability which nevertheless is probably a good match for our assumptions on the SIP network.  The SIP Working Group is also working on an alternative more generally applicable approach.  This section will be developed more fully when the outcome of the current work is clearer.]

6.4 The SIP INFO method

This extension is documented in [9].  It introduces a new method (INFO).

Support of this method is required in networks where BICC/ISUP encapsulation is supported.  Support in other cases is for further study.  The User Agent shall indicate support by including INFO in the list of supported methods in the Allow header field in all messages where that header field is present.

6.5 MIME media types for ISUP and QSIG objects

This extension is documented in [10].  It introduces two new MIME types applicable to SIP message bodies: application/ISUP and application/QSIG.

Support for the multipart/mixed and application/ISUP MIME types is required  in networks where BICC/ISUP encapsulation is supported.  The User Agent shall indicate support through use of the Accept header field in requests and responses.

__________________
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