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Draft New Recommendation Q.1912.SIP

INTERWORKING BETWEEN SESSION INITIATION PROTOCOL (SIP) AND THE BEARER INDEPENDENT CALL CONTROL PROTOCOL or ISDN User Part

Summary

This Recommendation defines the signalling interworking between the Bearer Independent Call Control (BICC) or ISDN User Part (ISUP) protocols and SIP in order to support services that can be commonly supported by BICC or ISUP and SIP based network domains.

1
Scope

This Recommendation defines the signalling interworking between the Bearer Independent Call Control (BICC) or ISDN User Part (ISUP) protocols and Session Initiation Protocol (SIP) with its associated Session Description Protocol (SDP) at an Interworking Functional entity. The services that can be supported through the use of the signalling interworking are limited to the services that are supported by BICC or ISUP and SIP based network domains.
ISUP is defined in accordance with Q.761 to Q.764 and BICC is defined in accordance with Q.1902.1 to Q.1902.4. BICC is the call control protocol used between “Serving Nodes” in a network that incorporates separate call and bearer control. An Interface Serving Node (ISN) provides the interface between BICC network domains and non‑BICC network domains. The BICC/ISUP capabilities or signalling information defined for national use is outside the scope of this Recommendation. It does not imply interworking for national-specific capabilities is not feasible.

SIP and SDP are defined by the IETF. The capabilities of SIP and SDP that are interworking with BICC or ISUP in ITU are defined in Q.SIPPROF.

Services that are common in SIP and BICC or ISUP network domains will seamlessly interwork by using the function of an ISN.  The ISN will also handle (default origination or graceful termination) services or capabilities that do not interwork seamlessly across domains.

Editor’s Note:
Specific services or capabilities for interworking and types of interworking treatment will be identified by Question-6/9.

It is assumed in this Recommendation that the initial service requests must be forwarded and/or delivered via a trusted Adjacent SIP Node (ASN) within a SIP network domain. Specifically speaking, the IWF consider this interface as Network‑to‑Network Interface (NNI). Support for SIP operating in User‑Network (UNI) Interface is for further study.

Editor’s Note:
A figure illustrating the scope of this Recommendation may be available from Question-6/9. The figure in the input document is deleted to avoid confusion.

The interworking between BICC or ISUP and SIP occurs in the IWF. The scope of this Recommendation is as shown in Figure 1.

2
References

The following ITU-T Recommendations and other references constitute provisions of this Recommendation. At the time of publication, the editions indicated were considered valid. All Recommendations and other references are subject to revisions and therefore all users of this Recommendation are therefore encouraged to investigate the possibility of applying the most recent edition of the Recommendations and other references listed below. A list of the currently valid ITU-T Recommendations is regularly published. All IETF Standard Track RFC directly referenced by this Recommendation are listed in the Q.SIPPROF.

Editor’s note:
Q.SIPPROF is a planned Recommendation. Some of the references in Q.SIPPROF are currently Internet drafts. Those references will be made to comply with Recommendation A.5

[1]
ITU-T Recommendations Q.761 to Q.764 (2000) – Specifications of Signalling System No.7 ISDN User Part (ISUP).

[2]
ITU-T Recommendations Q.1902.1 to Q.1902.4 (2001) – Specifications of the Bearer Independent Call Control Protocol (BICC).

[2]
ITU-T Recommendations Q.SIPPROF (200X) – Profile of Session Initiation Protocol (SIP) and Session Description Protocol (SDP) for Interworking Between SIP/SDP and BICC/ISUP..

3
Definitions

For BICC or ISUP specific terminology, reference shall be made to ITU-T Recommendation Q.1902.2. For SIP and SDP specific terminology, reference shall be made to RFC2543 and RFC 2327 respectively. Definitions for additional terminology used in this interworking Recommendation are as follows:

Interface Serving Node (ISN): A node that provides the interface between BICC network domains and non‑BICC network domains.

Incoming or Outgoing: This term is used in this Recommendation to indicate the direction of a call (not signalling information) with respect to a reference point. Incoming Interworking Function (I‑IWF): This functional entity terminates incoming calls using SIP and originates outgoing calls using the BICC or ISUP protocols.

Incoming SIP or BICC/ISUP [Network]: The network, from which the incoming calls are received, uses the SIP or BICC/ISUP protocol. Without the term “network”, it simply refers to the protocol.

Outgoing Interworking Function (O‑IWF): This functional entity terminates incoming calls using BICC or ISUP protocols and originates outgoing calls using the SIP.

Adjacent SIP Node (ASN): A SIP node (SIP Proxy) that has established a direct trust relation (association) with Incoming or Outgoing IWF entities. A SIP Proxy is defined in accordance with RFC2543.

Editor’s Note: The trust relation referred in the definition of ASN require further study, which should result in defining criteria for a “trusted node” or trust relation referred in this Recommendation.

Incoming Interface Serving Node (I‑ISN): It is an Interface Serving Node functional entity, which terminates incoming calls using SIP and originates outgoing calls using the BICC protocol.

Outgoing SIP or BICC/ISUP [Network]: The network, to which the outgoing calls are sent, uses the SIP or BICC/ISUP protocol. Without the term “network”, it simply refers to the protocol.

Outgoing Interface Serving Node (O‑ISN): It is an Interface Serving Node functional entity, which terminates incoming calls using BICC protocol and originates outgoing calls using SIP.

SIP Pre-condition: Indicates the support of SIP “precondition procedure” as defined in draft-ietf-sip-manyfolks-resource.

Editor’s Note:
The above definitions still need to be reviewed by Question 6/9.

4
Abbreviations

	APM
	Application Transport Message

	ASN
	Adjacent SIP Node

	BCF-N
	Bearer Control Nodal Function

	BICC
	Bearer Independent Call Control

	BIWF
	Bearer Interworking Function

	CSF-N
	Call Service Nodal Function

	DSN
	Destination Serving Node

	DTMF
	Dual Tone Multi Frequency

	IWF
	Interworking Function

	ISDN
	Integrated Services Digital Network

	ISN
	Interface Serving Node

	ISUP
	ISDN User Part

	OSN
	Originating Serving Node

	SCN
	Switched Circuit Network

	SIP
	Session Initiation Protocol

	
	

	
	

	UA
	User Agent  (i.e. UAC and UAS)


5
Methodology

5.1
Conventions for Representation of BICC/ISUP PDU

1. The first letter of a name for each signalling information element for the following classes of terms is capitalised:

· indicators,

· parameters,

· information elements,

· messages.

Examples: Called Party Number parameter, Initial Address Message.

2. The definition of a parameter value is written in italics and is inserted between quotation marks.

Example: Nature of Address value 0000011 – “national (significant) number”.

5.2
Conventions for Representation of SIP/SDP Information

1. All letters of a SIP method name are capitalised; and will follow the word “method”.

Example: Method=INVITE

2. The first letter of a SIP header name is capitalised and the header name is followed with a colon (i.e., “Via:”).

Examples: To: and From:

3. Syntactic fields of a SIP header are represented by the names of the field and are enclosed in “<” and “>”.

Examples: <tag>, <maddr>, etc.

4. The names of SIP parameters will be followed with an equal symbol.

Examples: transport=

5. The textual representation of response will consist of numeric status code and the name of the associated method.

Examples: 415 INVITE

Editor’s Note:
Convention for SDP information needs to be added.

5.3
General Principles

At the SIP interface the IWF shall act as a UA and shall support the standards as defined in Q.SIPPROFILE. The ISUP interface shall support the protocol as defined in the ISUP Recommendations Q.761 to Q.764 (2000). The BICC interface shall support the protocol as defined in the BICC Recommendations Q.1902.1 to Q.1902.4. 

The CSF-N shall act as a Type A exchange for the purposes of ISUP and BICC Compatibility procedures.

Only the procedures, methods, and elements of information (messages, parameters, indicators, headers, etc.) relevant to interworking are described. Therefore, the procedures, methods, and elements of information that are of local significance (i.e. only relevant to either one of the signalling systems: SIP, ISUP or BICC), are outside the scope of this recommendation, as they can not be interworked.

Editor’s Note:
Need additional text on handling other services that do not cross the IWF. Further contributions are sought.

The IWF at the ISN shall provide interworking between the bearer network connections on the SIP and ISUP or BICC network domain sides.

1)
Identification of Call, Call Leg and Call Control Association

The ISN shall establish a one-to-one relationship between a SIP and a BICC/ISUP call/bearer control instance so that signalling information associated with the same call interwork.

Editor’s note:
The text dealing with (a) ISUP and BICC segmentation and (b) APM segmentation is deleted. New text may be needed at some where in this Recommendation to deal with this segmentation capability that does interwork across the interworking node.

2)  
Encapsulation of ISUP information.

The following general principles of ISUP encapsulation apply within this Recommendation.

· An IWF receiving a SIP message shall remove the ISUP body from the SIP message. Any differences between the SIP message (e.g. header fields and SDP) and the ISUP message shall be resolved as defined by the procedures within this document.  In all cases the resultant ISUP information shall be passed to the relevant ISUP procedures. 

· An IWF receiving ISUP information shall consult its local trust policy to determine if the subsequent node to which the outgoing SIP request is directed is trusted to receive ISUP information.  Upon determination that adjacent SIP node (ASN) is trusted to receive ISUP information the IWF shall encapsulate the ISUP message within the body of the SIP message.

· In all cases whereby the IWF inspects a SIP message and discovers that there is no encapsulated ISUP then the IWF is required to construct an appropriate ISUP message using the information received within the SIP header fields and SDP body (if present).  Clauses 6 and 7 of this Recommendation provide all the information that the IWF requires to be able to perform this task.  

NOTE:
The interworking specifications in Clauses 6 and 7 are of use whether or not the received SIP message contained encapsulated ISUP.  In the case that the received SIP messages contain encapsulated ISUP information, they provide any necessary interworking between SIP headers and the relevant ISUP parameters thus enabling encapsulated ISUP information to be modified/updated prior to ISUP procedures being applied as detailed in bullet point 1 above.  In the case that the received SIP messages do not contain any encapsulated ISUP, they provide the means for the IWF to construct the appropriate ISUP messages purely based on the SIP header (and SDP body) information available.

Editor Note:
Table 1 to Table 4 are based on NWB050.  The proposed contents need further scrutiny. Contributions are invited to refine the intent, content and placement of these tables.


Given the current contents of these tables, how should they provide a common interworking specification for every SIP messages received or sent by the I‑IWF and O‑IWF with the objective to minimize specification in the new sub clause of SIP coding (fourth level heading in clause 6 & 7)? 

	Table 1/Q.1912.SIP

Coding Template of Received/Sent SIP Request Line

	Header/field
	Expect Field value/Token
	IWF Handling

	Method=
	<method> 
	The IWF shall set the Method Field to the appropriate SIP Method

	SIP Version=
	SIP/2.0
	The IWF shall interwork with SIP/2.0 request messages.  

	Request-URI:
	Request-URI = SIP‑URI

SIP‑URI = sip:userinfo@host;user-param

Userinfo = telephone-subscriber

Host = FQDN/IPv4/IPv6

User-param: user = phone

Telephone-subscriber (Keyed number) = E.164 

Host = FQDN or IP Address of the ISN
	The IWF shall provide the appropriate mapping between E.164 numbering and SIP‑URI.


	Table 2/Q.1912.SIP

Coding Template of Received/Sent SIP Status Line

	Header/field
	Expect Field value/Token
	IWF Handling

	SIP Version:
	SIP/2.0
	The IWF shall interwork with SIP/2.0 request messages.  

	Status-Code:
	Status code
	The IWF shall support the necessary status codes as defined by the BICC/ISUPSIP profile.

	Reason-Phrase:
	Reason Phrase
	The IWF shall support the necessary status codes as defined by the BICC/ISUPSIP profile.


	Table 3/Q.1912.SIP

Coding Template of Received/Sent SIP Message Headers

	Header/field
	Field value/Token
	IWF Handling

	Via:


	Via:sent-protocol sent-by;via-params

sent-protocol = SIP/2.0/UDP

sent-by = FQDN/IPv4/IPv6

via-params: via-branch= branch
	When sending a SIP message IWF shall set the Sent-by = FQDN or IP Address of the ISN

Via header indicates the path taken by the request so far and indicates the path that should be taken in routeing responses to the request message.

The transport address can be either UDP, TCP, TLS and SCTP

The branch identifier (and magic cookie) serves as a transaction identifier, and is used by proxies to detect loops.

	Record-Route
	Record-Route:rec-route*(,rec-route)

Rec-route=[display-name]<SIP‑URI>,rr-param

Display-name = Not present
SIP‑URI=sip:host 
host = FQDN/Ipv4/Ipv6 of most recent proxy implementing routeing mechanism

rr-param = lr

*(,rec-route)=[display-name]<SIP‑URI>,rr-param

display-name = Not present

SIP‑URI=sip:host 

host = FQDN/Ipv4/Ipv6 of previous proxies implementing routeing mechanism

rr-param = lr
	A Proxy inserts a Record-Route header with its own address or inserts its address into the topmost part of the Record-Route header to force future requests in the dialog to be routed through itself. The insertion of the Record-Route header forces future requests to include a Route header.

The lr parameter indicates that the element responsible for this resource (i.e. the URL in the Record-Route) implements the routeing mechanisms.

The Record-Route header is “learned” during the routeing of initial request method to the remote destination, e.g. UA-B. The remote proxy stores the final Record-Route and uses this information to route responses back to the originating source, e.g. the ISN.

When the ISN receives the Record-Route it copies the path into the Route header, which will be used for subsequent messages.

	Max-Forwards:
	Max-Forwards: Integer

- Interger = 70
	Integer, which is decremented per hop. When the Max-forward reaches zero before it reaches its destination then it will be rejected with a 483 (Too Many Hops) error response. The IWF should set this value to 70.

	Network-Asserted-ID:
	Network-Asserted-ID: [display-name]<addr-spec>
- display name = text string of calling party

<addr-spec> = SIP‑URI:

SIP‑URI=sip:userinfo@host;
 - userinfo = telephone-subscriber
	 This is FFS.

	Privacy:
	Privacy:priv-value

priv-value=”header”/”session”/”nai”/token


	This is FFS.



	From:
	From: [display-name] <SIP‑URI>;tag

Display-name= Not present

SIP‑URI=sip:userinfo@host
userinfo = telephone-subscriber

host = FQDN/IPv4/IPv6

tag = token
	The From header field indicates the initiator of the request. The content of the From: header may be different from the initiator of the dialog.

Telephone-subscriber = E164 and is the number of User-A 

Host = FQDN or IP Address of the ISN

The token in the tag represents a random number used to create the identity of the dialog when generated.

The IWF shall set the From: accordingly.

	To:
	To: [display-name] <SIP‑URI>

Display-name= Not present

SIP‑URI = sip:userinfo@host
userinfo = telephone-subscriber

host = FQDN/IPv4/IPv6
	The To header field specifies the desired “logical” recipient of the request (This may or may not be the ultimate recipient of the request).

Display-name identifies the recipient of the request and is not applicable for this call scenario

Telephone-subscriber (Keyed number) = E.164 (number of User-B). 

Host = FQDN or IP Address of the ISN
A tag may be included depending if a dialog has been established.

The IWF shall set the To: accordingly.

	Call-ID:
	Call-ID: Callid

Callid = WORD 

WORD = TEXT-UTF8 Characters
	Call-ID is a unique identifier that is used to correlate requests and response messages sent by either UA in a dialog. A single session may have several calls with different Call-Ids.

The IWF shall generate the appropriate Call-Id.



	Contact:
	Contact:[display-name] <SIP‑URI>

Display-name= Not present

SIP‑URI = sip:userinfo@host;

userinfo = Not present

host = FQDN/IPv4/IPv6
	Contact header field provides a SIP‑URI that can be used to contact the UA (i.e. the ISN).

Host = FQDN or IP Address of the ISN

The IWF shall generate the appropriate Contact information.

	Cseq:
	Cseq: Interger METHOD

Integer = Arbitrary number
METHOD = method
	Serves as a way to identify and order transaction. The IWF shall set the Cseq to an arbitrary number for the initial INVITE because no dialog has been established. For details of the setting of CSEQ in subsequent message see section 6 and 7 below.

	Rseq
	Rseq: Response-num

response-num= 1*Digit.
	Rseq is used in provisional responses in order to transmit them reliably. The provisional response, which has to be sent reliably, has to contain the 100rel tag and the Rseq. This Rseq numbering is unique within the transaction, and may therefore be used in other transactions. 

	Require:
	Require: option-tag

option-tag = precondition
	Require header field is used by the UAC to inform the UAS about which SIP extensions it expects the UAS to support.  The IWF shall specifiy the optional strength tag “precondition” when one or more mandatary tags are included (i.e. 100rel and Precondition)

	RAck
	RAck: <response-num> <Cseq- num> <Method>
response-num = Rseq number from response

Cseq- num = from Cseq number from INVITE
Method = INVITE
	The RAck header is included in PRACK in order to support reliability of the provisional response (e.g. 183 Session Progress, 180 Ringing). It consists of two numbers: the first is the number of the Rseq as defined in the provisional response being acknowledged; the second number, and method, is copied from the Cseq header in the response that is being acknowledged, i.e. 183 Session Progress.

	Supported:
	Supported: option-tag

option-tag = 100rel
	The use of the Supported header allows the UAC to indicate to the UAS that it supports reliability IF the UAS wishes to use it. It does not mandate the use of it. The IWF shall set this tag to 100rel.

	Content-Type:
	Content-Type: media-type

media-type = application/sdp
	The IWF shall set this to application/sdp if a message body is present.

	Content-Length:
	Content-Length = number of octets in SDP
	Decimal number of octets in the message body sent to recipient. The IWF shall set this to the number of octets in the SDP or 0 if no body is present.


	Table 4/Q.1912.SIP

Coding Template of Received/Sent SIP Message Body

	Header/field
	Field value/Token
	Comments

	session level description
	Session-level values are the default for all media unless overridden by an equivalent media-level value [4]. Items defined as optional according to [3] and [4] have been omitted from the following SDP.

	v=
	v (version)=0
	The IWF shall set the SDP version to 0

	o=
	o (origin)=

<username> = “-“ (Not used)

<session id> = numerical string (e.g. network time stamp)

<version> = numerical string (e.g. network time stamp)

<network type> = “IN” for internet 

<address type> = IP4 or IP6

<address> = IPv6 address of the ISN 
	Generally, the “o=” field serves as an identifier of the originator of the session.<Address> defines the originator of the SDP and is dependent on the SDP “offer/answer” model [3]. 

FFS.

	s=
	s (session name)= “ “
	The IWF shall the s= attribute to a single space character.

	c*=
	c (connection data)=

<network type> = “IN” for internet

<address type> = IP4 or IP6

<connection address> = Ipv4 or Ipv6  address of the ISN
	<connection address> defines the IPv4 or IPv6 address of where RTP packets are to be sent, e.g. a BIWF. 

See section 6 and 7 for guidance on the setting of the connection address.

	time description

	t=
	t (times, repeat times)=

<start time> = 0

<stop time> = 0
	The IWF shall set this attribute to the value “0 0”.

	media description

	m=
	m (media announcement)=

<media> = media type

<port> = transport port media sent to

<transport> = transport protocol

<fmt list> = payload type
	<fmt list> defines the format list of the payloads (e.g. 97, 3, 96). For RTP formats that have been assigned static payload types, the payload type number is used. For RTP formats using dynamic payload, the dynamic payload type number allocated and an additional “rtpmap” attribute specifies the format and parameters.

The IWF shall provide interworking for “media = AUDIO” with attribute send/receive only.

See sections 6 and 7 for guidance on the setting of these values.

	
	
	

	
	
	

	
	
	

	
	
	

	b*=
	b (bandwidth)=

<modifier> = AS

<bandwidth-value> = value in kbit/s
	The <modifier> indicates that bandwidth is interpreted as application-specific, i.e. application’s concept of maximum bandwidth

See sections 6 and 7 for guidance on the setting of these values.

	a*=
	a (attribute)= rtpmap:

<payload type> = dynamic payload type

<encoding name> = encoding method

/<clock rate> = Clock rate

[/encoding parameters] = number of audio channels
	This attribute is required for describing dynamic payload types, i.e. 96-127

<encoding parameters> is optional and may be omitted if the number of channels is one. 

See sections 6 and 7 for guidance on the setting of these values.

	a*=
	a (attribute)= sendrecv
	This attribute is required for establishing bi-directional media streams. The IWF shall only interwork with SDP sessions marked a=sendrecv.

	a*=
	a (attribute)= fmtp:

<fmtp> = payload type

<list of values> = event values
	The fmtp attribute is used to specify capabilities for events such as DTMF digits, tones and other signals.

FFS.

	a*=
	a (attribute)=curr:

<precondition-type> = QoS

<status-type> = local

<direction-tag> = none
	The “Current status” attribute carries the current status of network resources for a particular stream,. When both UAs, e.g. the ISN and UA-B, wish to perform resource reservation, the tag “local” represents the segmented status of the access network reservations of both UAs.

<Precondition-type> indicates QoS (Alerting not to be performed until network resources in both directions have been established).

<status-type> indicates either “local” or “remote” represent the point of view of the entity generating the SDP description, therefore, from the point-of-view of the ISN (the source of the SDP) the UA-B is ‘remote’ and it is ‘local’

<direction-tag> indicates the direction of the attribute and is either “send”, “recv”, “sendrecv” or “none”

	a*=
	a=curr:

<precondition-type> = QoS

<status-type> = remote

<direction-tag> = none
	<status-type> indicates either “local” or “remote” represent the point of view of the entity generating the SDP description, therefore, from the point-of-view of the ISN (the source of the SDP) the UA-B is ‘remote’ and it is ‘local’



	a*=
	a=dest:

<precondition-type> = QoS

<strength-tag> = mandatory

<status-type> = local

<direction-tag> = sendrecv
	The Desired status” attribute carries the preconditions for a particular media stream [5]<status-type> ISN is “local”  (entity generating the SDP description)

<strength-tag> mandatory. The ISN is mandated to provide resource reservation.

<direction-tag> the direction of the attribute is in both directions



	a*=
	a=dest:

<precondition-type> = QoS

<strength-tag> = none

<status-type> = remote

<direction-tag> = sendrecv
	<direction-tag> the direction of the attribute is in both directions



	a*=
	a=conf:

<precondition-type> = QoS

<strength-tag> = none

<status-type> = remote

<direction-tag> = sendrecv
	This attributes requests the received end to send a UPDATE when the specified preconditions are met.




6
Incoming Call Interworking from SIP to BICC/ISUP at I-ISN

An incoming Interface Serving node entity is used to transport calls originated from a SIP network domain to a BICC or ISUP network domain.

The “incoming SIP” refers to the SIP protocol, which is used between the Incoming Interface Serving Node and the call originating entity (entities) supported in the SIP network domain. Similarly, the “outgoing BICC/ISUP” refers to the BICC or ISUP protocol supported between the Incoming Interface Serving Node and the next-hop entity (entities) in the BICC or ISUP network domain.

The Incoming Interface Serving Node receives forward and backward signalling information from the “incoming SIP” and “outgoing BICC/ISUP” sides, respectively. After receiving this signalling information and performing appropriate call/service processing, the Incoming Interface Serving Node may signal forward to subsequent BICC/ISUP nodes or backward to preceding SIP entities. This clause specifies the signalling interworking requirements for basic call at the incoming ISN; and is divided into sub-clauses for each forward or backward signalling message sent by the incoming ISN. It also includes sub-clause for other received signalling messages that do not result in interworking.

The scope of this section is based on the key assumptions: (a) the Incoming Interface Serving Node supports originating basic calls only; and (b) calls originated from SIP network domain do not require equivalent PSTN/ISDN service interworking. The service annexes of this document will cover additional interworking specification related to specific PSTN/ISDN services, which may be required by other interworking network architectures.

Editor’s Note:
The service policies are derived from the operators’ obligation to their subscribers or regulatory agencies. Their obligation to provide certain service grades may cover end‑to‑end, PSTN/ISDN domain or SIP domain.

Editor’s Note:
The IWF considered in the following Recommendation shall have the capability to control the timers T7 and T9 as specified in Q.764 and Q.1902.4, respectively.

6.1
Basic Call

6.1.1
Sending of Initial Address Message (IAM)
,

1.
When the Incoming IWF entity receives the INVITE, it shall handle the following two cases of INVITE:

a)
INVITE without Pre-Condition

b)
INVITE with Pre-Condition

2.
Based on service policies available to the Incoming IWF, it shall determine if each INVITE request is to be accepted to proceed with the call set-up. The IWF may access these service policies from static configuration data or other network elements.

3.
If the INVITE request is accepted, the IWF would originate call set‑up request into the BICC or ISUP network domain as follows:

a)
INVITE without Pre-Condition

If INVITE is received without any request for Pre-Condition, the Incoming IWF must send out IAM as soon as outgoing route is determined. Refer to Table-TBD for signalling information to be mapped from INVITE to IAM.

b)
INVITE with Pre-Condition

If INVITE is received with  Pre-Conditions and an outgoing route has been determined, there are two possible cases for the Incoming IWF to initiate the outgoing signalling to the next ISUP or BICC node.

i)
 Wait for pre-conditions to be met:

On determining that sufficient pre-conditions for the session have been met the I-IWF shall send out an IAM message on the outgoing side of the I-IWF.  

In all cases, the IAM that is eventually generated by the I-IWF shall interworking requirements in this clause.

ii)
Immediately Send out IAM with “COT Expected”.

If the outgoing signalling from Incoming IWF to the next ISUP or BICC node can indicate “COT Expected” in the IAM, the Incoming IWF can send out the IAM as soon as the outgoing route has been determined. Refer to Table-TBD for signalling information to be mapped from INVITE to IAM.

COT is sent forward as soon as the I-IWF has determined (using the procedures outlined in [3 -(Manyfolks)]) that appropriate pre-conditions have been satisfied to enable the session to proceed.  

Note: In both cases 3-b-i and 3-b-ii the I-IWF determines that sufficient pre-conditions for the session to be established have been achieved using the procedures outlined in [3 - (manyfolks)].

Editor’s note:
Item 3-b-I and 3-b-ii should indicate reference to following sub-section because this is an overview for the following sub-sections.

6.1.1.1
Details of Interworking Procedures

Outgoing ISUP procedures apply, with the following clarifications and exceptions with regards to when ISUP IAM and Continuity messages are to be sent:

6.1.1.1.1
Sending ISUP IAM for INVITE without Pre-Condition

The ISUP IAM is sent when the INVITE is received and the incoming procedure decides that the call can be routed.

6.1.1.1.2
Sending ISUP IAM for INVITE with Pre-Condition

Two cases are supported:

1. Sending an ISUP IAM, using the continuity check protocol to withhold call completion untilthe I-IWF determines (using the procedures outlined in [3- (manyfolks)]) that session establishment can continue and hence the ISUP COT can be sent on the outgoing BICC/ISUP side to continue call completion on the ISUP side.

2. Withholding the sending of the ISUP IAM until the I-IWF determines (using the procedures outlined in [3- (manyfolks)]) that session establishment can continue and hence the IAM can be sent from the outgoing BICC/ISUP side. 

Where the subsequent network supports the continuity check protocol the ISUP IAM is sent when the incoming procedure decides that the call can be routed. The Continuity Check indicator in the Nature of Connection Indicators parameter is set to indicate “continuity check performed on previous circuit”, or “continuity check required on this circuit” may alternatively be sent if the continuity check is to be performed on the outgoing circuit.

The Continuity message, with the Continuity Indicators parameter set to “continuity check successful” is sent when both of the following conditions are satisfied.

1. The I-IWF determines (based upon the procedures outlined in [3-(manyfolks)]) that sufficient pre-conditions have been met on the SIP side of the call for session establishment to continue (on both SIP and ISUP sides of the I-IWF).

2. If the continuity check is being performed on the outgoing ISUP circuit, the test shall be successfully completed.

Where the subsequent network does not support the continuity check protocol the sending of the ISUP IAM is delayed until the I-IWF determines (based upon the procedures outlined in [3- (Manyfolks)]) that sufficient pre-conditions have been met on the SIP side of the call for session establishment to continue (on both SIP and ISUP sides of the I-IWF). 

6.1.1.1.3
Sending BICC IAM for INVITE without Pre-Condition

Outgoing BICC procedures apply, with the following clarifications and exceptions:

When sending the IAM the Continuity indicator in the Nature of Connection Indicators parameter is set to “no COT to be expected”.

6.1.1.1.4
Sending BICC IAM for INVITE without Pre-Condition

Outgoing BICC, (as defined in Q.1902.4) procedures apply, with the following clarifications and exceptions:

· When sending the IAM the Continuity indicator in the Nature of Connection Indicators parameter is set to “COT to be expected”.

The Continuity message, with the Continuity Indicators parameter set to “continuity” is sent when the I-IWF determines (based upon procedures outlined in [3- (Manyfolks)]) that sufficient pre-conditions have been met on the SIP side of the call for session establishment to continue (on both the SIP and ISUP sides of the I-IWF). 

6.1.1.2
Coding of INVITE

6.1.1.2.1
Request Line of INVITE

The INVITE Request URI contains the forward addressing information that must interwork with the called party number parameter of the IAM.

Note: The To: header is not considered to contain the forward address information.

Note:
The telephone-subscriber is defined in RFC2806. The Request-URI of INVITE shall be formatted as SIP-URI with userinfo component formatted as telephone- subscriber and uri-parameter user-param set to “phone”. Support of other URI schemas such as tel: URI or SIPS-URI, URI component values and URI parameters is optional. . 

The information contained in the userinfo component of the SIP-URI shall be mapped to the called party number parameter of the IAM message.

	Table 5/Q.1912.SIP

Coding of Received INVITE Request Line

	Header/field
	Expect Field value/Token
	IWF Handling

	Method=
	INVITE
	

	SIP Version=
	SIP/2.0
	The IWF shall interwork with SIP/2.0 request messages.  

	Request-URI:
	sip: userinfo@host user-param

Userinfo = E.164 number

Host = FQDN or IP Address of the ISN
User-param: user = phone


	The IWF shall provide the appropriate mapping between E.164 numbering and SIP‑URI.


6.1.1.2.2
SIP Headers of INVITE

	Table 6/Q.1912.SIP

Coding of Received INVITE Headers

	Header/field
	Field value/Token
	IWF Handling

	Via:


	Via:sent-protocol sent-by;via-params

sent-protocol = SIP/2.0/transport
transport = “UDP” / “TCP” / “TLS” / “SCTP”

sent-by = FQDN/IPv4/IPv6

via-params: via-branch= branch


	The I‑IWF shall be capable of handling 1 or more Via: headers.

The branch identifier (and magic cookie) serves as a transaction identifier, and is used by proxies to detect loops.

	Record-Route
	Record-Route:rec-route *(, rec-route)

Rec-route=<SIP‑URI>

SIP‑URI=sip:host 
host = FQDN/Ipv4/Ipv6 of most recent proxy implementing routeing mechanism


	The I‑IWF shall be capable of handling 1 or more Record-Route: headers.



	Max-Forwards:
	Max-Forwards: Integer

Integer = 0 - 255


	

	Network-Asserted-ID:
	Network-Asserted-ID: [display-name]<addr-spec>
- display name = text string of calling party

<addr-spec> = SIP‑URI:

SIP‑URI=sip:userinfo@host;
 - userinfo = telephone-subscriber
	 This is FFS.

	Privacy:
	Privacy:priv-value

priv-value=”header”/”session”/”nai”/token


	This is FFS.



	From:
	From: [“Display-name”]<SIP‑URI>;tag

SIP‑URI=sip:userinfo@host
userinfo = telephone-subscriber

host = FQDN/IPv4/IPv6

tag = token
	The From header field indicates the initiator of the request. The content of the From: header may be different from the initiator of the dialog.

Telephone-subscriber is the  E.164 of the calling party number 

Host = FQDN or IP Address of the ISN

The token in the tag represents a random number used to create the identity of the dialog when generated.



	To:
	To: [“Display-name”]<SIP‑URI>

SIP‑URI = sip:userinfo@host
userinfo = telephone-subscriber

host = FQDN/IPv4/IPv6
	The To header field specifies the desired “logical” recipient of the request (This may or may not be the ultimate recipient of the request).

Telephone-subscriber is the E.164 number of original called party number. 

Host = FQDN or IP Address of the ISN


	Call-ID:
	Call-ID: Callid

Callid = WORD 

WORD = TEXT-UTF8 Characters
	Call-ID is a unique identifier that is used to correlate requests and response messages sent by either UA in a dialog. A single session may have several calls with different Call-Ids.

The IWF shall generate the appropriate Call-Id.



	Contact:
	Contact: <SIP‑URI>

SIP‑URI = sip: host;

host = FQDN/IPv4/IPv6
	Contact header field provides a SIP‑URI that can be used to contact the UA (i.e. the ISN).

Host = FQDN or IP Address



	Cseq:
	Cseq: Interger METHOD

Integer = Arbitrary number
METHOD = INVITE


	

	Require:
	Require: option-tag

option-tag = precondition
	Require header field is used by the UAC to inform the UAS about which SIP extensions it expects the UAS to support.  The IWF shall specify the optional strength tag “precondition” when one or more mandatory tags are included (i.e. 100rel and Precondition)



	Supported:
	Supported: option-tag

option-tag = 100rel
	The use of the Supported header allows the UAC to indicate to the UAS that it supports reliability IF the UAS wishes to use it. It does not mandate the use of it. The IWF shall set this tag to 100rel.



	Content-Type:
	Content-Type: media-type

media-type = application/sdp


	The IWF shall set this to application/sdp if a message body is present.

	Content-Length:
	Content-Length = number of octets in SDP
	Decimal number of octets in the message body sent to recipient. The IWF shall set this to the number of octets in the SDP or 0 if no body is present.


6.1.1.2.3
SIP Message Body of INVITE

	Table 7/Q.1912.SIP

Coding of Received INVITE Message Body

	SIP Message INVITE(
	BICC Message IAM(

	Header/field
	Content
	Content

	m=
	<transport> = transport protocol

<fmt list> = payload type

<fmt list> defines the format list of the payloads (e.g. 97, 3, 96). For RTP formats that have been assigned static payload types, the payload type number is used. For RTP formats using dynamic payload, the dynamic payload type number allocated and an additional "rtpmap" attribute specifies the format and parameters.
	For details of mapping media parameters to the IAM see section 6.1.1.1.

	
	
	

	
	
	

	
	
	

	
	
	

	b*=
	b (bandwidth)=

<modifier> = AS

<bandwidth-value> = value in kbit/s

The <modifier> indicates that bandwidth is interpreted as application-specific, i.e. application's concept of maximum bandwidth
	

	a*=
	a (attribute)= rtpmap:

<payload type> = dynamic payload type

<encoding name> = encoding method

/<clock rate> = Clock rate

[/encoding parameters] = number of audio channels

This attribute is required for describing dynamic payload types, i.e. 96-127

<encoding parameters> is optional and may be omitted if the number of channels is one. For video streams, no encoding parameters are currently specified
	

	a*=
	a (attribute)=curr:

<precondition-type> = QoS

<status-type> = local

<direction-tag> = none

The "Current status" attribute carries the current status of network resources for a particular stream. When both UAs, e.g. the ISN and UA-B, wish to perform resource reservation, the tag "local" represents the segmented status of the access network reservations of both UAs.

<Precondition-type> indicates QoS (Alerting not to be performed until network resources in both directions have been established).

<status-type> indicates either "local" or "remote" represent the point of view of the entity generating the SDP description, therefore, from the point-of-view of the ISN (the source of the SDP) the UA-B is 'remote' and it is 'local'

<direction-tag> indicates the direction of the attribute and is either "send", "recv", "sendrecv" or "none"
	For the handling of preconditions see section 6.1.1.



	a*=
	a=curr:

<precondition-type> = QoS

<status-type> = remote

<direction-tag> = none

<status-type> indicates either "local" or "remote" represent the point of view of the entity generating the SDP description, therefore, from the point-of-view of the ISN (the source of the SDP) the UA-B is 'remote' and it is 'local'
	

	a*=
	a=dest:

<precondition-type> = QoS

<strength-tag> = mandatory

<status-type> = local

<direction-tag> = sendrecv

The Desired status" attribute carries the preconditions for a particular media stream <status-type> ISN is "local"  (entity generating the SDP description)

<strength-tag> mandatory. The ISN is mandated to provide resource reservation.

<direction-tag> the direction of the attribute is in both directions
	

	a*=
	a=dest:

<precondition-type> = QoS

<strength-tag> = none

<status-type> = remote

<direction-tag> = sendrecv

<direction-tag> the direction of the attribute is in both directions
	


6.1.1.3
Coding of IAM

6.1.1.3.1
Nature of Connection Indicators (Mandatory)

The indicators of the Nature of connection parameters, which are set by the IWF, are as follows:

	Bits
	Indicators in Nature of connection parameter

	DC
	Continuity check indicator (ISUP) / Continuity indicator (BICC)

	
	


Other FCI indicators should follow the current ISUP/BICC Recommendation.

The following codes should be set by the I‑IWF in the nature of connection indicators parameter field:

	
	
	
	
	

	Bits
	Codes
	Meaning
	Conditions
	

	DC:=
	00
	Continuity check not required (ISUP) / no COT to be expected (BICC
	Without pre-condition request.
	

	DC:=
	10
	Continuity check performed on a previous circuit (ISUP) / COT to be expected (BICC)
	With pre-condition request.
	

	DC:=
	00
	Continuity check not required (ISUP) / no COT to be expected (BICC)
	Pre-condition has been met.
	

	
	
	
	
	


6.1.1.3.2
Forward call indicators (Mandatory)

The indicators of the FCI parameters, which are set by the IWF, are as follows:

	Bits
	Indicators in FCI parameter

	D
	Interworking indicator

	F
	ISUP/BICC indicator

	HG
	ISUP/BICC preference indicator

	I
	ISDN access indicator


Other FCI indicators should follow the current ISUP/BICC Recommendation.

The following codes should be set by the I‑IWF in the forward call indicators parameter field:

	
	
	
	
	

	Bits
	Codes
	Meaning
	
	

	D:=
	1
	Interworking encountered.
	
	

	F:=
	0
	ISUP/BICC not used all the way.
	
	

	HG:=
	01
	ISUP/BICC not required all the way.
	
	

	I:=
	
	Originating access not ISDN.
	
	

	
	
	
	
	


6.1.1.3.3
Calling party’s category (Mandatory)

Calling party’s category parameter should follow the current ISUP/BICC Recommendation.

6.1.1.3.4
Transmission medium requirement (Mandatory)
 


The coding of TMR/USI is described in this clause assuming that transcoding is not used by the IWF. Interworking relations between any SDP information and TMR/USI become irrelevant if transcoding is used.

The SDP within the SIP message body shall be used to derive the TMR codes, and USI.

Note: If the outgoing signaling is BICC, the SDP will also interwork with  other BICC parameters (APP with BAT) relating to the bearer control signaling information of the selected outgoing bearer. This additional interworking specification is addressed in the BICC-specific Annex.

The SDP Media Description Part received by the incoming ISN should indicate only one media stream.

Only the “m=”, “b=” and “a=” lines of the SDP Media Description Part are considered to interwork with the IAM parameters, TMR and USI.

The first sub-field (i.e., <media>) of “m=” line will indicate one of the currently defined values: “audio”, “video”, “application”, “data” or “control”. Further studies are needed if <media> of the “m=” line is “video”, “application”, “data” or “control”.

Editor note:
If <media> is data, the following procedure of deriving the TMR codes is proposed. Contributions are invited for evaluation.


If <media> of the “m=” line is “data”, then the optional “b=” line should be evaluated to determine the TMR value used in the outgoing signalling. The bandwidth proposed by the “b=” line should be rounded up to the nearest values of Nx64 Kbps, where N is an integer starting from 1. If the round-up bandwidth is between 64 and 1920 kbit/s (i.e., 1 ( N ( 30), then the TMR should indicate the corresponding values (kbit/s) for unrestricted digital information. If the bandwidth proposed by the optional “b=” line is greater than 1920 kbit/s, then there is interworking failure. If the optional “b=” line is absent for “data”, it may be left for local implementation to set the TMR value for outgoing signalling.

If <media> of the “m=” line is “audio”, then <transport>, <fmt-list> and the optional “b=” line should be evaluated to determine the TMR/USI value used in the outgoing signalling. The bandwidth proposed by the “b=” line should be rounded up to the nearest values of Nx64 kbit/s, where N is an integer starting from 1. If the round-up bandwidth is between 128 and 1920 kbit/s (i.e., 2 ( N ( 30), then the TMR should indicate the corresponding values (kbit/s) for unrestricted digital information. If the bandwidth proposed by the optional “b=” line is greater than 1920 kbit/s, then there is interworking failure.

If the round-up bandwidth for <media> equal to audio is 64 Kbps or “b=” line is absent, then the <transport> and <fmt-list> are evaluated to determine whether (a) TMR should be set to “speech” or “3.1 KHz”; and (b) User information layer 1 protocol indicator of USI parameter should be set to “G.711 –law” or “G.711 A‑law”.

The following table provides the mapping relations based on the above procedure.

Editor note:
Are the USI coding for G.722 and FAX correct?

Table 8 Coding of TMR/USI from SDP: SIP to ISUP/BICC

	
	m= line
	
	b= line
	a= line
	TMR parameter
	USI parameter

	<media>
	<transport>
	<fmt-list>
	<modifier>:<bandwidth-value>

	rtpmap:<dynamic-PT> <encoding name>/<clock rate>[/encoding parameters>
	TMR codes
	User information layer 1 protocol indicator

	
	
	
	Note: <bandwidth value> for <modifier> of AS is evaluated to be B kbit/s.
	
	
	

	audio
	RTP/AVP
	0
	N/A or up to 64 kbit/s
	N/A
	speech
	G.711  -law

	audio
	RTP/AVP
	Dynamic PT
	N/A or up to 64 kbit/s
	rtpmap:<dynamic-PT> PCMU/8000
	speech
	G.711  -law

	audio
	RTP/AVP
	8
	N/A or up to 64 kbit/s
	N/A
	speech
	G.711  -law

	audio
	RTP/AVP
	Dynamic PT
	N/A or up to 64 kbit/s
	rtpmap:<dynamic-PT> PCMU/8000
	speech
	G.711  -law

	audio
	RTP/AVP
	9
	AS:64 kbit/s
	N/A
	64 kbit/s unrestricted
	G722

	audio
	RTP/AVP
	Dynamic PT
	AS:64 kbit/s
	rtpmap:<dynamic-PT> G722/8000
	64 kbit/s unrestricted
	G722

	Image
	udptl
	t38
	N/A or up to 64 kbit/s
	?
	3.1 KHz audio
	FAX (?)

	Image
	tcptl
	t38
	N/A or up to 64 kbit/s
	?
	3.1 KHz audio
	FAX (?)

	
	
	
	
	
	
	

	Data (Note 1)
	FFS
	FFS
	0 < B ≤ 64 kbit/s
	FFS
	64 kbit/s unrestricted
	FFS

	Data (Note 1)
	FFS
	FFS
	64 < B ≤ 128 kbit/s
	FFS
	2  64 kbit/s unrestricted
	FFS

	Data (Note 1)
	FFS
	FFS
	320 < B ≤ 384 kbit/s
	FFS
	384 kbit/s unrestricted
	FFS

	Data (Note 1)
	FFS
	FFS
	1472 < B ≤ 1536 kbit/s
	FFS
	1536 kbit/s unrestricted
	FFS

	Data (Note 1)
	FFS
	FFS
	1856 < B ≤ 1920 kbit/s
	FFS
	1920 kbit/s unrestricted
	FFS

	Data (Note 1)
	FFS
	FFS
	128 < B ≤ 192 kbit/s
	FFS
	3  64 kbit/s unrestricted
	FFS

	Data (Note 1)
	FFS
	FFS
	192 < B ≤ 256 kbit/s
	FFS
	4  64 kbit/s unrestricted
	FFS

	Data (Note 1)
	FFS
	FFS
	256 < B ≤ 320 kbit/s
	FFS
	5  64 kbit/s unrestricted
	FFS

	Data (Note 1)
	FFS
	FFS
	384 < B ≤ 448 kbit/s
	FFS
	7  64 kbit/s unrestricted
	FFS

	Data (Note 1)
	FFS
	FFS
	448 < B ≤ 512 kbit/s
	FFS
	8  64 kbit/s unrestricted
	FFS

	Data (Note 1)
	FFS
	FFS
	512 < B ≤ 576 kbit/s
	FFS
	9  64 kbit/s unrestricted
	FFS

	Data (Note 1)
	FFS
	FFS
	576 < B ≤ 640 kbit/s
	FFS
	10  64 kbit/s unrestricted
	FFS

	Data (Note 1)
	FFS
	FFS
	640 < B ≤ 704 kbit/s
	FFS
	11  64 kbit/s unrestricted
	FFS

	Data (Note 1)
	FFS
	FFS
	704 < B ≤ 768 kbit/s
	FFS
	12  64 kbit/s unrestricted
	FFS

	Data (Note 1)
	FFS
	FFS
	768 < B ≤ 832 kbit/s
	FFS
	13  64 kbit/s unrestricted
	FFS

	Data (Note 1)
	FFS
	FFS
	832 < B ≤ 896 kbit/s
	FFS
	14  64 kbit/s unrestricted
	FFS

	Data (Note 1)
	FFS
	FFS
	896 < B ≤ 960 kbit/s
	FFS
	15  64 kbit/s unrestricted
	FFS

	Data (Note 1)
	FFS
	FFS
	960 < B ≤ 1024 kbit/s
	FFS
	16  64 kbit/s unrestricted
	FFS

	Data (Note 1)
	FFS
	FFS
	1024 < B ≤ 1088 kbit/s
	FFS
	17  64 kbit/s unrestricted
	FFS

	Data (Note 1)
	FFS
	FFS
	1088 < B ≤ 1152 kbit/s
	FFS
	18  64 kbit/s unrestricted
	FFS

	Data (Note 1)
	FFS
	FFS
	1152 < B ≤ 1216 kbit/s
	FFS
	19  64 kbit/s unrestricted
	FFS

	Data (Note 1)
	FFS
	FFS
	1216 < B ≤ 1280 kbit/s
	FFS
	20  64 kbit/s unrestricted
	FFS

	Data (Note 1)
	FFS
	FFS
	1280 < B ≤ 1344 kbit/s
	FFS
	21  64 kbit/s unrestricted
	FFS

	Data (Note 1)
	FFS
	FFS
	1344 < B ≤ 1408 kbit/s
	FFS
	22  64 kbit/s unrestricted
	FFS

	Data (Note 1)
	FFS
	FFS
	1408 < B ≤ 1472 kbit/s
	FFS
	23  64 kbit/s unrestricted
	FFS

	Data (Note 1)
	FFS
	FFS
	1536 < B ≤ 1600 kbit/s
	FFS
	25  64 kbit/s unrestricted
	FFS

	Data (Note 1)
	FFS
	FFS
	1600 < B ≤ 1664 kbit/s
	FFS
	26  64 kbit/s unrestricted
	FFS

	Data (Note 1)
	FFS
	FFS
	1664 < B ≤ 1728 kbit/s
	FFS
	27  64 kbit/s unrestricted
	FFS

	Data (Note 1)
	FFS
	FFS
	1728 < B ≤ 1792 kbit/s
	FFS
	28  64 kbit/s unrestricted
	FFS

	Data (Note 1)
	FFS
	FFS
	1792 < B ≤ 1856 kbit/s
	FFS
	29  64 kbit/s unrestricted
	FFS


Note:


(1)
FFS is needed for <media> equal to data.

6.1.1.3.5
Called party number (Mandatory)

The Incoming IWF shall derive the new Called Party Address parameter from the Request URI.

6.1.1.3.6
Calling party number

Editor Note:
This clause on “Calling party number” is modified by NWB030. The meeting report has indicated the acceptance of NWB0630 Section 2, which is the “Discussion” section, instead of Section 3 that includes the proposed text. Only the tables in NWB030 Section 2 are relevant but they do not have any proposed text (besides contributor’s discussion points) to wrap around them. It is therefore unclear if they should be included as baseline. The following three tables from NWB030 Section 2 are instead included in the following Editor Note.

Table 9/Q.1912.SIP P-Asserted Identity and Privacy Headers to Calling Party Number Parameter

	SIP Component
	Value
	ISUP Message/Parameter
	Value

	Header PAssertedID


	= "P-Asserted-Identity" HCOLON 

*(COMMA PAssertedID-value)
	Calling Party Number (Message)
	

	COMMA PAssertedID-value
	 name-addr / addr-spec 
	
	

	name-addr
	[display-name] LAQUOT addr-spec 
	Display name is alphanumeric shouldn't be mapped to ISUP


	Contend of Display name

	addr-spec


	SIP-URI / SIPS-URI / absolute URI

+CC-NCD-SN@operator.net

Comment (RJ): NWB-019 is discussing the definition of the SIP URI used for the address information interworking. Regarding the result of the discussion the presentation of SIP URI has to be changed) 
	Odd/Even indicator 
	{ follow no of address signals}

	
	
	Number incomplete indicator 
	Complete 

	
	
	Numbering Plan Indicator
	ISDN/Telephony (E.164)

	
	
	Nature of Address Indicator
	=If +CC is equal the CC of the country where ISN is located

                  ( national            

If other CC (international



	
	
	Address Presentation Restricted Indicator (APRI)
	depends on priv-value

	
	
	Screening indicator 
	user provided verified and passed 

	
	
	Address signal
	if NOA is national 

( NCD + SN (e.g. 6151-835940)

If NOA is international 

( CC+NCD+SN (e.g. +CC-22-89-12345678)

	Privacy-hdr  is not present
	
	APRI
	presentation allowed

	Privacy-hdr  =  "Privacy" HCOLON priv-value *(COMMA priv-value)
	Comment (RJ): the priv-value can appear also with a combination of values.
	
	

	priv-value

	"header
	APRI 
	presentation restricted

	
	"session" 
	APRI
	presentation restricted

	
	"user" 
	APRI
	presentation restricted

	
	"none" 
	APRI
	presentation allowed

	
	"critical" 
	APRI
	presentation restricted

	
	"id"
	APRI
	presentation restricted

	
	"none" & "id"
	APRI
	presentation restricted


The mapping of the From: header field should only mapped to the additional calling party number if it is sure that the From: header field includes a Generic Number.

That can be guarantied in the case (ISUP-SIP mapping) when a CgPN with network provided is discarded and the From: header field is set up with a "dumy" value consisting of host protion of the ISN gw.itu.int 

Table 10/Q.1912.SIP From Headers to Generic Number Parameter

	SIP Component
	Value
	ISUP Message/ Parameter
	Value

	From:


	= ( "From" / "f" ) HCOLON from-spec 
	Generic No (Parameter)

Number Qualifier Indicator
	Additional Calling Party number

	from-spec from-spec
	( name-addr / addr-spec) 
	
	

	name-addr
	[display-name] LAQUOT addr-spec 
	Display name is alphanumeric shouldn't be mapped to ISUP


	

	addr-spec


	=  SIP-URI / SIPS-URI / absolute URI

+CC-NCD-SN@hostportion:

(if format of From: is a other see From mapping to calling Party Number)

Editors Comment (RJ): NWB-019 is discussing the definition of the SIP URI used for the address information interworking. Regarding the result of the discussion the presentation of SIP URI has to be changed) 
	Odd/Even indicator =
	{ follow no of address signals} 


	
	
	Nature of Address Indicator
	If +CC is equal the CC of the country where ISN is located

                  ( national            

If other CC (international

	
	
	Number incomplete indicator
	Complete 

	
	
	Numbering Plan Indicator
	ISDN/Telephony (E.164)

	
	
	APRI 
	depends on priv-value

	
	
	Screening indicator 
	user provided not verified

	
	
	Address signal
	if NOA is national 

( NCD + SN (e.g. 6151-835940)

If NOA is international 

( CC+NCD+SN (e.g. +CC-22-89-12345678)

	Privacy-hdr  is absent
	
	APRI
	presentation allowed

	Privacy-hdr  =  "Privacy" HCOLON priv-value *(COMMA priv-value)
	Comment (RJ): the priv-value can appear also with a combination of values.
	
	

	priv-value

	"header
	APRI
	presentation restricted

	
	"session" 
	APRI
	presentation restricted

	
	"user" 
	APRI
	presentation restricted

	
	"none" 
	APRI
	presentation allowed

	
	"critical" 
	APRI
	presentation restricted

	
	"id" (applies not to the FROM: Header, it is only used for the P-Asserted Header))
	no mapping to Generic No
	


Table 11/Q.1912.SIP From Headers to Calling Party Number Parameter

	SIP Component
	Value
	ISUP Message/ Parameter
	Value

	From:


	= ( "From" / "f" ) HCOLON from-spec 
	Calling Party Number (Parameter)
	

	from-spec from-spec
	( name-addr / addr-spec) 
	
	

	name-addr
	[display-name] LAQUOT addr-spec 
	Display name is alphanumeric shouldn't be mapped to ISUP


	

	addr-spec


	=  SIP-URI / SIPS-URI / absolute URI

If From: has the fromat "dumy" e.G. gw.itu.int or +CC@hostportion

Comment (RJ)

If no CC is available??

The CC could be available from a hostportion-CC mapping table.

Discussion!

Comment (RJ): NWB-019 is discussing the definition of the SIP URI used for the address information interworking. Regarding the result of the discussion the presentation of SIP URI has to be changed) 
	Odd/Even indicator =
	{ follow no of address signals} 


	
	
	Nature of Address Indicator
	If +CC is equal the CC of the country where ISN is located

                  ( national            

If other CC (international

	
	
	Number incomplete indicator
	=Complete 

	
	
	APRI =
	follow operator demands Comment (RJ)

operator demands could be that in general network provided numbers are displayed or not or case by case.

	
	
	Screening indicator =
	network provided

	
	
	Address signal=
	if NOA is national 

( network provided number

If NOA is international 

( CC+ network provided number


Editor’s note:
End of text from NWB030 Section 2.

Editor’s note:
The following text should be moved to some numbered clause for reference in Table-17.

While the mapping of the INVITE parameters to IAM parameters is specified in table  17 the following notes outline rules which apply to the inter working of particular parameters. 

Notes:

Mapping of INVITE From header to IAM "Calling Party Number" parameter

1.
As specified within Table 17 the From field of the INVITE is mapped to the additional Calling party Number parameter if the SIP URI includes a complete number (CC+NCD+SN@operator.net). If the From: Header field contains only a "dummy" (host portion) and  the INVITE does not contain P-Asserted-Identity the Calling Party Number will be network provided. Additionally, if the calling party has invoked the CLIR service (indicated here by the presence of a  Privacy header with the priv-value set to "id" ) then the procedures outlined in annex C.1. shall be followed.  

2.
In the specific case that the call originates from a SIP device and includes a "pure" SIP URI (i.e. a URI which is neither a SIP URI with a "user=phone" qualifier or a SIP Tel URI) then no mapping to the IAM Calling Party Number is possible in this case.  The Calling Party Number shall therefore be excluded from the resulting IAM in these circumstances.

Editor' note:

There is no defined method for how a "pure" SIP endpoint can identify itself in the PSTN network.  We propose that SG11 initiate a liaison statement to the IETF recommending that they initiate a work item to investigate how a SIP terminal that is interworking with the PSTN shall identify itself within the PSTN.

Editor’s note:
Deleted because no agreement on sending liaison.

3.
In all cases the (additional) calling party number transported within the SIP network (within the From or P-Asserted-Identity header fields) shall be in full international format.  This is to ensure that the call traverse multiple countries while in the SIP network that the calling party number parameter remains valid when the call breaks out into the BICC/ISUP network (since any encapsulated ISUP (which has not been converted to an international ISUP) would contain only a national significant number which is no longer valid at the call destination).

The exchange shall check if the country code of the calling party number is the network’s own country code. If this is the case, then the country code shall be removed.

Editor’s note:
Above text is copied from CLIP/CLIR Rec.

Editor’s note

The text below outlines the logic of handling From: and RPID:.

Note:
From: is mandatory and always checked for presence.

Case-a:

If P-Asserted-Identity is absent, then do the following:





1)
Additional CgPN is derived from From: if the From header 





field is in international format (+CC-NCD-SN@hostportion)





else: no Additional CgPN will be generated.





2)
CgPN is assigned with Network Generated Number.

Case-b:
If P-Asserted-Identity is present then do the following:





1)
Additional CgPN is derived from From:





2)
CgPN is derived from P-Asserted-Identity:

Table 12: INVITE to IAM Interworking

	INVITE (Incoming to I-ISN)
	IAM (Outgoing from I-ISN)
	
	Additional Information

	Component
	Header/field
	Token/value
	Parameter
	Indicators
	

	Request-line
	
	
	IAM BICC-STC-Instance
	
	

	
	Method:
	
	
	
	

	
	Request-URI
	
<SIP-URI | TEL-URI>


tag=UUID

SIP-URI =

+CC-NCD-SN@hostportion
	Called Party Address parameter
	Odd/even Ind.= {Follow number of address signals}


Nature of address Ind.= If+CC is equal the CC of the country where the Point of interworking is located

                  ( national            

If other CC (international

INN Ind.=


Numbering plan Ind..= ISDN/Telephony (E.164) (by default)


Address signal ={Translate <SIP-URI | TEL-URI>}


	The routing will done with the Request URI and not with the to Field. The to Header field has to be taken into account for the OCN (Origin Called Number), but this is a issue for future discussion. 

	
	SIP-Version
	
	
	
	

	
	
	
	Nature of Connection


	
Satellite Ind.:  = “no satellite circuit”


Continuity check Ind.= “COT to be expected”


Echo control device Ind.=) 
	

	
	
	
	Forward Call Indicators


	
National/international call Ind.=


If BICC => End-to-end method Ind.= “no end-to-end method available”


If ISUP=> End-to-end method Ind.= {Follow service requirement}


Interworking Ind.= “interworking encountered”


ISUP/BICC Ind.= “ISUP/BICC not used all the way”

ISUP/BICC preference Ind.= “ISUP/BICC preferred all the way”


ISDN access Ind.= “originating access non-ISDN”


If BICC => SCCP method Ind.= “no indication”


If ISUP => SCCP method Ind.= {Follow service requirement}
	

	
	
	
	Calling Party’s Category parameter


	
{Follow provisioned data})
	

	
	
	
	Transmission Medium Requirement


	
(Follow SDP analysis; TBD})
	

	Message-header
	
	
	
	
	

	
	From:
	
“Display-name”


<SIP-URI | TEL-URI>


tag=UUID

"dumy" e.G. gw.itu.int or +CC@hostportion 

or +CC-NCD-SN@hostportion
	If From: has the fromat "dumy" e.G. gw.itu.int or +CC@hostportion
Calling Party Number will be network provided.

From: has the fromat +CC-NCD-SN@hostportion:

Generic No 


	
Odd/even Ind.= {Follow number of address signals}


Nature of address Ind.= If+CC is equal the CC of the country where the Point of interworking is located:      ( national            

If other CC (international


Number incomplete Ind.= complete


Numbering plan Ind.= ISDN/Telephony (E.164) 


Address presentation restricted Ind follow operator demands


Screening Ind.={network provided


Address signal= Network provided address digits }

Number Qualifier Indicator= Additional Calling Party number


Odd/even Ind.= {Follow number of address signals}


Nature of address Ind.= If+CC is equal the CC of the country where the Point of interworking is located:      ( national            

If other CC (international


Number incomplete Ind.= complete


Numbering plan Ind.= ISDN/Telephony (E.164)


Address presentation restricted Ind.= {Follow CLIP/CLIR proc.}


Screening Ind.= user provided not verified


Address signal={Translate <SIP-URI | TEL-URI>}
	Comment (RJ)

If no CC is available??

The CC could be available from a hostportion-CC mapping table.

Discussion!

Comment (RJ)

operator demands could be that in general network provided numbers are displayed or not.

	
	P_Asserted-Identity:
	
“ addr-spec ”


<SIP-URI | TEL-URI>

SIP-URI =

+CC-NCD-SN@hostportion
	Calling Party Number 


	
Odd/even Ind.= {Follow number of address signals}


Nature of address Ind.= If+CC is equal the CC of the country where the Point of interworking is located       ( national            

If other CC (international

Number incomplete Ind.= complete


Numbering plan Ind.= ISDN/Telephony (E.164)


Address presentation restricted Ind .= {Follow CLIP/CLIR proc.}


Screening Ind = user provided verified and passed


Address signal ={Translate <SIP-URI | TEL-URI>}


	

	
	To:
	
“Display-name”


<SIP-URI | TEL-URI>

SIP-URI =

+CC-NCD-SN@hostportion
	At the Basic call the To: header field has the same content as the Request URI:

If the content of the To header field is different to the request URI then a Service invocation (e.g. Call Forwarding) within the SIP network was done. ( Question is if this case should be taken into account for Basic Call? 

If yes:

The to header field includes the Original Called Number, therefore the mapping to the OCN ISUP (BICC) parameter should be done. 


	no mapping to CdPN see comment


OCN: 

Odd/even Ind.= {Follow number of address signals}


Nature of address Ind.= If+CC is equal the CC of the country where the Point of interworking is located

Numbering plan Ind.= ISDN/Telephony (E.164)


Address presentation restricted Ind.= {Follow CLIP/CLIR proc.}


Address signal={Translate <SIP-URI | TEL-URI

	Mapping of OCN has to be discussed. This is a example how the mapping could be done. ( future work, belongs not to basic call

	
	Call-ID:
	
	
	
	

	
	Cseq:
	
	No interworking.
	
	

	
	--- See Error! Reference source not found. for other incoming headers.
	
	
	
	

	
	Content-Type:
	application/sdp
	
	
	

	 
	Content-length:
	(…)
	No interworking.
	
	

	
	CRLF
	
	No interworking.
	
	

	Message-body
	
	
	
	
	

	(Session description)
	v=
	0
	If BICC, see BICC Annex.
	
	

	
	0=
	username> <session-id> <version> <network-type> <address-type> <address>
	
	
	

	
	s=
	<session-name>
	
	
	

	
	i=
	
	
	
	

	
	u=
	
	
	
	

	
	e=
	
	
	
	

	
	p=
	
	
	
	

	
	c=
	<network-type> <address-type> <connection-address
	
	
	

	
	b=
	
	
	
	

	
	z=
	
	
	
	

	
	k=
	
	
	
	

	
	a=
	
	
	
	

	(Time description)
	t=
	t= <start-time> <stop-time>
	
	
	

	
	r=
	
	
	
	

	(Media description)
	m=
	m= <media> <port> <transport> <fmt-list>

a=


	TMR parameters ({TBD}


)
	
	

	
	i=
	
	
	
	

	
	c=


	
	
	
	

	
	b=
	
	
	
	

	
	k=
	
	
	
	

	
	a=
	
	
	
	


Comment: delete complete table.

6.1.1.3.7
User service information

See sub clause on TMR.

6.1.1.3.8
Application transport: BAT (BICC only)

Refer to BICC specific Annex in this Recommendation.

6.1.1.3.9
Location number

None of the information in the location number parameter should be used to interwork with any SIP information or affect any IWF behaviour.

6.1.1.3.10
Optional forward call indicators

None of the information in the optional forward call indicators parameter should be used to interwork with any SIP information or affect any IWF behaviour.

6.1.1.3.11
Hop counter


At the I-ISN the Max-Forwards SIP header shall be mapped to the Hop Counter parameter. Due to the different default values (that are based on network demands/provisions) of the SIP Max-Forwards header and the Hop Counter, a factor shall be used to adopt the Max Forwards to the Hop Counter at the I-ISN.

The factor should be calculated with the following formula:

Factor = INTEGER part of (default value of Max-Forwards / max value of Hop Counter) 

Note: The default value of Max-Forwards could be lower than the default value of the Hop Counter due to different Network configurations. In this Case the Max-Forwards should divide the Hop Counter Value.

Note: For the BICC/ISUP call passing through the SIP network, the Hop Counter value at the I-ISN should be lower than at the O-ISN to avoid circular routing. This must apply also when the Hop Counter/Max Forwards passes different network domains.

At the I-ISN the factor should be used as a devisor to adopt the higher value of the Max-Forwards to the Hop Counter.

The following two tables show the principle of the mapping:

	Max-Forwards
	= X
	Hop Counter
	= INTEGER part of(X /Factor)


The Principle of adoption could be implemented on a basis of the network provision, trust domain rules and bilateral agreement.

6.1.1.3.12
Propagation delay counter

None of the information in the propagation delay parameter should be used to interwork with any SIP information or affect any IWF behaviour.

6.1.1.3.13
Collect call request

None of the information in the collect call request parameter should be used to interwork with any SIP information or affect any IWF behaviour.

6.1.1.3.14
Carrier selection information

None of the information in the carrier selection parameter should be used to interwork with any SIP information or affect any IWF behaviour.

6.1.1.3.15
Access transport

None of the information in the access transport parameter should be used to interwork with any SIP information or affect any IWF behaviour.

6.1.1.3.16
User teleservice information

None of the information in the user teleservice information parameter should be used to interwork with any SIP information or affect any IWF behaviour.
6.1.1.3.17
Echo control information

None of the information in the echo control information parameter should be used to interwork with any SIP information or affect any IWF behaviour.

6.1.1.3.18
Transmission medium requirement prime

None of the information in the TMR prime parameter should be used to interwork with any SIP information or affect any IWF behaviour.
6.1.1.3.19
User service information prime

None of the information in the USI prime parameter should be used to interwork with any SIP information or affect any IWF behaviour.
6.1.1.3.20
Calling geodetic location

None of the information in the calling geodetic location parameter should be used to interwork with any SIP information or affect any IWF behaviour.
6.1.1.3.21
Calling party geodetic velocity information

None of the information in the calling party geodetic velocity parameter should be used to interwork with any SIP information or affect any IWF behaviour.
6.1.1.3.22
Network management controls

None of the information in the network management control parameter should be used to interwork with any SIP information or affect any IWF behaviour.
6.1.1.3.23
UID capability indicators

None of the information in the UID capability indicators parameter should be used to interwork with any SIP information or affect any IWF behaviour.
6.1.1.3.24
Parameter compatibility information

None of the information in the parameter compatibility information parameter should be used to interwork with any SIP information or affect any IWF behaviour.
6.1.1.3.25
Global call reference (BICC only)

None of the information in the global call reference parameter should be used to interwork with any SIP information or affect any IWF behaviour.
6.1.1.3.26
Inter-nodal traffic group identifier (BICC only)

None of the information in the inter-nodal traffic group identifier parameter should be used to interwork with any SIP information or affect any IWF behaviour.
6.1.1.3.27
Circuit assignment map (ISUP only)

None of the information in the circuit assignment map parameter should be used to interwork with any SIP information or affect any IWF behaviour.
6.1.1.3.28
Coding decoding processing (ISUP only)

None of the information in the coding decoding processing parameter should be used to interwork with any SIP information or affect any IWF behaviour.
6.1.1.3.29
Originating ISC point code

None of the information in the originating ISC point code parameter should be used to interwork with any SIP information or affect any IWF behaviour.
6.1.1.3.30
Transit network selection (national use)

None of the information in the TNS parameter should be used to interwork with any SIP information or affect any IWF behaviour.
6.1.1.3.31
Called directory number (national use)

6.1.1.3.32
Network routing number (national use)

6.1.1.3.33
Number portability forward information (network option)

6.1.1.3.34
Query on release capability (network option)

6.1.2
Sending of 100 Trying INVITE

Upon receipt of INVITE, the I‑IWF may send out 100 Trying. This SIP procedure does not interwork with any BICC/ISUP procedure.

6.1.3
Sending of Subsequent Address Message (SAM)

FFS.

6.1.3.1
Coding of subsequent INVITE

6.1.3.2
Coding of SAM

6.1.4
Sending of 183 Session Progress (pre-condition)

6.1.5
Receipt of PRACK (to 183 Session Progress)

The I‑IWF should evaluate the SDP content of the received PRACK (to 183 session Progress INVITE) message to determine if interworking is needed to send out any BICC/ISUP message. Coding of the PRACK message with pre-condition signalling information is specified in the following sub-clause.

If the received PRACK contains indication of a pre-condition being met, then the I‑IWF should generate BICC/ISUP message, the I‑IWF will generate the BICC/ISUP message in the following circumstances:

(A)
If no IAM has been sent due to conditions set forth in Clause 6.1.1 Case (3‑b‑I), the I‑IWF will send out an IAM. Refer to Clause 6.1.1 for coding of the IAM using the information from the previously received INVITE. 

(B)
If an IAM has already been sent under Clause 6.1.1 Case (3‑b‑ii), the I‑IWF will send out the COT. Coding of the COT is specified in clause 6.1.7.

Editor Note:
Besides carrying the pre-condition signalling information, does PRACK (183) carry any other SDP information (e.g., changing codec) that may result in interworking with BICC messages? If pre-condition is the signalling information that trigger interworking, then this clause could safely state that no interworking will result and “the SIP side of the I-IWF must deal with the PRACK (and associated SDP) according to the protocol and procedures defined/referenced within Q.SIPPROFILE”.

Editor Note:
6.1.5 is re-worded from the proposed text in NWB032. Original proposed text is as follows:
7.1.x Inter working with Forward PRACK (183).

Receipt of the PRACK message by the I-IWF does not directly result in any messages being generated in the forward direction in the BICC/ISUP network.  The SIP side of the I-IWF must deal with the PRACK (and associated SDP) using the protocol and procedures defined/referenced within Q.SIPPROFILE.

1).  In the case where preconditions are in use in the SIP network and an Where an INVITE (with Pre-conditions) has previously been sent. and If the PRACK(183) this message contains an SDP offer which (upon inspection by the I-IWF) is deemed to fulfil (as defined by the procedures within [3- (Manyfolks)]) any pre-conditions that have previously been set then: .

Follow the procedures detailed in section 7.1.1 (b) (i) (if no IAM has already been sent) or section 7.1.1 (b) (ii) (if IAM has already been sent).
6.1.6
Sending of 200 OK PRACK (to 183 Session Progress)

6.1.7
Sending of COT on receipt of UPDATE (with pre-condition met)

When an INVITE has previously been received by the I‑IWF and contains an SDP‑Offer requesting the pre-condition to be met, the I‑IWF will wait for UPDATE to indicate if the pre‑condition has been met. Coding of the UPDATE for pre-condition signalling is specified in the following sub-clause.

If the I‑IWF receives the UPDATE message indicating a confirmation of pre-condition being met, the I‑IWF will generate the BICC/ISUP message in the following circumstances:

(A)
If no IAM has been sent due to conditions set forth in Clause 6.1.1 Case (3‑b‑I), the I‑IWF will send out an IAM. Refer to Clause 6.1.1 for coding of the IAM using the information from the previously received INVITE. 

(B)
If an IAM has already been sent under Clause 6.1.1 Case (3‑b‑ii), the I‑IWF will send out the COT. Coding of the COT is specified in this clause.

Editor Note:
6.1.7 is re-worded from the proposed text in NWB032. Original proposed text is as follows:
7.1.x Inter working with Forward UPDATE

Receipt of the UPDATE message by the I-IWF results in messages being generated on the BICC/ISUP side of the I-IWF in the following circumstances:

1).  Where an INVITE (with Pre-conditions) has previously been sent and this message contains an SDP offer which (upon inspection by the I-IWF) is deemed to fulfill (as defined by the procedures within [3- (Manyfolks)]) any pre-conditions that have previously been set.

Follow the procedures detailed in section 7.1.1 (b) (i) (if no IAM has already been sent) or section 7.1.1 (b) (ii) (if IAM has already been sent).
6.1.7.1
Coding of UPDATE

6.1.7.1.1
Coding of UPDATE Request Line

6.1.7.1.2
Coding of UPDATE Message headers

6.1.7.1.3
Coding of UPDATE message Body

	Table 13/Q.1912.SIP

Coding of Received UPDATE Message Body

	SIP Message UPDATE(
	BICC Message COT(

	Content
	Content

	a*=
	a (attribute)=curr:

<precondition-type> = QoS

<status-type> = local

<direction-tag> = sendrecv

 The <direction-tag> indicates the successful completion (sendrec) of resources in the local segment.
	<tbd>

	a*=
	a=curr:

<precondition-type> = QoS

<status-type> = remote

<direction-tag> = none

See comments to equivalent entry in Table 1
	

	a*=
	a=dest:

<precondition-type> = QoS

<strength-tag> = mandatory

<status-type> = local

<direction-tag> = sendrecv

See comments to equivalent entry in Table 1
	

	a*=
	a=dest:

<precondition-type> = QoS

<strength-tag> = none

<status-type> = remote

<direction-tag> = sendrecv

See comments to equivalent entry in Table 1
	


6.1.7.2
Coding of COT

6.1.7.2.1
Continuity indicators

6.1.8
Sending of 200 OK (UPDATE) (pre-condition met)

6.1.9
Sending of COT on receipt of forward 200 OK (UPDATE) (with pre-condition met)

A forward 200 OK (UPDATE) response is generated in response to a backward UPDATE request sent from the I-IWF to the UAC.  This forward 200 OK (UPDATE) response contains the SDP‑Answer to the SDP‑Offer in backward UPDATE request previously sent by the I‑IWF.  The SIP side of the I-IWF must handle with the 200 OK (UPDATE) with the associated SDP‑Answer according to the protocol and procedures defined/referenced within Q.SIPPROFILE.

This 200 OK (UPDATE) will indicate if the pre‑condition has been met. Coding of the 200 OK (UPDATE) for pre-condition signalling is specified in the following sub-clause.

If the I‑IWF receives the 200 OK (UPDATE) message indicating a confirmation of pre-condition being met, the I‑IWF will generate the BICC/ISUP message in the following circumstances:

(A)
If no IAM has been sent due to conditions set forth in Clause 6.1.1 Case (3‑b‑I), the I‑IWF will send out an IAM. Refer to Clause 6.1.1 for coding of the IAM using the information from the previously received INVITE. 

(B)
If an IAM has already been sent under Clause 6.1.1 Case (3‑b‑ii), the I‑IWF will send out the COT. Coding of the COT is specified in this clause.

Editor Note:
6.1.9 is re-worded from the proposed text in NWB032. Original proposed text is as follows:
7.1.x Inter working with Forward 200 OK (UPDATE)

A forward 200 OK (UPDATE) response is generated in response to a backward UPDATE request sent from the I-IWF to the UAC.  This forwards 200 OK (UPDATE) response contains the answer to the SDP offer contained within the associated UPDATE request.  The SIP side of the I-IWF must deal with the 200 OK(UPDATE) (and associated SDP) using the protocol and procedures defined/referenced within Q.SIPPROFILE.  Receipt of the 200 OK (UPDATE) results in messages being generated on the BICC/ISUP side of the I-IWF in the following circumstances:

1). Where an INVITE (with pre-conditions) has previously been sent and this message contains an SDP answer which (upon inspection by the I-IWF) allows the I-IWF to infer (as defined in the procedure within [3 - (Manyfolks)]) that any pre-conditions which had previously been requested have been fulfilled.  In this case the procedures of section 7.1.1 (b) (i) (if no IAM has already been sent) or section 7.1.1. (b) (ii) (if IAM has already been sent). 

6.1.10
Sending of 200 OK (INVITE) on receipt of Connect Message (CON)

6.1.9.1
Coding of CON

6.1.9.1.1
Backward call indicators

6.1.9.1.2
Optional backward call indicators

6.1.9.1.3
Transmission medium used

6.1.9.1.4
Parameter compatibility information

6.1.9.1.5
UID action indicators

6.1.9.1.6
Echo control information

6.1.9.1.7
Call history information

6.1.9.1.8
Hard to reach information

6.1.9.1.9
Access delivery information

6.1.9.1.10
Access transport

6.1.9.2
Coding of 200 OK (INVITE)

6.1.9.2.1
Coding of 200 OK (INVITE) Status Line

6.1.9.2.2
Coding of 200 OK (INVITE) Message headers

6.1.9.2.3
Coding of 200 OK (INVITE) message Body

6.1.11
Sending of 180 Ringing on receipt of ACM

a)
On receipt of the ACM, the backward SIP response sent on the incoming side of the I-IWF depends upon the value of the "Backwards Call Indicator - Called party's status indicator" parameter of the ACM. 

(1)
BCI (called party status indicator) = "subscriber free":  If this parameter is set to "subscriber-free" then the 180 Ringing SIP response is sent from the I-IWF.  Coding of ACM and 180 Ringing is specified in this clause.

Editor note:
The following text may provide useful explanation on SIP behaviour of the IWF. However, is the behaviour due to any interworking action? Suggest to leave it in a note.


Note: If the media stream on the SIP side (described within the SDP) has previously been set (and remains set) to a=inactive in previous offer or offer-answer exchange (or in a state which would otherwise preclude the sending of early media in the backwards direction) then the I-IWF shall send an answer (if the previous offer-answer exchange has not been completed) or initiate a new offer-answer exchange to ensure that the media attribute associated with the inter-working point is set to a=sendonly.  In all cases, the constructed offer or answer and the message in which it is transported are governed by the rules in [3 - (RFC3261)] and [3 - (draft-ietf-mmusic-offer-answer)].

 (2)
BCI (called party status indicator) = "no indication" or any value other than "subscriber-free":  If this parameter is not set to "subscriber-free" then the 183 Session Progress response is sent from the I-IWF. (See table 21).


Note: If the media stream on the SIP side (described within the SDP) has previously been set (and remains set) to a=inactive in a previous offer or offer-answer exchange (or in a state which would otherwise preclude the sending of early media in the backwards direction) then the I-IWF shall send an answer (if the previous offer-answer exchange has not been completed) or initiate a new offer-answer exchange to ensure that the media attribute associated with the inter-working point is set to a=sendonly.  In all cases, the constructed offer or answer and the message in which it is transported are governed by the rules in [3 - (RFC3261)] and [3 - (draft-ietf-mmusic-offer-answer)].

Editor's note:
a=inactive can be used in SIP to place a media stream on hold.  However the above statement that the media stream should be set to a=sendonly from a previous value of a=inactive does not prevent the ability of the upstream SIP UA to place the call on hold prior to answer.  The term "hold" in that sense refers to a "local hold" at the calling SIP UA - i.e. if the UA doesn't want to listen to the incoming media it just uses a local mute on that media stream.  Hence the protocol i/w specified here does not preclude the use of such services at the calling SIP UA however does effect the way in which these services are implemented.

If timer T9 expires, the ISUP/BICC connection is released and 504 Gateway Time-out is sent.

b)
If the CON is received, then the 200 OK (INVITE) is sent.

Editor Note:
NWB051 pointed out the case of of receiving ACM with cause parameter but there was no discussion on the interworking implication. This may need a separate clause under third level heading. Contribution is needed.

6.1.11.1
Coding of ACM

6.1.11.1.1
Backward call indicators

Table 14/Q9112.SIP

	/Q.1912.SIP – Method sent to SIP upon receipt of ACM

	(Message sent to SIP
	(ACM

	
	Backward call indicators parameter
Called party's status indicator

	183 Session Progress
	

00

No indication

	180 Ringing
	

01

Subscriber free

	


6.1.11.1.2
Cause indicators

6.1.11.1.3
Optional backward call indicators

6.1.11.1.4
Transmission medium used

6.1.11.1.5
Parameter compatibility information

6.1.11.1.6
UID action indicators

6.1.11.1.7
Echo control information

6.1.11.1.8
Access delivery information

6.1.11.1.9
Access transport

6.1.11.2
Coding of 180 Ringing

6.1.12.2.1
Coding of 180 Ringing Status Line

6.1.12.2.2
Coding of 180 Ringing Message headers

6.1.12.2.3
Coding of 180 Ringing message Body

6.1.12
Sending of 183 Session Progress on receipt of ACM 

a)
On receipt of the ACM, the backward SIP response sent on the incoming side of the I-IWF depends upon the value of the "Backwards Call Indicator - Called party's status indicator" parameter of the ACM. 

 (2)
BCI (called party status indicator) = "no indication" or any value other than "subscriber-free":  If this parameter is not set to "subscriber-free" then the 183 Session Progress response is sent from the I-IWF. (See table 21).  

Editor note:
The following text may provide useful explanation on SIP behaviour of the IWF. However, is the behaviour due to any interworking action? Suggest to leave it in a note.  

Note: If the media stream on the SIP side (described within the SDP) has previously been set (and remains set) to a=inactive in a previous offer or offer-answer exchange (or in a state which would otherwise preclude the sending of early media in the backwards direction) then the I-IWF shall send an answer (if the previous offer-answer exchange has not been completed) or initiate a new offer-answer exchange to ensure that the media attribute associated with the inter-working point is set to a=sendonly.  In all cases, the constructed offer or answer and the message in which it is transported are governed by the rules in [3 - (RFC3261)] and [3 - (draft-ietf-mmusic-offer-answer)].

Editor's note:
a=inactive can be used in SIP to place a media stream on hold.  However the above statement that the media stream should be set to a=sendonly from a previous value of a=inactive does not prevent the ability of the upstream SIP UA to place the call on hold prior to answer.  The term "hold" in that sense refers to a "local hold" at the calling SIP UA - i.e. if the UA doesn't want to listen to the incoming media it just uses a local mute on that media stream.  Hence the protocol i/w specified here does not preclude the use of such services at the calling SIP UA however does effect the way in which these services are implemented.

If timer T9 expires, the ISUP/BICC connection is released and 504 Gateway Time-out is sent. 

b)
If the CON is received, then the 200 OK is sent.

6.1.12.1
Coding of ACM

6.1.12.1.1
Backward call indicators

6.1.12.1.2
Cause indicators

6.1.12.1.3
Optional backward call indicators

6.1.12.1.4
Transmission medium used

6.1.12.1.5
Parameter compatibility information

6.1.12.1.6
UID action indicators

6.1.12.1.7
Echo control information

6.1.12.1.8
Access delivery information

6.1.12.1.9
Access transport

6.1.12.2
Coding of 183 Session Progress

6.1.12.2.1
Coding of 183 Session Progress Status Line

6.1.12.2.2
Coding of 183 Session Progress Message headers

6.1.12.2.3
Coding of 183 Session Progress message Body

6.1.13
Receipt of PRACK (to 180 Ringing)

6.1.14
Sending of 200 OK PRACK (to 180 Ringing)

6.1.15
Sending of 183 Session Progress  on receipt of CPG

On receipt of a CPG message with an "Event Indicator" value of "alerting" or “In-band”, a 183 Session Progress SIP response shall be sent from the SIP side of the I-IWF. Coding for the CPG message and 183 Session Progress is specified in this clause.

Editor Note:
The original proposed text is as follows:

As identified in table tbd in section 7.2.5 the CPG message can be mapped to the 183 Session Progress message when the event indicator in the CPG message is received as either "Progress", "in-band information" or no event code is present.  The mapping between the CPG and 183 Session progress for each of these cases is similar and is shown in table tbd.
Editor Note:
The following text from the proposal should be moved to the sub clause on coding of 183 Session Progress.

If the media stream on the SIP side (described within the SDP) has previously been set (and remains set) to a=inactive in a previous offer or offer-answer exchange (or in a state which would otherwise preclude the sending of early media in the backwards direction) then the I-IWF shall send an answer (if the previous offer-answer exchange has not been completed) or initiate a new offer-answer exchange to ensure that the media attribute associated with the inter-working point is set to a=sendonly.  In all cases, the constructed offer or answer and the message in which it is transported are governed by the rules in [3- (RFC3261)] and [3- (draft-ietf-mmusic-offer-answer)].

6.1.15.1
Coding of CPG

6.1.15.1.1
Event

	Table CPGNOCAUSE/Q.1912.SIP – Message sent to SIP upon receipt of CPG

	(Message sent to the SIP
	(CPG

	
	Event information parameter
Event indicator

	180 Ringing
	000 0001

(alerting)

	183 Session Progress
	000 0010

(progress)

or

000 0011

(in-band information or an appropriate pattern is now available)

	


6.1.15.1.2
Backward call indicators

6.1.15.1.3
Cause indicators

6.1.15.1.4
Optional backward call indicators

6.1.15.1.5
Transmission medium used

6.1.15.1.6
Parameter compatibility information

6.1.15.1.7
UID action indicators

6.1.15.1.8
Echo control information

6.1.15.1.9
Call history information

6.1.15.1.10
Access delivery information

6.1.15.1.11
Access transport

6.1. 15.2
Coding of 183 Session Progress

6.1.15.2.1
Coding of 183 Session Progress Status Line

6.1.15.2.2
Coding of 183 Session Progress Message headers

6.1.15.2.3
Coding of 183 Session Progress message Body

6.1.16
Sending of 180 Ringing on receipt of CPG

On receipt of a CPG message with an "Event Indicator" value of "alerting" a 180 Ringing SIP response shall be sent from the SIP side of the I-IWF.  The mapping between the CPG and 180 Ringing is specified in this clause.

Editor Note:
The following paragraph should be moved to the sub clause on coding of 180 Ringing.

If the media stream on the SIP side (described within the SDP) has previously been set (and remains set) to a=inactive in a previous offer or offer-answer exchange (or in a state which would otherwise preclude the sending of early media in the backwards direction) then the I-IWF shall send an answer (if the previous offer-answer exchange has not been completed) or initiate a new offer-answer exchange to ensure that the media attribute associated with the inter-working point is set to a=sendonly.  In all cases, the constructed offer or answer and the message in which it is transported are governed by the rules in [3 - (RFC3261)] and [3- (draft-ietf-mmusic-offer-answer)]. 

6.1.16.1
Coding of CPG

6.1.16.1.1
Event

6.1.16.1.2
Backward call indicators

6.1.16.1.3
Cause indicators

6.1.16.1.4
Optional backward call indicators

6.1.16.1.5
Transmission medium used

6.1.16.1.6
Parameter compatibility information

6.1.16.1.7
UID action indicators

6.1.16.1.8
Echo control information

6.1.16.1.9
Call history information

6.1.16.1.10
Access delivery information

6.1.16.1.11
Access transport

6.1.16.2
Coding of 180 Ringing

6.1.16.2.1
Coding of 180 Ringing Status Line

6.1.16.2.2
Coding of 180 Ringing Message headers

6.1.16.2.3
Coding of 180 Ringing message Body

6.1.17
Sending of 200 OK (INVITE) on receipt of Answer Message (ANM)

On receipt of BICC/ISUP ANM, the IWF shall indicate to the SIP protocol to send a 200 OK (INVITE) to the UAC.

6.1.17.1
Coding of ANM

6.1.17.1.1
Backward call indicators

6.1.17.1.2
Optional backward call indicators

6.1.17.1.3
Transmission medium used

6.1.17.1.4
Parameter compatibility information

6.1.17.1.5
UID action indicators

6.1.17.1.6
Echo control information

6.1.17.1.7
Call history information

6.1.17.1.8
Access delivery information

6.1.17.1.9
Access transport

6.1.17.1.10
Display information

6.1.17.2
Coding of 200 OK (INVITE)

The 200 OK INVITE message is coded as follows.

	Table MessHeadOKINV/Q.1912.SIP – Handling of Message Headers

	(200 OK (INVITE)
	(BICC Message ANM

	Header/field
	Contents
	Content

	From:
	The order and content of the From header is the same as the order and content of the From header in the initial INVITE. 
	For the content of the ANM message see section 

	To:
	The order and content of the To header is the same as the order and content of the To header in the initial INVITE. UA-B shall include a tag in the To: header, which enables the ISN to establish a dialog [1].
	

	Cseq:
	The integer of the Cseq: header shall be the same as the integer of the Cseq: header in the initial INVITE
	


6.1.17.2.1
Coding of 200 OK (INVITE) Status Line

6.1.17.2.2
Coding of 200 OK (INVITE) Message headers

6.1.17.2.3
Coding of 200 OK (INVITE) message Body

6.1.18
Receipt of ACK (to 200 OK (INVITE))

6.1.19
Through connection of the bearer path (ISUP)
,

If pre-conditions are in use in the SIP network then:

· Backwards path shall be through connected on sending IAM (if IAM is sent as a result of the I-IWF determining that pre-conditions have been fulfilled - see Clause 6.1.1 Case 3‑b‑i) or when COT is sent (if COT is sent as a result of the I-IWF determining that the pre-conditions have been fulfilled  - see procedures in section Clause 6.1.1 Case 3‑b‑ii).

· Forwards path shall be through connected on receipt of the ANM or CON message.

If pre-conditions are not in use in the SIP network then:

· Backwards path connected straight away when first message (IAM) is sent out on the BICC/ISUP side.

· Forwards path shall be through connected on receipt of the ANM or CON message.

6.1.20
Through connection of the bearer path (BICC)

The bearer path shall be connected in both directions when both of the following conditions are satisfied:

· The BICC outgoing bearer set-up procedure, (Q.1902.4) is successfully completed, and;

· The I-IWF determines (using the procedures defined in [manyfolks]) that sufficient pre-conditions have been satisfied on the SIP side for session establishment to proceed.(if applicable).

In addition, if BICC is performing the “Per-call bearer set-up in the forward direction” Outgoing bearer set-up procedure and the Connect Type is “notification not required”, the bearer path shall be connected in both directions when the Bearer Set-up request is sent (and the I-IWF determines (through the procedures defined in [manyfolks] that sufficient pre-conditions have been met for the session to proceed).

6.1.21
Receipt of Suspend Message (SUS) network initiated
 

The actions taken on the ISUP/BICC side upon receipt of the suspend message (SUS) are described in Section 2.4.1/Q.764 and 10.2.1/Q.1902.4.

No action is taken on the SIP side.

6.1.22
Receipt of Resume Message (RES) network initiated

The actions taken on the ISUP/BICC side upon receipt of the resume message (RES) are described in Section 2.4.2/Q.764 and 10.2.2/Q.1902.4.

No action is taken on the SIP side.

6.1.23
Sending of REL on receipt of BYE/CANCEL

Editor’s note:
The release procedure for BICC/ISUP is common to both I-ISN and O-ISN. And, therefore 7.1.2 may be moved to a clause applicable to both nodes.

On receipt of SIP BYE or CANCEL, the I-ISN shall send an ISUP REL to the ISUP side.

On receipt of SIP BYE or CANCEL, the I-ISN shall invoke the BICC Release sending procedure [Q.1902.4] on the BICC side.

Table 18 shows the coding of the cause value in the REL.

Table 15 Release from SIP side

	SIP Message (
	REL (

	
	cause parameter

	BYE
	Cause value No. 16 (normal clearing)

	CANCEL
	Cause value No. 31 (normal unspecified)


6.1.24
Sending of BYE/CANCEL on receipt of  REL

On receipt of an ISUP REL, the I-ISN immediately requests the disconnection of the internal bearer path. When the ISUP circuit is available for re-selection, an ISUP RLC is returned to the ISUP side.

On receipt of a BICC REL, the ISN invokes the BICC Release reception procedures [Q.1902.4, subclause 11.6] on the BICC side.

The I-ISN shall send SIP BYE on receipt of ISUP/BICC REL with cause value No. 16 (normal clearing).  On receipt of REL with other cause values, the I-ISN shall send Status-Code 4xx (Client Error), 5xx(Server Error) or 6xx (Global Failure).  A list is shown in Table 16.

"In the case that the REL message is received and a final response (e.g. 200 OK(INVITE)) has already been sent (but no ACK has been received) on the incoming side of the I-IWF then the I-IWF shall NOT send a 487 Request terminated and instead wait until the ACK is received before sending a BYE message." 

Editors Note(RJ): The yellow marked causes were added by the editor

	Table 16
Receipt of the Release message (REL)

	(SIP Message 
	( REL

	
	Cause parameter

	404 Not Found
	Cause value No. 1 (unallocated (unassigned) number)

	404 Not Found
	Cause value No  2  (no route to network)

	404 Not Found
	Cause value No   3  (no route to destination)

	503 Service unavailable
	Cause value No.  8 (Preemption)

	503 Service unavailable
	Cause value No. 9 (Preemption-circuit reserved for reuse)

	BYE
	Cause value No. 16 (normal clearing)

	486 Busy Here
	Cause value No. 17 (user busy)

	408 Request Timeout
	Cause value No   (18 no user responding)

	480 Temporarily unavailable
	Cause value No   19 (no answer from the user)

	480 Temporarily unavailable
	Cause value No. 20 (subscriber absent)

	403 Forbidden
	Cause value No   21 call rejected

	410 Gone
	Cause value No   22 number changed (w/o diagnostic)

	301 Moved Permanently
	Cause value No   22 number changed (w/ diagnostic)

	302 Moved Temporarily
	Cause value No   23 (redirection to new destination)

	404 Not Found
	Cause value No   26 (non-selected user clearing)

	483Too many hops
	Cause value No   25 (Exchange routing error)

	502 Bad Gateway
	Cause value No   27 (destination out of order)

	484 Address Incomplete
	Cause value No. 28 invalid number format (address incomplete)

	501 Not implemented
	Cause value No   29 (facility rejected)

	480 Temporarily unavailable
	Cause value No   31 (normal unspecified)

	486 Busy here if Diagnostics indicator includes the (CCBS indicator = CCBS possible)

else 503 Service unavailable

Editors Note (RJ): this solution has to be discussed.
	Cause value in the Class 010 (resource unavailable, Cause value No   34)

	503 Service unavailable
	Cause value in the Class 010 (resource unavailable, Cause value No   38-47)

	503 Service unavailable
	Cause value No   50 (requested facility not subscribed)

	403 Forbidden
	Cause value No   55 (incoming calls barred within CUG )

	403 Forbidden
	Cause value No   57 (bearer capability not authorized)

	503 Service unavailable
	Cause value No   58 (bearer capability not presently)

	503 Service unavailable
	Cause value No   63 (service option not available, unspecified)

	501 Not implemented
	Cause value in the Class 100 (service or option not implementedCause value No   65 - 79)

	503 Service unavailable
	Cause value No   87 (user not member of CUG)

	503 Service unavailable
	Cause value No   88 (incompatible destination)

	503 Service unavailable
	Cause value No   90 (Non-existent CUG)

	404 Not Found
	Cause value No   91 (invalid transit network selection)

	503 Service unavailable
	Cause value No   95 (invalid message)

	501 Not implemented
	Cause value No   99 (information element/parameter non-existent or not implemented))

	504 Gateway timeout
	Cause value No. 102 (recovery on timer expiry)

	501 Not implemented
	Cause value No   103 (Parameter non-existent or not implemented,pass on)

	501 Not implemented
	Cause value No   110 (Message with unrecognized Parameter, discarded)

	400 Bad Request
	Cause value No. 111 (protocol error, unspecified)

	500 Server internal error
	127 (interworking unspecified)

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	


6.1.25
Autonomous Release at IWF

 REF _Ref532253590 \h 
 shows the trigger events at the IWF and the release initiated by the IWF when the call is traversing from SIP to ISUP/BICC.

If an automatic repeat attempt initiated by the I-ISN is not successful (because the call is not routable), the I-ISN shall send a 503 Service Available response to the SIP side. No actions on the ISUP (BICC) side are required.

If, after answer, ISUP procedures result in autonomous REL from the IWF then a BYE shall be sent on the SIP side. 

If the I-ISN receives unrecognized backward ISUP or BICC signaling information and determines that the call needs to be released based on the coding, the I-ISN shall send a 400 Bad Request response on the SIP side. 
	Table 17. - Release by the IWF

	( SIP
	Trigger event
	REL (

	
	
	cause parameter

	484 Address Incomplete or 490 Request Updated

(Response to be sent determined by overlap procedures - see section 7.x.x.x.)
	Determination that call should be released as a result of overlap procedures.


	

	503 Service Unavailable
	Congestion at the IWF.


	Not sent.

	BYE
	ISUP procedures result in release after answer,


	

	502 Bad Gateway
	Call release due to the ISUP/BICC compatibility procedure (Note 3)
	

	
	
	

	NOTE 3 – IWF receives unrecognized ISUP or BICC signaling information and determines that the call needs to be released based on the coding of the compatibility indicators, refer to Q.764 and Section Q.1902.4.




6.1.26
Receipt of RSC, GRS or CGB (ISUP)

 REF _Ref2058948 \h 
 shows the message sent by the IWF upon receipt of an ISUP RSC message, GRS message or CGB message with the Circuit Group Supervision Message Type Indicator coded as “hardware failure oriented”, when at least one backward ISUP message relating to the call has already been received. The IWF sends BYE if it has alreadyreceived an ACK for the INVITE.  If it has sent 200 OK (INVITE) but has not yet received an ACK for the 200OK(INVITE) then the IWF shall wait until it receives the ACK for the 200OK(INVITE) before sending the BYE.  Otherwise, it sends 503 Service Unavailable.

In the case that ISUP encapsulation is being used the RSC, GRS or CGB ISUP messages shall not be encapsulated within the SIP BYE or 503 response.  

Editor's note:
The lack of encapsulation of the RSC/GRS/CGB messages within SIP is because these messages have significance only within the local ISUP domain from which they originated hence do not make sense to transit over SIP to another ISUP domain.  In the case of an ISUP-SIP-ISUP call whereby the destination ISUP end issues a RSC/GRS/CGB then a 503 or BYE will be issued to the SIP side which is subsequently converted into a REL message with appropriate cause code (see section 8).

Table 18. - Receipt of RSC, GRS or CGB messages (ISUP)

	( SIP 
	( Message received from ISUP

	
	

	503 Service Unavailable or BYE
	reset circuit message
(RSC)

	503 Service Unavailable or BYE
	circuit group reset message
(GRS)

	503 Service Unavailable or BYE
	circuit group blocking message (CGB)

with the circuit group supervision message type indicator coded

“hardware failure oriented”


6.1.27
Receipt of RSC, GRS or CGB (BICC)

 REF _Ref2058899 \h 
 shows the message sent by the IWF upon receipt of a BICC RSC message or GRS message, when at least one backward BICC message relating to the call has already been received. The IWF sends BYE if it has already received an ACK for the INVITE.  If it has sent 200 OK but has not yet received an ACK for the 200OK(INVITE) then the IWF shall wait until it receives the ACK for the 200OK(INVITE) before sending the BYE.  . Otherwise, it sends 503 Service Unavailable.

In all cases the RSC, GRS or CGB BICC messages shall not be encapsulated within the SIP BYE or 503 response.  

Table 19. - Receipt of RSC, GRS or CGB messages (BICC)

	( SIP
	( Message received from BICC

	
	

	503 Service Unavailable or BYE
	reset CIC message
(RSC)

	503 Service Unavailable or BYE
	circuit group reset message
(GRS)


7
Outgoing Call Interworking from BICC/ISUP to SIP at O-ISN

An Outgoing Interface Serving (O-ISN) Node is used to transport calls from a BICC or ISUP network domain to a SIP network domain. 

The “outgoing SIP” refers to the SIP protocol, which is used between the Outgoing Interface Serving Node and the call terminating entity (entities) in the SIP network domain. Similarly, by definition, “incoming BICC/ISUP” refers to the BICC or ISUP protocol supported between the Outgoing Interface Serving Node and the preceding BICC or ISUP entity.

The Outgoing Interface Serving Node receives forward and backward signalling information from the “incoming BICC/ISUP” and “outgoing SIP” sides, respectively. After receiving this signalling information and performing appropriate call/service processing, the Outgoing Interface Serving Node may signal to subsequent SIP nodes or preceding BICC/ISUP entities. This clause specifies the signalling interworking requirements for basic call at the outgoing ISN; and is divided into sub-clauses for each forward or backward signalling message sent by the outgoing ISN. It also includes sub-clause for other received signalling messages that do not result in interworking.

7.1
Basic Call

7.1.1
Sending of INVITE on receipt of IAM

The O‑IWF can receive an IAM from either the ISUP or BICC network. After performing the normal ISUP/BICC handling for incoming IAM and selecting to route the call to the SIP network domain, the O‑IWF will invoke the outgoing SIP signaling procedure using one of the following scenarios. Which scenario is used depend upon whether preconditions are used in the SIP network:

(A)
Send INVITE without pre-condition upon receipt of ISUP IAM.

(B)
Send INVITE with pre-condition upon receipt of ISUP IAM.

(C)
Send INVITE without pre-condition upon receipt of BICC IAM.

(D)
Send INVITE with pre-condition upon receipt of BICC IAM.

Details of the procedures are described in this sub clause. Coding of the IAM received and the INVITE sent by the O‑IWF are specified in the following sub clauses.

 (A)
Sending INVITE without Pre-Condition for ISUP IAM

Outgoing SIP procedures apply with the following clarifications and exceptions with regards to when INVITE is to be sent.

INVITE is sent when the ISUP IAM is received, the incoming procedure decides that the call can be routed and the Continuity Check indicator in the Nature of Connection Indicators parameter in the IAM is set to indicate “continuity check not required”. 

Sending of INVITE is delayed if the Continuity Check indicator in the Nature of Connection Indicators parameter in the IAM is set to indicate either “continuity check required on this circuit” or “continuity check performed on previous circuit”. INVITE shall be sent on receipt of the Continuity message with the Continuity Indicators parameter set to “continuity check successful”.

(B)
Sending INVITE with Pre-Condition for ISUP IAM

INVITE with pre-condition is sent on receipt of ISUP IAM. Incoming ISUP procedures apply, with the following clarifications and exceptions as to when a confirmation of the pre-condition being met is to be sent.

The O‑IWF should initiate the pre-condition signalling procedure using the SDP‑Offer in the INVITE. The pre-condition signalling is concluded upon sending the confirmation of a pre-condition being met. The UPDATE message carrying the confirmation of a pre-condition being met is sent when both of the following conditions are satisfied.

1.
If the Continuity Check indicator in the Nature of Connection Indicators parameter in the incoming IAM is set to indicate either “continuity check required on this circuit” or “continuity check performed on previous circuit”, the Continuity message with the Continuity Indicators parameter set to “continuity check successful” shall be received. 

2.
The requested pre-conditions are met in the SIP network.

(C)
INVITE without Pre-Condition for BICC IAM

Incoming BICC procedures apply, with the following clarifications and exceptions as to when the INVITE is to be sent.

The sending of the INVITE is delayed until all the following conditions are satisfied:

1.
If the incoming IAM indicated “COT to be expected”, a Continuity message, with the Continuity Indicators parameter set to “continuity” shall be received.

2.
One of the following events, which indicate successful completion of bearer set-up, shall be received by the Incoming bearer set-up procedure, (Q.1902.4 [6] subclause 7.5):

2.1.
Bearer Set-up indication – for the forward bearer set-up case where the incoming Connect Type is “notification not required”.

2.2.
APM with Action indicator set to “Connected” – for the forward bearer set-up cases (with, or without bearer control tunnelling) where the incoming Connect Type is “notification required”, and for the fast set-up(backward) case.

2.3.
Bearer Set-up Connect indication – for the backward bearer set-up case.

2.4.
BNC set-up success indication for cases using bearer control tunnelling, except as identified in item 2.2 above.

(D)
INVITE with Pre-Condition for BICC IAM

INVITE with pre-condition is sent on receipt of BICC IAM. Incoming BICC procedures apply, with the following clarifications and exceptions as to when a confirmation of the pre-condition being met is to be sent.

The O‑IWF should initiate the pre-condition signalling procedure using the SDP‑Offer in the INVITE. The pre-condition signalling is concluded upon sending the confirmation of a pre-condition being met. The UPDATE message carrying the confirmation of a pre-condition being met is sent when both of the following conditions are satisfied.

1.
If the incoming IAM indicated “COT to be expected”, a Continuity message, with the Continuity Indicators parameter set to “continuity” shall be received.

2.
One of the following events, which indicate successful completion of bearer set-up, shall also be received by the Incoming bearer set-up procedure, (Q.1902.4 [6] subclause 7.5), depending on the procedure being applied:

2.1.
Bearer Set-up indication – for the forward bearer set-up case where the incoming Connect Type is “notification not required”.

2.2.
APM with Action indicator set to “Connected” – for the forward bearer set-up cases (with, or without bearer control tunnelling) where the incoming Connect Type is “notification required”, and for the fast set-up(backward) case.

2.3.
Bearer Set-up Connect indication – for the backward bearer set-up case.

2.4.
BNC set-up success indication for cases using bearer control tunnelling, except as identified in item 2.2 above.

3.
The requested pre-conditions are met in the SIP network.

7.1.1.1
Coding of IAM

7.1.1.1.1
Nature of Connection Indicators (Mandatory)

The indicators of the Nature of connection parameters, which affect the behaviour of the O‑IWF, are as follows:

	Bits
	Indicators in Nature of connection parameter

	DC
	Continuity check indicator (ISUP) / Continuity indicator (BICC)

	
	


The codes of the indicators in the nature of connection indicators parameter are listed as follows:

	
	
	
	
	

	Bits
	Codes
	Meaning
	
	

	DC:=
	00
	Continuity check not required (ISUP) / no COT to be expected (BICC)
	
	

	DC:=
	10
	Continuity check performed on a previous circuit (ISUP) / COT to be expected (BICC)
	
	

	
	
	
	
	

	
	
	
	
	


7.1.1.1.2
Forward call indicators (Mandatory)

None of the indicators in FCI parameter should be used to interwork with any SIP information or affect any IWF behaviour. They are used 

7.1.1.1.3
Calling party’s category (Mandatory)

None of the calling party’s category codes should be used to interwork with any SIP information or affect any IWF behaviour.

7.1.1.1.4
Transmission medium requirement (Mandatory)

The TMR parameter plus the optional User Service Information parameter of the IAM received by the O‑IWF indicate the user‑requested bearer service characteristics. Their codes should be mapped to the SDP information. The Recommendations Q.1902.3/Q.763 provide exhaustive listing of the available codes in the TMR and USI parameters. In principle, any combination of those codes can be mapped into any SDP information as long as transcoding is available.

The following Table shows some of the common TMR and USI code combinations that can be mapped into SDP without the support of transcoding.

	Table 25/Q.1912.SIP

TMR and USI Codes for Interworking with SDP

	TMR parameter
	USI parameter
	

	TMR codes
	User information layer 1 protocol indicator
	Interworking without transcoding

	speech
	G.711  -law
	Yes

	speech
	G.711  -law
	Yes

	3.1 KHz audio
	FAX
	Yes

	64 kbits/s preferred
	G.722
	Yes

	64 kbit/s unrestricted
	N/A
	No

	2  64 kbit/s unrestricted
	N/A
	No

	384 kbit/s unrestricted
	N/A
	No

	1536 kbit/s unrestricted
	N/A
	No

	1920 kbit/s unrestricted
	N/A
	No

	3  64 kbit/s unrestricted
	N/A
	No

	4  64 kbit/s unrestricted
	N/A
	No

	5  64 kbit/s unrestricted
	N/A
	No

	7  64 kbit/s unrestricted
	N/A
	No

	8  64 kbit/s unrestricted
	N/A
	No

	9  64 kbit/s unrestricted
	N/A
	No

	10  64 kbit/s unrestricted
	N/A
	No

	11  64 kbit/s unrestricted
	N/A
	No

	12  64 kbit/s unrestricted
	N/A
	No

	13  64 kbit/s unrestricted
	N/A
	No

	14  64 kbit/s unrestricted
	N/A
	No

	15  64 kbit/s unrestricted
	N/A
	No

	16  64 kbit/s unrestricted
	N/A
	No

	17  64 kbit/s unrestricted
	N/A
	No

	18  64 kbit/s unrestricted
	N/A
	No

	19  64 kbit/s unrestricted
	N/A
	No

	20  64 kbit/s unrestricted
	N/A
	No

	21  64 kbit/s unrestricted
	N/A
	No

	22  64 kbit/s unrestricted
	N/A
	No

	23  64 kbit/s unrestricted
	N/A
	No

	25  64 kbit/s unrestricted
	N/A
	No

	26  64 kbit/s unrestricted
	N/A
	No

	27  64 kbit/s unrestricted
	N/A
	No

	28  64 kbit/s unrestricted
	N/A
	No

	29  64 kbit/s unrestricted
	N/A
	No


7.1.1.1.5
Called party number (Mandatory)

The called party number parameter of the IAM message contains the forward address information to derive the userinfo component of the INVITE Request-URI.

Note: The O-IWF follows existing BICC/ISUP procedure to select the outgoing route. If a new called party number is derived for the outgoing route, then the newly derived called party number should be mapped into the userinfo component of the INVITE Request URI.

For the basic call the telephone number contained in the called party number parameter is also considered as the identification of the called party. This information is mapped to the userinfo component of SIP-URI and is used as the addr-spec component of the To: header field.

7.1.1.1.6.
Calling party number

The following notes outline additional general rules which apply to the inter working of particular parameters. 

Notes:

Mapping of IAM “Calling Party Number” parameter

1.
The IAM “Calling Party Number” parameter can be mapped to either the From header field or the Remote-Party-ID header field (with rpi-pty-type=calling) of the SIP INVITE.  The Calling party number parameter may also (optionally in the case of basic call) be mapped to a “calling-subscriber” Remote-Party-ID header.  However whenever the calling party invokes the CLIR service then the procedures outlined in Service Annex C.1.of this document must be followed.  

2.
In the specific case that the IAM did not contain any Calling Party Number parameter then the From header field of the SIP INVITE shall contain a “dummy” value consisting of the host portion of the BICC/ISUP to SIP gateway URL. (e.g. gw.itu.int).

3.
In all cases, the BICC/ISUP to SIP gateway shall convert the received Calling Party Number to full international format prior to mapping the number into the SIP INVITE.  This is to ensure that should the call traverse multiple countries while in the SIP network that the calling party number parameter remains valid should the call break out into the BICC/ISUP network (since any encapsulated ISUP (which was not converted to an international ISUP format) would contain only a national significant number which is no longer valid at the call destination).

While the mapping of the IAM parameters to the SIP INVITE header fields is specified in table 2 the following notes outline additional general rules which apply to the inter working of particular parameters. 

Notes:

Mapping of IAM "Calling Party Number" parameter

1.
As specified within table 2, the IAM "Calling Party Number" parameter can be mapped to either the From header field or the P-Asserted-Identity header field of the SIP INVITE. However whenever the calling party invokes the CLIR service then the procedures outlined in service annex C.1.of this document must be followed.  

2.
In the specific case that the IAM did not contain any Calling Party Number parameter then the From header field of the SIP INVITE shall contain a "dummy" value consisting of the host portion of the BICC/ISUP to SIP gateway URI. (e.g. gw.itu.int).

3.
In all cases, the BICC/ISUP to SIP gateway shall convert the received Calling Party Number to full international format prior to mapping the number into the SIP INVITE.  This is to ensure that should the call traverse multiple countries while in the SIP network that the calling party number parameter remains valid should the call break out into the BICC/ISUP network (since any encapsulated ISUP (which was not converted to an international ISUP format) would contain only a national significant number which is no longer valid at the call destination).
Editor Note:
This clause on “Calling party number” is modified by NWB030. The meeting report has indicated the acceptance of NWB0630 Section 2, which is the “Discussion” section, instead of Section 3 that includes the proposed text. Only the tables in NWB030 Section 2 are relevant but they do not have any proposed text (besides contributor’s discussion points) to wrap around them. It is therefore unclear if they should be included as baseline. The following three tables from NWB030 Section 2 are instead included in the following Editor Note.

Table 26/Q.1912.SIP Calling Party Number Parameter to From Headers 

	ISUP Parameter
	Value
	SIP Component
	Value

	Calling Party Number Parameter
	
	
	

	 Number incomplete indicator
	Incomplete
	From:

from-spec

Comment (RJ): The From: Header field must be provided from the ISN with a "network provided" value.

	= ( "From" / "f" ) HCOLON from-spec

( name-addr / addr-spec)

addr-spec SIP URI= "dummy" value hostportion (e.g. gw.itu.int) or CC@hostportion (e.g +49@gw.itu.int)

	 Numbering Plan Indicator
	other than E.164
	
	

	Screening indicator


	Network Provided

(here are two possibilities:

1. mapping of CgPN to From: Header

2. discard network provided number and set up the host portion in the From: header field

3. discard CgPN and set up a SIP URI in the Format CC@hostportion 

The second or third Option is the proposal of the editor, it has the advantage that there could never be a conflict with a mapping from ISUP to SIP and back to ISUP regarding CgPN and additional CgPN. The third option has the possibility to extract the NoA at the I-ISN)
	
	

	
	
	
	

	
	User Provided verified and passed
	Header PAssertedID


	= "P-Asserted-Identity" HCOLON 

*(COMMA PAssertedID-value)

	
	
	COMMA PAssertedID-value
	 name-addr / addr-spec 

	 
	
	name-addr
	[display-name] LAQUOT addr-spec RAQUOT



	
	
	[display-name]
	Comment (RJ) Display-name could be filled due to the demands of the operator e.g. wit the SIP URI or operator name. Default is SIP URI

	Odd/Even indicator =
	{ follow no of address signals}
	no influence on the SIP component
	

	Nature of Address Indicator
	 =national

 international


	addr-spec
	SIP-URI =

If national then add CC(of the country were the ISN is located) to SIP URI if international then map complete CgPN. to SIP URI



	Number incomplete indicator
	Complete 
	no influence on the SIP component
	

	Numbering Plan Indicator 


	ISDN/Telephony (E.164) (no other numbering plans indicated within the NPI   field of ISUP are inter worked to SIP).
	no influence on the SIP component
	

	Address signal
	if NOA is national 

( NCD + SN (e.g. 6151-835940)

If NOA is international 

( CC+NCD+SN (e.g. +CC-22-89-12345678)
	addr-spec
	=  SIP-URI / SIPS-URI / absoluteURI

+CC-NCD-SN@hostportion

	APRI


	presentation restricted


	Privacy-hdr, priv-value
	"Id"

	
	Address not available
	Mapping into From: addr-spec
	Value provided by the ISN

=  SIP-URI / SIPS-URI / absoluteURI

+CC-NCD-SN@operator.net

	
	presentation allowed.
	Privacy-hdr, priv-value
If screening = User Provided verified and passed then.
	"none"

map CgPN to P-Asserted-Identity.

	
	
	
	


Table 27/Q.1912.SIP Calling Party Number Parameter to From Headers 

	ISUP Parameter
	Value
	SIP Component
	Value

	Generic No..
	Number Qualifier Indicator = additional calling Party Nr
	
	

	 Number incomplete indicator
	incomplete
	No Mapping, From = provided from the ISN
	[display-name] LAQUOT addr-spec RAQUOT 

<SIP-URI | TEL-URI>

"dumy" e.G. gw.itu.int or +CC@hostportion 

Comment (RJ) Display-name could be filled due to the demands of the operator e.g. wit the SIP URI or operator name. Default is SIP URI

	 Numbering Plan Indicator
	other than E.164
	
	

	APRI
	Address not available
	
	

	Screening indicator


	Network Provided
	
	

	
	User Provided verified and failed.
	
	

	
	User Provided verified and passed
	
	

	
	User provided not verified 
	From:

	= ( "From" / "f" ) HCOLON from-spec

	
	
	from-spec from-spec
	( name-addr / addr-spec) 

	
	
	name-addr
	[display-name] LAQUOT addr-spec RAQUOT



	
	
	[display-name]
	Comment (RJ) Display-name could be filled due to the demands of the operator e.g. wit the SIP URI or operator name. Default is SIP URI

	
	
	addr-spec


	=  SIP-URI / SIPS-URI / absolute URI

Comment (RJ): NWB-019 is discussing the definition of the SIP URI used for the address information interworking. Regarding the result of the discussion the presentation of SIP URI has to be changed) 

	Odd/Even indicator =
	{ follow no of address signals}
	not mapped
	

	Nature of Address Indicator
	 =national

= international


	addr-spec
	SIP-URI =

If national then add CC(of the country were the ISN is located) to SIP URI if international then map complete CgPN. to SIP URI



	Number incomplete indicator
	=Complete 
	not mapped
	

	Numbering Plan Indicator


	ISDN/Telephony (E.164) (no other numbering plans indicated within the NPI   field of ISUP are inter worked to SIP).
	not mapped
	

	Address signal
	if NOA is national 

( NCD + SN (e.g. 6151-835940)

If NOA is international 

( CC+NCD+SN (e.g. +CC-22-89-12345678)
	addr-spec
	SIP-URI = +CC-NCD-SN@hostportion

	
	
	Privacy-hdr  =  "Privacy" HCOLON priv-value *(COMMA priv-value)
	Comment (RJ): the priv-value can appear also with a combination of values.

	APRI
	presentation restricted
	priv-value
	"header" ,"session" "user" 

	
	Address not available

networkprovided
	priv-value
	(mapping to From) follow operator demands

 Comment (RJ)

operator demands could be that in general network provided numbers are displayed or not or case by case.

	
	APRI = presentation allowed.
	priv-value
	"none"


Editor’s note:
End of text from NWB030 Section 2.

Table 28: IAM to INVITE Interworking

	IAM (Incoming to O-ISN)
	INVITE (Outgoing from O-ISN)
	Remarks

	Parameters
	Indicators
	Component
	Header/field
	Token/value
	

	
	IAM BICC-STC-Instance
	Request-Line
	
	INVITE SIP-URI SIP/2.0
	

	Message Type
	=IAM
	
	Method
	INVITE
	

	
	
	
	Request-URI
	User=”Routing Number”
	

	
	
	
	
	Host:port = “FQDN of ASN”:
	

	
	
	
	SIP-Version
	
	

	Nature of Connection
	 (

Satellite Ind.:  = “any value” [no I/W]

Continuity check Ind.= “no COT to be expected”/"COT to be expected"

Echo control device Ind.=


	
	
	
	

	Forward Call Indicators
	 (


National/international call Ind.=


End-to-end method Ind.= "any value" [no I/W]


Interworking Ind.=


ISUP/BICC Ind.=


ISUP/BICC preference Ind.=”


ISUP/BICC preference Ind.=


ISDN access Ind.=


If BICC => SCCP method Ind.= “no indication”


If ISUP => SCCP method Ind.=


	
	
	
	

	
	
	
	
	
	

	Transmission Medium Requirement 
	 (


)


	
	
	
	

	
	
	Message-header
	
	
	

	Calling Party Number
	
Odd/even Ind.= {Follow number of address signals}


Nature of address Ind.=
 



national (signficant number)

                                  international number


Number incomplete Ind.= complete (Comment: Overlap has to be considert seperate)


Numbering plan Ind.= ISDN/Telephony (E.164)

             (no other numbering plans indicated within the NPI   field of ISUP are inter worked to SIP).


Address presentation restricted Ind.= presentation allowed.

(if presentation restricted follow CLIP/CLIR in Annex)


Screening Ind.= user provided verified and passed


Address signal=


	
	P_Asserted-Identity:


	
“ addr-spec ”


<SIP-URI | TEL-URI>


<{Translate Address-signal to (

SIP-URI =

+CC-NCD-SN@hostportion 

If  NoA is national (significant number) the CC shall be the Country Code of the Country were the IWF is located.

If NoA is international number the CC is directly mapped to the SIP URI. 



	

	
	Screening Ind.= 
network provided
	
	If no additional calling party number is included then discard CgPN and seup a "network provided From:
	addr-spec SIP URI= "dummy" value hostportion (e.g. gw.itu.int) or CC@hostportion (e.g +49@gw.itu.int)
	

	Called Party Number
	 (


Odd/even Ind.= {Follow number of address signals}


Nature of address Ind.= ISDN/Telephony (E.164)

             (no other numbering plans indicated within the NPI   field of ISUP are inter worked to SIP).


INN Ind.=


Numbering plan Ind.=


<Address signal>
	
	
	Request URI and To: 


<{Translate Address-signal to (SIP-URI | TEL-URI)>

SIP-URI =

+CC-NCD-SN@hostportion


	Comment (RJ) if a OCN is included the mapping should be different but this belongs not to a basic call and discussion within the Meeting.

	Generic Number Parameter:
	Number Qualifier Indicator = Additional Calling Party number

Nature of Address indicator = National (sign.) number OR International number.

Number incomplete Indicator = complete.

NPI = ISDN/Telephony (E.164)

             (no other numbering plans indicated within the NPI   field of ISUP are inter worked to SIP).

Address Presentation Restricted Indicator (APRI):

If CLIR service has been invoked by the access see Annex C 

APRI = Presentation allowed

Screening Indicator:

            User Provided, not verified.
	
	From:


	
“Display-name”


<SIP-URI | TEL-URI


Format SIP URI 

SIP-URI =

+CC-NCD-SN@hostportion

If  NoA is national (significant number) the CC shall be the Contry Code of the Country were the IWF is located.

If NoA is international number the CC is directly mapped to the SIP URI.

	

	
	Screening Indicator:

            network provided

            User Provided, verified and passed.

            User provided, verified and failed.
	
	From: ("network provided")
	addr-spec SIP URI= "dummy" value hostportion (e.g. gw.itu.int) or CC@hostportion (e.g +49@gw.itu.int)
	

	
	
	
	Call-ID:
	
	

	
	
	
	
	--- See Error! Reference source not found. for other incoming headers.
	

	
	
	
	Content-Type:
	application/sdp 
	

	
	
	
	Content-length:
	 (…)
	

	
	
	Message-body
	
	
	

	
	If BICC, see BICC Annex.
	
	
	v=0

o= <username> <session-id> <version> <network-type> <address-type> <address>

s= <session-name>

c= <network-type> <address-type> <connection-address>

b=

t= <start-time> <stop-time>

a=


	

	
	If ISUP => TMR parameters (


)
	
	
	m= <media> <port> <transport> <fmt-list>

a=


	

	
	If BICC, see BICC Annex.
	
	
	
	


7.1.1.1.7
User service information

See sub clause on TMR.

7.1.1.1.8
Application transport: BAT (BICC only)

Refer to BICC specific Annex in this Recommendation.

7.1.1.1.9
Location number

None of the information in the location number parameter should be used to interwork with any SIP information or affect any IWF behaviour.

7.1.1.1.10
Optional forward call indicators

None of the information in the location number parameter should be used to interwork with any SIP information or affect any IWF behaviour.

7.1.1.1.11
Hop counter

At the O-ISN the Hop Counter parameter shall be mapped to the Max-Forwards SIP header. Due to the different default values (that are based on network demands/provisions) of the SIP Max-Forwards header and the Hop Counter, a factor shall be used to adopt the Hop Counter to the Max Forwards at the O-ISN.

The factor should be calculated with the following formula:

Factor = INTEGER part of (default value of Max-Forwards / max value of Hop Counter) 

Note: The default value of Max-Forwards could be lower than the default value of the Hop Counter due different Network configurations. In this Case the Max-Forwards should divide the Hop Counter Value.

Note: For the BICC/ISUP call passing through the SIP network, the Hop Counter value at the I-ISN should be lower than at the O-ISN to avoid circular routing. This must apply also when the Hop Counter/Max Forwards passes different network domains.

At the O-ISN the factor should be used to adopt the higher value of the Max-Forwards to the Hop Counter

The following two tables show the principle of the mapping:

	Hop Counter
	= Y
	Max-Forwards
	= Y*Factor


The Principle of adoption could be implemented on a basis of the network provision, trust domain rules and bilateral agreement 

7.1.1.1.12
Propagation delay counter

None of the information in the propagation delay parameter should be used to interwork with any SIP information or affect any IWF behaviour.

7.1.1.1.13
Collect call request

None of the information in the collect call request parameter should be used to interwork with any SIP information or affect any IWF behaviour.

7.1.1.1.14
Carrier selection information

None of the information in the carrier selection parameter should be used to interwork with any SIP information or affect any IWF behaviour.

7.1.1.1.15
Access transport

None of the information in the access transport parameter should be used to interwork with any SIP information or affect any IWF behaviour.

7.1.1.1.16
User teleservice information

None of the information in the user teleservice information parameter should be used to interwork with any SIP information or affect any IWF behaviour.
7.1.1.1.17
Echo control information

None of the information in the echo control information parameter should be used to interwork with any SIP information or affect any IWF behaviour.
7.1.1.1.18
Transmission medium requirement prime

None of the information in the TMR prime parameter should be used to interwork with any SIP information or affect any IWF behaviour.
7.1.1.1.19
User service information prime

None of the information in the USI prime parameter should be used to interwork with any SIP information or affect any IWF behaviour.
7.1.1.1.20
Calling geodetic location

None of the information in the calling geodetic location parameter should be used to interwork with any SIP information or affect any IWF behaviour.
7.1.1.1.21
Calling party geodetic velocity information

None of the information in the calling party geodetic velocity parameter should be used to interwork with any SIP information or affect any IWF behaviour.
7.1.1.1.22
Network management controls

None of the information in the network management control parameter should be used to interwork with any SIP information or affect any IWF behaviour.
7.1.1.1.23
UID capability indicators

None of the information in the UID capability indicators parameter should be used to interwork with any SIP information or affect any IWF behaviour.
7.1.1.1.24
Parameter compatibility information

None of the information in the parameter compatibility information parameter should be used to interwork with any SIP information or affect any IWF behaviour.
7.1.1.1.25
Global call reference (BICC only)

None of the information in the global call reference parameter should be used to interwork with any SIP information or affect any IWF behaviour.
7.1.1.1.26
Inter-nodal traffic group identifier (BICC only)

None of the information in the inter-nodal traffic group identifier parameter should be used to interwork with any SIP information or affect any IWF behaviour.
7.1.1.1.27
Circuit assignment map (ISUP only)

None of the information in the circuit assignment map parameter should be used to interwork with any SIP information or affect any IWF behaviour.
7.1.1.1.28
Coding decoding processing (ISUP only)

None of the information in the coding decoding processing parameter should be used to interwork with any SIP information or affect any IWF behaviour.
7.1.1.1.29
Originating ISC point code

None of the information in the originating ISC point code parameter should be used to interwork with any SIP information or affect any IWF behaviour.
7.1.1.1.30
Transit network selection (national use)

None of the information in the TNS parameter should be used to interwork with any SIP information or affect any IWF behaviour.
7.1.1.1.31
Called directory number (national use)

7.1.1.1.32
Network routing number (national use)

7.1.1.1.33
Number portability forward information (network option)

7.1.1.1.34
Query on release capability (network option)

7.1.1.2
Coding of INVITE

Editor Note:
Two different table formats (yellow and blue) from NWB050 and 051 are included here to show the coding of INVITE. Contribution is needed to refine them.

The SIP message is coded according to section 5.3 with the following additions.

	Table MessHeadINV/Q.1912.SIP – Handling of Message Body

	BICC Message IAM(
	SIP Message INVITE(

	Content
	Header/field
	Content

	Bearer Capability
3.1 kHz audio

No USI present

TMR


No USI present

TMR


64 kbit/s unrestricted

USI present

No USI prime

USI


Speech, or




3.1 kHz audio

USI prime 
Unrestricted digital information with tones and announcements
	m=
	m (media announcement)=

<media> = AUDIO

<port> = transport port media sent to

<transport> = transport protocol

<fmt list> = payload type

<fmt list> defines the format list of the payloads (e.g. 97, 3, 96). For RTP formats that have been assigned static payload types, the payload type number is used. For RTP formats using dynamic payload, the dynamic payload type number allocated and an additional "rtpmap" attribute specifies the format and parameters.

	
	
	

	
	
	

	
	
	

	
	
	

	
	b*=
	b (bandwidth)=

<modifier> = AS

<bandwidth-value> = value in kbit/s

The <modifier> indicates that bandwidth is interpreted as application-specific, i.e. application's concept of maximum bandwidth

	
	a*=
	a (attribute)= rtpmap:

<payload type> = dynamic payload type

<encoding name> = encoding method

/<clock rate> = Clock rate

[/encoding parameters] = number of audio channels

This attribute is required for describing dynamic payload types, i.e. 96-127

<encoding parameters> is optional and may be omitted if the number of channels is one. For video streams, no encoding parameters are currently specified

	
	a*=
	a (attribute)=curr:

<precondition-type> = QoS

<status-type> = local

<direction-tag> = none

The "Current status" attribute carries the current status of network resources for a particular stream. When both UAs, e.g. the ISN and UA-B, wish to perform resource reservation, the tag "local" represents the segmented status of the access network reservations of both UAs.

<Precondition-type> indicates QoS (Alerting not to be performed until network resources in both directions have been established).

<status-type> indicates either "local" or "remote" represent the point of view of the entity generating the SDP description, therefore, from the point-of-view of the ISN (the source of the SDP) the UA-B is 'remote' and it is 'local'

<direction-tag> indicates the direction of the attribute and is either "send", "recv", "sendrecv" or "none"

	
	a*=
	a=curr:

<precondition-type> = QoS

<status-type> = remote

<direction-tag> = none

<status-type> indicates either "local" or "remote" represent the point of view of the entity generating the SDP description, therefore, from the point-of-view of the ISN (the source of the SDP) the UA-B is 'remote' and it is 'local'



	
	a*=
	a=dest:

<precondition-type> = QoS

<strength-tag> = mandatory

<status-type> = local

<direction-tag> = sendrecv

The Desired status" attribute carries the preconditions for a particular media stream <status-type> ISN is "local"  (entity generating the SDP description)

<strength-tag> mandatory. The ISN is mandated to provide resource reservation.

<direction-tag> the direction of the attribute is in both directions



	
	a*=
	a=dest:

<precondition-type> = QoS

<strength-tag> = none

<status-type> = remote

<direction-tag> = sendrecv

<direction-tag> the direction of the attribute is in both directions


7.1.1.2.1
Request Line of INVITE

	Table 29/Q.1912.SIP

Coding of Sent INVITE Request Line

	Header/field
	Expect Field value/Token
	IWF Handling

	Method=
	INVITE
	

	SIP Version=
	SIP/2.0
	The IWF shall interwork with SIP/2.0 request messages.  

	Request-URI:
	sip: userinfo@host user-param

Userinfo = E.164 number

Host = FQDN or IP Address of the ISN
User-param: user = phone


	The IWF shall provide the appropriate mapping between E.164 numbering and SIP‑URI.


7.1.1.2.2
SIP Headers of INVITE

	Table 30/Q.1912.SIP

Coding of Sent INVITE Headers

	Header/field
	Field value/Token
	IWF Handling

	Via:


	Via:sent-protocol sent-by;via-params

sent-protocol = SIP/2.0/transport
transport = “UDP” / “TCP” / “TLS” / “SCTP”

sent-by = FQDN/IPv4/IPv6

via-params: via-branch= branch


	The O‑IWF shall be capable of inserting a Via: header.

The branch identifier (and magic cookie) serves as a transaction identifier, and is used by proxies to detect loops.

	Record-Route
	Record-Route:rec-route *(, rec-route)

Rec-route=<SIP‑URI>

SIP‑URI=sip:host 
host = FQDN/Ipv4/Ipv6 of most recent proxy implementing routeing mechanism


	The O‑IWF may insert a Record-Route: header if it also function as SIP proxy.



	Max-Forwards:
	Max-Forwards: Integer

Integer = 0 - 255


	Refer to sub clause on Hop Counter.

	Network-Asserted-ID:
	Network-Asserted-ID: [display-name]<addr-spec>
- display name = text string of calling party

<addr-spec> = SIP‑URI:

SIP‑URI=sip:userinfo@host;
 - userinfo = telephone-subscriber
	 This is FFS.

	Privacy:
	Privacy:priv-value

priv-value=”header”/”session”/”nai”/token


	This is FFS.



	From:
	From: [“Display-name”]<SIP‑URI>;tag

SIP‑URI=sip:userinfo@host
userinfo = telephone-subscriber

host = FQDN/IPv4/IPv6

tag = token
	The From header field indicates the initiator of the request. The content of the From: header may be different from the initiator of the dialog.

Telephone-subscriber is the  E.164 of the calling party number 

Host = FQDN or IP Address of the ISN

The token in the tag represents a random number used to create the identity of the dialog when generated.



	To:
	To: [“Display-name”]<SIP‑URI>; tag

SIP‑URI = sip:userinfo@host
userinfo = telephone-subscriber

host = FQDN/IPv4/IPv6

tag = token
	The To header field specifies the desired “logical” recipient of the request (This may or may not be the ultimate recipient of the request).

Telephone-subscriber is the E.164 number of original called party number. 

Host = FQDN or IP Address of the ISN


	Call-ID:
	Call-ID: Callid

Callid = WORD 

WORD = TEXT-UTF8 Characters
	Call-ID is a unique identifier that is used to correlate requests and response messages sent by either UA in a dialog. A single session may have several calls with different Call-Ids.

The IWF shall generate the appropriate Call-Id.



	Contact:
	Contact: <SIP‑URI>

SIP‑URI = sip: host;

host = FQDN/IPv4/IPv6
	Contact header field provides a SIP‑URI that can be used to contact the UA (i.e. the ISN).

Host = FQDN or IP Address



	Cseq:
	Cseq: Interger METHOD

Integer = Arbitrary number
METHOD = INVITE


	

	Require:
	Require: option-tag

option-tag = precondition
	Require header field is used by the UAC to inform the UAS about which SIP extensions it expects the UAS to support.  The IWF shall specify the optional strength tag “precondition” when one or more mandatory tags are included (i.e. 100rel and Precondition)



	Supported:
	Supported: option-tag

option-tag = 100rel
	The use of the Supported header allows the UAC to indicate to the UAS that it supports reliability IF the UAS wishes to use it. It does not mandate the use of it. The IWF shall set this tag to 100rel.



	Content-Type:
	Content-Type: media-type

media-type = application/sdp


	The IWF shall set this to application/sdp if a message body is present.

	Content-Length:
	Content-Length = number of octets in SDP
	Decimal number of octets in the message body sent to recipient. The IWF shall set this to the number of octets in the SDP or 0 if no body is present.


7.1.1.2.3
SIP Message Body of INVITE

	Table 31/Q.1912.SIP

Coding of Sent INVITE Message Body

	Header/field
	Field value/Token
	Comments

	session level description
	Session-level values are the default for all media unless overridden by an equivalent media-level value [4]. Items defined as optional according to [3] and [4] have been omitted from the following SDP.

	v=
	v (version)=0
	The IWF shall accept an SDP version of 0

	o=
	o (origin)=

<username> = “-“ (Not used)

<session id> = numerical string (e.g. network time stamp)

<version> = numerical string (e.g. network time stamp)

<network type> = “IN” for internet 

<address type> = IP4 or IP6

<address> = IPv6 address of the ISN 
	Generally, the “o=” field serves as an identifier of the originator of the session.<Address> defines the originator of the SDP and is dependent on the SDP “offer/answer” model [3]. 

FFS.

	s=
	s (session name)= “ “


	The IWF should accept a space character as session name.

	c*=
	c (connection data)=

<network type> = “IN” for internet

<address type> = IP4 or IP6

<connection address> = Ipv4 or Ipv6  address of the ISN
	

	time description

	t=
	t (times, repeat times)=

<start time> = 0

<stop time> = 0
	The IWF should accept the value of “0 0”.

Other values are FFS.

	media description

	m=
	m (media announcement)=

<media> = media type

<port> = transport port media sent to

<transport> = transport protocol

<fmt list> = payload type
	<fmt list> defines the format list of the payloads (e.g. 97, 3, 96). For RTP formats that have been assigned static payload types, the payload type number is used. For RTP formats using dynamic payload, the dynamic payload type number allocated and an additional “rtpmap” attribute specifies the format and parameters.

The IWF shall provide interworking for “media = AUDIO” with attribute send/receive only.



	
	
	

	
	
	

	
	
	

	
	
	

	b*=
	b (bandwidth)=

<modifier> = AS

<bandwidth-value> = value in kbit/s
	The <modifier> indicates that bandwidth is interpreted as application-specific, i.e. application’s concept of maximum bandwidth



	a*=
	a (attribute)= rtpmap:

<payload type> = dynamic payload type

<encoding name> = encoding method

/<clock rate> = Clock rate

[/encoding parameters] = number of audio channels
	This attribute is required for describing dynamic payload types, i.e. 96-127

<encoding parameters> is optional and may be omitted if the number of channels is one. 



	a*=
	a (attribute)= sendrecv
	This attribute is required for establishing bi-directional media streams. The IWF shall only interwork with SDP sessions marked a=sendrecv.

	a*=
	a (attribute)=curr:

<precondition-type> = QoS

<status-type> = local

<direction-tag> = none
	The “Current status” attribute carries the current status of network resources for a particular stream,. When both UAs, e.g. the ISN and UA-B, wish to perform resource reservation, the tag “local” represents the segmented status of the access network reservations of both UAs.

<Precondition-type> indicates QoS (Alerting not to be performed until network resources in both directions have been established).

<status-type> indicates either “local” or “remote” represent the point of view of the entity generating the SDP description, therefore, from the point-of-view of the ISN (the source of the SDP) the UA-B is ‘remote’ and it is ‘local’

<direction-tag> indicates the direction of the attribute and is either “send”, “recv”, “sendrecv” or “none”

	a*=
	a=curr:

<precondition-type> = QoS

<status-type> = remote

<direction-tag> = none
	<status-type> indicates either “local” or “remote” represent the point of view of the entity generating the SDP description, therefore, from the point-of-view of the ISN (the source of the SDP) the UA-B is ‘remote’ and it is ‘local’



	a*=
	a=dest:

<precondition-type> = QoS

<strength-tag> = mandatory

<status-type> = local

<direction-tag> = sendrecv
	The Desired status” attribute carries the preconditions for a particular media stream [5]<status-type> ISN is “local”  (entity generating the SDP description)

<strength-tag> mandatory. The ISN is mandated to provide resource reservation.

<direction-tag> the direction of the attribute is in both directions



	a*=
	a=dest:

<precondition-type> = QoS

<strength-tag> = none

<status-type> = remote

<direction-tag> = sendrecv
	<direction-tag> the direction of the attribute is in both directions




7.1.1.2.3.1
Coding of SDP Media Description Lines from TMR/USI

The coding of SDP media description lines is described in this clause assuming that transcoding is not used by the IWF. Interworking relations between any SDP information and TMR/USI become irrelevant if transcoding is used.

Editor note:
FFS is needed if TMR indicating unrestricted digital information at any rate is received.

The following table provides the mapping relations from TMR/USI codes to SDP media description lines.

Editor note:
Are the USI coding correct for FAX and G.722?

Table 32 Coding of SDP Media Description Lines from TMR/USI: ISUP/BICC to SIP

	TMR parameter
	USI parameter
	
	m= line
	
	b= line
	a= line

	TMR codes
	User information layer 1 protocol indicator
	<media>
	<transport>
	<fmt-list>
	<modifier>:<bandwidth-value>

	rtpmap:<dynamic-PT> <encoding name>/<clock rate>[/encoding parameters>

	speech
	G.711  -law
	audio
	RTP/AVP
	0
	AS:64
	N/A

	speech
	G.711  -law
	audio
	RTP/AVP
	Dynamic PT
	AS:64
	rtpmap:<dynamic-PT> PCMU/8000

	speech
	G.711  -law
	audio
	RTP/AVP
	8
	AS:64
	N/A

	speech
	G.711  -law
	audio
	RTP/AVP
	Dynamic PT
	AS:64
	rtpmap:<dynamic-PT> PCMU/8000

	3.1 KHz audio
	FAX (?)
	image
	udptl
	t38
	AS:64
	?

	3.1 KHz audio
	FAX (?)
	image
	tcptl
	t38
	AS:64
	?

	64 kbits/s preferred
	G.722 (?)
	audio
	RTP/AVP
	9
	AS:64
	N/A

	64 kbits/s preferred
	G.722 (?)
	audio
	RTP/AVP
	Dynamic PT
	AS:64
	rtpmap:<dynamic-PT> G722/8000

	
	
	
	
	
	
	

	64 kbit/s unrestricted
	N/A (FFS)
	Data (FFS)
	UDP (FFS)
	N/A
	AS:64
	N/A (FFS)

	2  64 kbit/s unrestricted
	N/A (FFS)
	Data (FFS)
	UDP (FFS)
	N/A
	AS:128
	N/A (FFS)

	384 kbit/s unrestricted
	N/A (FFS)
	Data (FFS)
	UDP (FFS)
	N/A
	AS:384
	N/A (FFS)

	1536 kbit/s unrestricted
	N/A (FFS)
	Data (FFS)
	UDP (FFS)
	N/A
	AS:1536
	N/A (FFS)

	1920 kbit/s unrestricted
	N/A (FFS)
	Data (FFS)
	UDP (FFS)
	N/A
	AS:1920
	N/A (FFS)

	3  64 kbit/s unrestricted
	N/A (FFS)
	Data (FFS)
	UDP (FFS)
	N/A
	AS:192
	N/A (FFS)

	4  64 kbit/s unrestricted
	N/A (FFS)
	Data (FFS)
	UDP (FFS)
	N/A
	AS:256
	N/A (FFS)

	5  64 kbit/s unrestricted
	N/A (FFS)
	Data (FFS)
	UDP (FFS)
	N/A
	AS:320
	N/A (FFS)

	7  64 kbit/s unrestricted
	N/A (FFS)
	Data (FFS)
	UDP (FFS)
	N/A
	AS:448
	N/A (FFS)

	8  64 kbit/s unrestricted
	N/A (FFS)
	Data (FFS)
	UDP (FFS)
	N/A
	AS:512
	N/A (FFS)

	9  64 kbit/s unrestricted
	N/A (FFS)
	Data (FFS)
	UDP (FFS)
	N/A
	AS:576
	N/A (FFS)

	10  64 kbit/s unrestricted
	N/A (FFS)
	Data (FFS)
	UDP (FFS)
	N/A
	AS: 640
	N/A (FFS)

	11  64 kbit/s unrestricted
	N/A (FFS)
	Data (FFS)
	UDP (FFS)
	N/A
	AS:704
	N/A (FFS)

	12  64 kbit/s unrestricted
	N/A (FFS)
	Data (FFS)
	UDP (FFS)
	N/A
	AS:768
	N/A (FFS)

	13  64 kbit/s unrestricted
	N/A (FFS)
	Data (FFS)
	UDP (FFS)
	N/A
	AS:832
	N/A (FFS)

	14  64 kbit/s unrestricted
	N/A (FFS)
	Data (FFS)
	UDP (FFS)
	N/A
	AS:896
	N/A (FFS)

	15  64 kbit/s unrestricted
	N/A
	data
	UDP
	N/A
	AS: 960s
	N/A

	16  64 kbit/s unrestricted
	N/A
	data
	UDP
	N/A
	AS:1024
	N/A

	17  64 kbit/s unrestricted
	N/A
	data
	UDP
	N/A
	AS:1088
	N/A

	18  64 kbit/s unrestricted
	N/A
	data
	UDP
	N/A
	AS:1152
	N/A

	19  64 kbit/s unrestricted
	N/A
	data
	UDP
	N/A
	AS:1216
	N/A

	20  64 kbit/s unrestricted
	N/A
	data
	UDP
	N/A
	AS:1280
	N/A

	21  64 kbit/s unrestricted
	N/A
	data
	UDP
	N/A
	AS:1344
	N/A

	22  64 kbit/s unrestricted
	N/A
	data
	UDP
	N/A
	AS:1408
	N/A

	23  64 kbit/s unrestricted
	N/A
	data
	UDP
	N/A
	AS:1472
	N/A

	25  64 kbit/s unrestricted
	N/A
	data
	UDP
	N/A
	AS:1600
	N/A

	26  64 kbit/s unrestricted
	N/A
	data
	UDP
	N/A
	AS:1664
	N/A

	27  64 kbit/s unrestricted
	N/A
	data
	UDP
	N/A
	AS:1728
	N/A

	28  64 kbit/s unrestricted
	N/A
	data
	UDP
	N/A
	AS: 1792
	N/A

	29  64 kbit/s unrestricted
	N/A
	data
	UDP
	N/A
	AS:1856
	N/A


Note:


(1)
FFS is needed for <media> equal to data.

7.1.1.2.3.2
Coding of SDP Media Description Lines for Pre-conditions

The "status-type", "strength-tag" and "direction-tag" are all as defined within the generic description of pre-conditions within [3 - (Manyfolks)].  

On construction of the "offer" SDP to be included in the INVITE, the O-IWF MUST include a "local" precondition.  The current status of this pre-condition MUST be set to indicate "none" in the "strength-tag" and "direction-tag" fields.  The "desired status" MUST be set with a strength-tag of "mandatory" and a direction tag of "sendrecv".  Additionally, (as dictated by the procedures in [3-(Manyfolks)] a "remote" precondition must be included for every "local" precondition.  The remote precondition included in this case shall be of the same type of as the local precondition (e.g. of type "x-pstn-setup") with the desired status being set to indicate "none" in the strength tag and direction tag fields. The offer MUST be constructed and sent according to [3 - (Manyfolks)].

Editor's note:
Manyfolks-07 requires that a "remote" tag also be included if a local tag is present in the offer.  However, for this particular application the remote tag has no meaning and is effectively a "dummy" value used to ensure that Manyfolks requirements are fulfilled.

Subsequently, when the conditions specified in  (B) or (D) (depending upon what setup procedure is in use on the ISUP/BICC side) above is satisfied, the "qos" are considered fulfilled.  The O-IWF MUST report the updated status of the local pre-condition to the ASN.   This is achieved by setting the "current status" of the  precondition equal to "sendrecv" and reported the resulting change in the SDP using an UPDATE method as described in [3- (Manyfolks)].

7.1.2
Sending of Subsequent INVITE (?) on receipt of SAM

FFS.

7.1.3
Receipt of 100 Trying INVITE

The IWF shall expect to receive a 100 Trying response message in response to the initial INVITE message (No mapping occurs between SIP and BICC messages). The 100 Trying response message shall contain the same To, From, Call-ID, Cseq and Via header, including the same branch parameter, as defined in the initial INVITE. The IWF shall examine the content of this response in order to correlate the 100 Trying response with the initial INVITE.

7.1.4
Receipt of 183 Session Progress

7.1.5
Sending of PRACK (to 183 Session Progress)

7.1.6
Receipt of 200 OK PRACK (to 183 Session Progress)

No interworking action is taken on this response in the IWF.

7.1.7
Sending of UPDATE (with pre-condition met) on receipt of COT

7.1.7.1
Coding of COT

7.1.7.1.1
Continuity indicators

7.1.7.2
Coding of UPDATE

7.1.7.2.1
Coding of UPDATE Request Line

7.1.7.2.2
Coding of UPDATE Message headers

7.1.7.2.3
Coding of UPDATE message Body

7.1.8
Receipt of 200 OK (UPDATE) (with pre-condition met)

7.1.9
Sending of CON on receipt of 200 OK (INVITE)

On receipt of 200 OK (INVITE), the IWF shall send the CON if it has not yet sent an ACM. 

7.1.9.1
Coding of 200 OK (INVITE)

7.1.9.1.1
Coding of 200 OK (INVITE) Status Line

7.1.9.1.2
Coding of 200 OK (INVITE) Message headers

7.1.9.1.3
Coding of 200 OK (INVITE) message Body

7.1.9.2
Coding of CON

7.1.9.2.1
Backward call indicators

7.1.9.2.2
Optional backward call indicators

7.1.9.2.3
Transmission medium used

7.1.9.2.4
Parameter compatibility information

7.1.9.2.5
UID action indicators

7.1.9.2.6
Echo control information

7.1.9.2.7
Call history information

7.1.9.2.8
Hard to reach information

7.1.9.2.9
Access delivery information

7.1.9.2.10
Access transport

Editor Note:
The original text proposed by NWB034 is based on the former Q.1912.SIP document structure, which describes the interworking from the perspective of input (received) message and does not restrict to group specification of interworking one input message to one output message in one sub-section. Given the desire/motivation of the new document structure to specify a single output message coding in each section of a single interworking flow (i.e. 1 in to 1 out), the proposed text is to be split across multiple sections. The original proposed text is included in the following box for comparison the proposed text from editor.


The proposed text covers the following interworking flows in the following clauses:


A)
180 Ringing to ACM in Clause 7.1.10.


B)
183 Session Progress to ACM in Clause 7.1.11.


C)
180 Ringing to CPG in Clause 7.1.12.


D)
183 Session Progress to CPG in Clause 7.1.13.


With respect to each flow, the applicability due to pre-conditions and encapsulation is differentiated using the current definition of SIP Profiles A, B and C.

8.2.1 Interworking with Backward 180 Ringing

A backward 180 Ringing response is mapped to either an ACM message or a CPG message depending upon the circumstances under which the message is received.  The following logic is used by the O-IWF to determine when receipt of a 180 Ringing should result in an ACM message and when it should result in a CPG message:

(a)
No ACM message sent yet from BICC/ISUP side for this call.


The 180 Ringing message is mapped to an ACM.  In the case that the 180 Ringing contains encapsulated ISUP then the ACM is constructed using the encapsulated ISUP information and the ISUP transit node procedures (Q.764).  In the case that the 180 Ringing contains no encapsulated ISUP the default mappings specified in table tbd#1 shall be used.

(b)
ACM message already sent on the BICC/ISUP side for this call.


The 180 Ringing message is mapped to a CPG.  In the case that the 180 Ringing contains encapsulated ISUP then the CPG is constructed using the encapsulated ISUP information and the ISUP transit node procedures (Q.764).  In the case that the 180 Ringing contains no encapsulated ISUP the default mappings specified in table tbd#2 shall be used.

8.2.2
Interworking with Backward 183 Session Progress

If no SIP preconditions are being used on the SIP side of the call then receipt of a 183 Session Progress shall result in either an ACM or CPG being generated on the BICC/ISUP side of the call.  If a 183 is received and no ACM has previously been sent for this call then the O-IWF shall send an ACM on the incoming side.  If, on the other hand, a 183 is received and an ACM has already been sent for this call then the O-IWF shall send a CPG message instead. 

If SIP pre-conditions are being used on the SIP side of the call then an ACM message shall not be generated on receipt of the first 183 Session Progress response for this call.

Subsequently, receipt of additional 183 Session Progress messages are mapped to either an ACM or a CPG message depending upon the circumstances under which the message is received.  The following logic is used by the O-IWF to determine when receipt of a 183 Session Progress should result in an ACM message and when it should result in a CPG message:

 (a)
No previous ACM messages sent on ISUP side.


The 183 Session Progress message is mapped to an ACM message.  In the case that the 183 Session Progress contains encapsulated ISUP then the ACM is constructed using the encapsulated ISUP information and the ISUP transit node procedures (Q.764).  In the case that the 183 Session Progress contains no encapsulated ISUP the default mappings specified in table tbd#1 shall be used.

 (b)
Previous ACM messages have been sent on the ISUP side.


The 183 Session Progress is mapped to a CPG message. In the case that the 183 Session Progress contains encapsulated ISUP then the CPG is constructed using the encapsulated ISUP information and the ISUP transit node procedures (Q.764).  In the case that the 183 Session Progress contains no encapsulated ISUP the default mappings specified in table tbd#2 shall be used.

7.1.10
Sending of ACM on receipt of 180 Ringing

The interworking procedure of the O‑IWF is dependent on the following scenario:

(A)
SIP Profile‑A: Pre-conditions are being used on the SIP network.

If an ACM has not been sent and a 180 Ringing is received without any encapsulated BICC/ISUP message, the IWF shall send the ACM with Called Party’s Status indicator in the Backward Call Indicators parameter coded as “subscriber free”.
Coding of ACM to be sent by the O‑IWF is specified in this clause.

Coding of CPG to be sent by the O‑IWF is specified in clause 7.1.12.

(B)
SIP Profile‑B: Pre-conditions are not used on the SIP network.

Interworking procedure is same as Profile‑A.
Note: Interworking with 180 Ringing is independent from the use of pre-condition signalling.

(C)
SIP Profile‑C: BICC/ISUP messages are encapsulated in SIP.

If an ACM has not been sent and a 180 Ringing is received with an encapsulated ACM, the IWF shall send the encapsulated ACM.

Coding of ACM to be sent by the O‑IWF specified in this clause does not apply.

7.1.10.1
Coding of 180 Ringing

7.1.10.1.1
Coding of 180 Ringing Status Line

7.1.10.1.2
Coding of 180 Ringing Message headers

7.1.10.1.3
Coding of 180 Ringing message Body

7.1.10.2
Coding of ACM

7.1.10.2.1
Backward call indicators

7.1.10.2.2
Cause indicators

7.1.10.2.3
Optional backward call indicators

7.1.10.2.4
Transmission medium used

7.1.10.2.5
Parameter compatibility information

7.1.10.2.6
UID action indicators

7.1.10.2.7
Echo control information

7.1.10.2.8
Access delivery information

7.1.10.2.9
Access transport

7.1.11
Sending of ACM on receipt of 183 Ringing

Note: Interworking with 183 Session Progress is dependent on the use of pre-condition signalling.

The interworking procedure of the O‑IWF is dependent on the following scenario:

(A)
SIP Profile‑A: Pre-conditions are being used on the SIP network.

An ACM message shall not be generated on receipt of the first 183 Session Progress response for this call.

Subsequently 183 Session Progress messages are mapped to either an ACM or a CPG message as determined by the call state (?) and the relevant BICC/ISUP procedures. If an ACM has not been sent and a 183 Session Progress is received without any encapsulated BICC/ISUP message, the IWF shall send the ACM with Called Party’s Status indicator in the Backward Call Indicators parameter coded as “no indication”
Coding of ACM to be sent by the O‑IWF is specified in this clause.

Coding of CPG to be sent by the O‑IWF is specified in clause 7.1.13.

(B)
SIP Profile‑B: Pre-conditions are not used on the SIP network.

If an ACM has not been sent and a 183 Session Progress is received without any encapsulated BICC/ISUP message, the IWF shall send the ACM according to the call state (?) and the relevant BICC/ISUP procedures.
Coding of ACM or CPG to be sent by the O‑IWF specified in this clause does not apply?

(C)
SIP Profile‑C: BICC/ISUP messages are encapsulated in SIP.

If an ACM has not been sent and a 183 Session Progress is received with an encapsulated ACM, the IWF shall send the encapsulated ACM.

Coding of ACM to be sent by the O‑IWF specified in this clause does not apply.

7.1.11.1
Coding of 183 Ringing INVITE

7.1.11.1.1
Coding of 180 Ringing Status Line

7.1.11.1.2
Coding of 180 Ringing Message headers

7.1.11.1.3
Coding of 180 Ringing message Body

7.1.11.2
Coding of ACM

7.1.11.2.1
Backward call indicators

7.1.11.2.2
Cause indicators

7.1.11.2.3
Optional backward call indicators

7.1.11.2.4
Transmission medium used

7.1.11.2.5
Parameter compatibility information

7.1.11.2.6
UID action indicators

7.1.11.2.7
Echo control information

7.1.11.2.8
Access delivery information

7.1.11.2.9
Access transport

7.1.12
Sending of CPG on receipt of 180 Session Progress

The interworking procedure of the O‑IWF is dependent on the following scenario:

(A)
SIP Profile‑A: Pre-conditions are being used on the SIP network.

If an ACM has been sent and a 180 Ringing without any encapsulated ISUP message is received, then the O‑IWF shall send backward a CPG with event indicator (of event information parameter) indicating alerting.

Coding of CPG is specified in this clause.

(B)
SIP Profile‑B: Pre-conditions are not used on the SIP network.

Interworking procedure is same as Profile‑A.
Note: Interworking with 180 Ringing is independent from the use of pre-condition signalling.

(C)
SIP Profile‑C: BICC/ISUP messages are encapsulated in SIP.

If an ACM has been sent and a 180 Ringing is received with an encapsulated CPG, the IWF shall send the encapsulated CPG.

Coding of CPG to be sent by the O‑IWF specified in this clause does not apply.

7.1.12.1
Coding of 183 Session Progress

7.1.12.1.1
Coding of 183 Session Progress Status Line

7.1.12.1.2
Coding of 183 Session Progress Message headers

7.1.12.1.3
Coding of 183 Session Progress message Body

7.1.12.2
Coding of CPG

7.1.12.2.1
Event

7.1.12.2.2
Backward call indicators

7.1.12.2.3
Cause indicators

7.1.12.2.4
Optional backward call indicators

7.1.12.2.5
Transmission medium used

7.1.12.2.6
Parameter compatibility information

7.1.12.2.7
UID action indicators

7.1.12.2.8
Echo control information

7.1.12.2.9
Call history information

7.1.12.2.10
Access delivery information

7.1.12.2.11
Access transport

7.1.13
Sending of CPG on receipt of 183 Session Progress

The interworking procedure of the O‑IWF is dependent on the following scenario:

(A)
SIP Profile‑A: Pre-conditions are being used on the SIP network.

If an ACM has been sent and a 183 Session Progress without any encapsulated ISUP message is received, then the O‑IWF shall send backward a CPG with event indicator (of event information parameter) indicating progress.

Coding of CPG to be sent by the O‑IWF is specified in this clause.

(B)
SIP Profile‑B: Pre-conditions are not used on the SIP network.

If an ACM has not been sent and a 183 Session Progress is received without any encapsulated BICC/ISUP message, the IWF shall send the CPG according to the call state (?) and the relevant BICC/ISUP procedures.
Coding of CPG to be sent by the O‑IWF specified in this clause does not apply?

(C)
SIP Profile‑C: BICC/ISUP messages are encapsulated in SIP.

If an ACM has not been sent and a 183 Session Progress is received with an encapsulated CPG, the IWF shall send the encapsulated CPG.

Coding of CPG to be sent by the O‑IWF specified in this clause does not apply.

7.1.13.1
Coding of 183 Session Progress

7.1.13.1.1
Coding of 183 Session Progress Status Line

7.1.13.1.2
Coding of 183 Session Progress Message headers

7.1.13.1.3
Coding of 183 Session Progress message Body

7.1.13.2
Coding of CPG

7.1.13.2.1
Event

7.1.13.2.2
Backward call indicators

7.1.13.2.3
Cause indicators

7.1.13.2.4
Optional backward call indicators

7.1.13.2.5
Transmission medium used

7.1.13.2.6
Parameter compatibility information

7.1.13.2.7
UID action indicators

7.1.13.2.8
Echo control information

7.1.13.2.9
Call history information

7.1.13.2.10
Access delivery information

7.1.13.2.11
Access transport

7.1.14
Through connection of BICC/ISUP bearer path

Through connection of the bearer path shall be completed dependent upon whether or not pre-conditions are in use on the SIP side of the call.

The bearer path shall be connected in both directions on completion of the bearer setup on the SIP side. This event is indicated by the receipt of SDP‑answer acceptable to the O-IWF; and an indication that all mandatory pre-conditions (if any) have been met.

The bearer path shall be connected in the forward direction no later than on receipt of 200 OK (INVITE).

Editor's note:
This text is accepted for the SIP-T case. Contributions invited are invited to address possible fraud in backwards path for a call from ISUP to SIP.

7.1.15
Tone and announcement (backward)

The following conditions result in ringing being played from the O-IWF:

· 180 Ringing received AND

· ISUP procedures indicate that ringing can be applied.

· SDP indicates that media is on hold (i.e. the media attribute for the media stream that is being inter-worked to the ISDN/PSTN is set to a=inactive or a=recvonly (from the point of view of the SIP endpoint)).

Editor's note:
Is ringing tone the only tone to be signalled in backward direction? Are there any other signalling conditions required for other tone and announcement?

7.1.16
Sending of ANM on receipt of 200 OK (INVITE)

On receipt of 200 OK (INVITE), the IWF shall send the ANM if it has sent an ACM 

7.1.16.1
Coding of 200 OK (INVITE)

7.1.16.1.1
Coding of 200 OK (INVITE) Status Line

7.1.16.1.2
Coding of 200 OK (INVITE) Message headers

7.1.16.1.3
Coding of 200 OK (INVITE) message Body

7.1.16.2
Coding of ANM

7.1.16.2.1
Backward call indicators

7.1.16.2.2
Optional backward call indicators

7.1.16.2.3
Transmission medium used

7.1.16.2.4
Parameter compatibility information

7.1.16.2.5
UID action indicators

7.1.16.2.6
Echo control information

7.1.16.2.7
Call history information

7.1.16.2.8
Access delivery information

7.1.16.2.9
Access transport

7.1.16.2.10
Display information

7.1.17
Sending of ACK (to 200 OK (INVITE))

7.1.18
Receipt of Forward REL during user-initiated SUS/RES

7.1.19
Receipt of Forward REL

Upon receipt of a BICC or ISUP REL:

 (1)
REL message received at O-IWF before 200 OK (INVITE) received on SIP side.

On receipt of the REL message the "outgoing SIP" side of the O-IWF must:

· Send a CANCEL request to the ASN.  SIP procedures at the ASN indicate how this request is dealt with.  SIP procedures also apply to any subsequent protocol action on the SIP side as a result of any responses from the ASN and any "glare" conditions which may occur.

(2)
REL message received at O-IWF after 200 OK(INVITE) received and ACK sent on SIP side

On receipt of the REL message the "outgoing SIP" side of the O-IWF must:

· Send a BYE request to the ASN.  SIP procedures at the ASN indicate how this request is dealt with (normally by sending a 200 OK(BYE)).

In the case that the state of the SIP side of the call does not fall into the circumstances described within (1) or (2) the following procedures must be followed instead:

· If the REL message is received after the 200 OK(INVITE) but before the outgoing side of the O-IWF has sent the ACK then the O-IWF shall send the ACK before sending a BYE.

· If CANCEL request has been sent before the 200 OK (INVITE) has been received and the CANCEL and 200 OK (INVITE)  "cross on the wire" then the O-IWF shall send an ACK for the 200 OK (INVITE) and subsequently send a BYE request after the ACK has been sent.

Editor's note:
The CANCEL Request will be answered with a 481 (Call Leg/Transaction Does Not Exist), but nevertheless the connection on the SIP side is still established and has to be released. Therefore the ACK and BYE shall be sent.

7.1.20
Receipt of Backward BYE

Editor’s note:
The release procedure for BICC/ISUP is common to both I-ISN and O-ISN. And, therefore 7.1.24.4 may be moved to a clause applicable to both nodes.

Editor's note:
This section used to be titled interworking with BYE/CANCEL, however for an O-IWF (outgoing SIP) it does not make sense to send a CANCEL from the ASN to the O-IWF since the O-IWF in this case is the UAC and this effectively means the UAS (ASN) is asking the UAC to cancel a request (Yet the request is being processed at the UAS).  To "cancel" a session prior to 200 OK being sent , the ASN would need to send a 487 Request terminated to the O-IWF (i.e. it would not send a CANCEL). The action to take on receipt of a 487 at the O-IWF is described in a later section on 4xx/5xx/6xx responses.  


(The only time that receiving a CANCEL at the O-IWF would make sense is if you wanted to CANCEL a re-INVITE sent from the ASN - this scenario does not fit in with the ISUP-SIP interworking).

On receipt of SIP BYE, the O-ISN shall send an ISUP REL to the ISUP side.

On receipt of SIP BYE, the O-ISN shall invoke the BICC Release sending procedure [Q.1902.4] on the BICC side.

Table xx shows the coding of the cause value in the REL.

Table xx Release from SIP side

	(REL
	(SIP Message 

	cause parameter
	

	Cause value No. 16 (normal clearing)
	BYE


7.1.21
Autonomous Release at O-IWF

Table 33 shows the trigger events at the IWF and the release initiated by the IWF when the call is traversing from ISUP/BICC to SIP.

If, after answer, ISUP procedures result in autonomous REL from the IWF then a BYE shall be sent on the SIP side. 

	Table 33. - Release by the O‑IWF

	REL (
	Trigger event
	( SIP

	cause parameter
	
	

	
	
	

	
	ISUP procedures result in generation of autonomous REL on ISUP side.

(Note 1)


	CANCEL or BYE

	
	
	


7.1.22.
Receipt of  RSC, GRS or CGB (ISUP)

Table 34 shows the message sent by the IWF upon receipt of an ISUP RSC message, GRS message or CGB message with the Circuit Group Supervision Message Type Indicator coded as “hardware failure oriented”. The IWF sends BYE if it has already received an ACK for the INVITE.  If it has received 200 OK (INVITE) but has not yet sent an ACK for the INVITE then the IWF shall first send the ACKbefore sending the BYE.  Otherwise, it sends CANCEL.

In the case that ISUP encapsulation is being used  the RSC, GRS or CGB ISUP messages shall not be encapsulated within the SIP BYE or CANCEL.  

Editor's note:
The lack of encapsulation of the RSC/GRS/CGB messages within SIP is because these messages have significance only within the local ISUP domain from which they originated hence do not make sense to transit over SIP to another ISUP domain.  In the case of an ISUP-SIP-ISUP call whereby the destination ISUP end issues a RSC/GRS/CGB then a CANCEL or BYE will be issued to the SIP side which is subsequently converted into a REL message with appropriate cause code (see section 7).

	Table 34. - Receipt of RSC, GRS or CGB messages (ISUP) at O‑IWF

	Message received from ISUP (
	SIP (

	
	

	reset circuit message
(RSC)
	CANCEL or BYE

	circuit group reset message
(GRS)
	CANCEL or BYE

	circuit group blocking message (CGB)

with the circuit group supervision message type indicator coded

“hardware failure oriented”
	CANCEL or BYE


7.1.23.
Receipt of  RSC, GRS or CGB (BICC)

 REF _Ref2058899 \h 
 shows the message sent by the IWF upon receipt of a BICC RSC message or GRS message.The IWF sends BYE if it has already received an ACK for the INVITE.  If it has received 200 OK but has not yet sent an ACK for the INVITE then the IWF shall first send   the ACK for the INVITE before sending the BYE.  . Otherwise, it sends CANCEL.

In all cases the RSC, GRS or CGB BICC messages shall not be encapsulated within the SIP BYE or CANCEL response.  

Table 35. - Receipt of RSC, GRS or CGB messages (BICC)

	Message received from BICC (
	SIP (

	
	

	reset CIC message
(RSC)
	CANCEL or BYE

	circuit group reset message
(GRS)
	CANCEL or BYE


7.1.24
Receipt of  4XX, 5XX, 6XX

Editor's note:
 The following mappings have been taken from draft-ietf-sipping-isup-01.txt.


The 487 Request terminated value has been added in here since it is needed and appears to be missing from draft-ietf-sipping-isup-01.txt.  (Is the mapping used here ok?)

The behaviour of the O-IWF on receipt of a 4xx / 5xx or 6xx final response to the INVITE on the SIP side is described within table xx.  If no further reference is given in the "Remarks" column then this means that the SIP response is interworked to an ISUP REL message sent on the incoming ISUP side of the O-IWF with the cause code indicated within the table.  In cases where further reference is indicated the behaviour of the O-IWF is described within the referred to section, however the table indicates the "eventual" behaviour of the O-IWF in the case that further measures taken on the SIP side of the call (to try and sustain the call) fail resulting in the ISUP half call being released by sending a REL with the cause code indicated.







Table xx 4xx/5xx/6xx Received on SIP side of O-IWF.

	(REL (cause code)
	(4xx/5xx/6xx SIP Message
	Remarks

	41 Temporary Failure
	400 Bad Request
	

	21 Call rejected
	401 Unauthorised
	8.2.X.1

	21 Call rejected
	402 Payment Required
	

	21 Call rejected
	403 Forbidden
	

	1 Unallocated number
	404 Not Found
	

	63 Service or option unavailable
	405 Method Not Allowed
	

	79 Service/Option not implemented
	406 Not Acceptable
	

	21 Call Rejected
	407 Proxy authentication required
	See 8.2.X.1

	102 Recovery on timer expiry
	408 Request Timeout
	

	22 Number changed (without diagnostic)
	410 Gone
	

	127 Interworking
	413 Request Entity too long
	See 8.2.X.2

	127 Interworking
	414 Request-uri too long
	See 8.2.X.2

	79 Service/option not implemented
	415 Unsupported Media type
	See 8.2.X.2

	127 Interworking
	416 Unsupported URI scheme
	See 8.2.X.2

	127 Interworking
	420 Bad Extension
	See 8.2.X.2

	127 Interworking
	421 Extension required
	See 8.2.X.2

	18 No user responding
	480 Temporarily Unavailable
	

	41 Temporary Failure
	481 Call/Transaction does not exist
	

	25 Exchange routing error
	483 Too many hops
	

	28 Invalid Number format
	484 Address Incomplete
	See 8.2.X.5

	1 Unallocated number
	485 Ambigous
	

	17 User busy
	486 Busy Here
	

	31 Normal unspecified
	487 Request terminated
	

	31 Normal unspecified
	488 Not acceptable here
	See 8.2.X.3

	28 Invalid number format.
	490 Request Updated
	See 8.2.X.5

	41 Temporary failure
	500 Server Internal error
	

	38 Network out of order
	501 Not implemented
	

	38 Network out of order
	502 Bad Gateway
	

	41 Temporary failure
	503 Service Unavailable
	

	102 Recovery on timer expiry
	504 Server timeout
	

	127 Interworking
	505 Version not supported
	See 8.2.X.2

	127 Interworking
	513 Message too large
	See 8.2.X.2

	?
	580 Precondition failure
	See 8.2.X.4

	17 User busy
	600 Busy Everywhere
	

	21 Call rejected
	603 Decline
	

	1 Unallocated number
	604 Does not exist anywhere
	

	31 Normal unspecified
	606 Not acceptable
	See 8.2.X.3


Editor's note:
The above table needs to be re-visited.  Agreed on the principle that any SIP condition not related to service maps "interworking" unless there is an obvious alternative.  Contributions invited.

7.1.24.1 Provision of authorization from O-IWF to ASN.

If the SIP entity is unable to carry through authorisation.

7.1.24.2 Session Re-origination as a preference to Release.

The O-IWF should react to  by attempting to re-orginate the session. If protocol error response codes are still received after this then the O-IWF shall send a REL message on the BICC/ISUP side with the cause code appropriate to the SIP response received (as indicated in the table xx).

7.1.24.3 Use of "Warning" headers received with SIP responses.

These SIP responses are accompanied by "warning headers" raising the prospect that the warning header itself may provide additional information as to what REL message cause code the SIP message should be inter worked to.  Presently, given the current set of defined warning headers, assigning the cause code as "31, normal unspecified" shall suffice.

7.1.24.4 Special handling of 580 Pre-condition failure response to an INVITE message.

Receipt of the 580 Pre-condition failure response only causes the REL message to be issued on the ISUP side of the O-IWF in the case whereby the 580 is in direct response to an INVITE message.  In all other cases receipt of a 580 Pre-condition failure response by the O-IWF does NOT result in a REL message being sent on the ISUP side.

Editor's note:  The above sections (7.1.24.1, 7.1.24.2, 7.1.24.3, 7.1.24.4) are NOT ACCEPTED in this meeting.  Contributions however are invited.   If the text is accepted in a future meeting then the text needs to be re-formatted as notes to the table instead of separate sections referenced out of the table.

Editor's note:
8.2.X.4 arises because the 580 can be sent in response to an UPDATE message in order to refuse an offer which contains pre-conditions which the ASN is un-willing or unable to fulfill.  Thus the O-IWF can re-attempt with a new offer later in the session (i.e. the session is not terminated).  This is not the case when the 580 is in direct response to an offer contained within an INVITE message since the 580 is a final response to the INVITE and hence terminates both the offer and the session. 

7.1.25
Data link failures (?)

ANNEX‑A

ANNEX‑A. BICC Specific Interworking for Basic Call

Editor Note:
The following text for Annex-A is taken from NWB061. Some key technical issues (e.g., does it require any capability beyond BICC CS2?) still remain that may result in major change to this text. Instead of integrating some of the proposed text into the COMMON PART, they are left in this annex for the ease of further contribution.

Editor Note:
Modify section 6.0. Shaded text is the proposed new text.

6
Interworking Requirements at the I-ISN

An incoming Interface Serving node entity is used to transport calls originated from a SIP network domain to a BICC or ISUP network domain.

The "incoming SIP" is qualified as SIP which is used between the Incoming Interface Serving Node and the call originating entity (entities) supported in the SIP network domain. Similarly, the "outgoing BICC/ISUP" is qualified as the BICC or ISUP protocol supported between the Incoming Interface Serving Node and the next-hop entity (entities) in the BICC or ISUP network domain.

Editor Note:
The following paragraph is proposed by NWB061.

 In the specific case that the outgoing side of the I-ISN is BICC and that both incoming (SIP) and outgoing BICC sides of the I-ISN use the same media bearer technology with no media intermediary and with Bearer Control Tunnelling on the BICC side, then the I-ISN shall (in addition to the procedures outlined within this section) follow the additional BICC specific procedures outlined in section 2.0 of Annex A.
Editor Note:
Modify section 7.0. Shaded text is the proposed new text.

7
Interworking Requirements at the O-ISN

An Outgoing Interface Serving (O-ISN) Node is used to transport calls from a BICC or ISUP network domain to a SIP network domain. 

By definition, "outgoing SIP" is qualified as SIP which is used between the Outgoing Interface Serving Node and the call terminating entity (entities) in the SIP network domain. Similarly, by definition, "incoming BICC/ISUP" is qualified as the BICC or ISUP protocol supported between the Outgoing Interface Serving Node and the preceding BICC or ISUP entity.

Editor Note:
The following paragraph is proposed by NWB061.

In the specific case that the incoming side of the O-ISN is BICC and that both outgoing (SIP) and incoming (BICC) sides of the O-ISN use the same media bearer technology with no media intermediary and with Bearer Control Tunnelling on the BICC side then the O-ISN shall (in addition to the procedures outlined within this section) follow the additional BICC specific procedures outlined in section 2.0 of annex A.
The Outgoing Interface Serving Node receives forward and backward signalling information from the "incoming BICC/ISUP" and "outgoing SIP" sides, respectively. After receiving this signalling information and performing appropriate call/service processing, the Outgoing Interface Serving Node may signal to subsequent SIP nodes or preceding BICC/ISUP entities for further call processing. In order to capture the signalling requirements, this subclause is organized into two subclauses  for forward and backward signalling interworking.

The scope of this section is based on the key assumptions: (a) the Outgoing Interface Serving Node delivers basic calls only; and (b) the calls are delivered to a SIP network domain that does not require equivalent PSTN/ISDN service interworking. The service annexes of this document will cover additional interworking specification related to specific PSTN/ISDN services, which may be required by other interworking network architectures.

Editor Note:
The following text is all new text for Annex-A.

1.0 Introduction

This annex contains additional inter workings to/from SIP which are particular to the BICC protocol.

2.0 Inter working BICC to/from SIP with common media bearer technology and BICC supports "Bearer Control Tunnelling"

If both BICC and SIP networks use the same media bearer technology,  there is no media intermediary and the BICC side uses bearer control tunnelling then the following procedures  apply.

For BICC CS2, the only defined Bearer Control Protocol carried by the Bearer Control Tunnelling mechanism is IP BCP (Q.1990). However, the procedures below apply equally to any future Bearer Control Protocol for which interworking with SDP and the SDP offer/answer procedures is defined.

2.1
Bearer Control Interworking

A Bearer Control Interworking function is assumed to exist which performs interworking between Bearer Control information (in the BICC Bearer Control Tunnelling Information Element) and SDP message bodies (in SIP messages). For IP BCP, the procedures for this interworking function are defined in section 3.1 of this annex ?..

2.1.1
Interworking from SDP offers to BICC Bearer Control Tunnelling information

On receipt of a SIP message containing an SDP offer, the Bearer Control Interworking function is used to generate a Bearer Control Protocol Data Unit for inclusion in a BICC message. The particular BICC message used depends on the procedures defined below.

The procedures of [SDP offer/answer] are used to determine the SIP message which should contain the SDP answer corresponding to this offer. Sending of this message is delayed until a BICC message has been received containing a Bearer Control Product Data Unit as described in 2.1.3.

2.1.2
Interworking from SDP answers to BICC Bearer Control Tunnelling information

On receipt of a SIP message containing an SDP answer, the Bearer Control Interworking function is used to generate a Bearer Control Protocol Data Unit for inclusion in a BICC message. The particular BICC message used depends on the procedures defined below.

2.1.3
Interworking from BICC Bearer Control Tunnelling information to SDP

On receipt of a BICC message containing a Bearer Control Protocol Data Unit, the Bearer Control Interworking Function is used to generate an SDP offer or answer for inclusion within a SIP message.

If the SDP is an SDP offer, then the particular SIP message used depends on the procedures defined below.

If the SDP is an SDP answer, then the SIP message sent is as identified in section 2.1.1 above.

2.2
Message mapping procedures

2.2.1
SIP to BICC  

2.2.1.1
Initial INVITE

On receipt of the INVITE, the I-IWF determines the Bearer Setup Procedure to be used on the BICC side. This depends on whether the INVITE contains an SDP offer:

· If the INVITE contains an SDP offer, then the I-IWF uses the ‘Per call bearer setup using bearer control tunnelling – fast forwards’ procedures defined in Q.1902.4. The INVITE is mapped to an IAM as described in Section 7 of the main body of this Recommendation.?.

· If the INVITE does not contain an SDP offer, then the I-IWF uses the ‘Per call bearer setup using bearer control tunnelling – backwards’ procedures defined in Q.1902.4. The INVITE is mapped to an IAM as described in Section 7? of the main body of this Recommendation..

2.2.1.2
APM

Subsequently, an APM message is received according to the procedures of Q.1902.4. This is mapped to a SIP 183 response to the initial INVITE.

2.2.1.3
PRACK

On receipt of a PRACK message responding to the 183 response sent in section 2.2.1.2, containing SDP the I-IWF shall send an APM message on the BICC side.

2.2.1.4
Further APM messages

On receipt of further APM messages on the BICC side, containing Bearer Control Tunnelling information which maps to an SDP offer, the I-IWF shall send an UPDATE request on the SIP side.

2.2.1.5 
UPDATE requests

On receipt of an UPDATE request on the SIP side, containing SDP, the I-IWF shall send an APM message on the BICC side.

2.2.1.6 200 OK(UPDATE) response

On receipt of a 200 OK(UPDATE) message in response to the UPDATE request sent as a result of section 2.2.1.4, containing SDP the I-IWF shall send an APM message on the BICC side.

2.2.2
BICC to SIP

2.2.2.1
Initial IAM

On receipt of an IAM, the O-IWF action depends on the Bearer Setup Procedure requested

2.2.2.1.1
Fast Forwards setup

In this case, the IAM contains Bearer Control Tunnelling information which maps to an SDP offer. An INVITE is sent containing this SDP offer.

2.2.2.1.2
Backwards

In this case, the IAM does not contain Bearer Control Tunnelling information. An INVITE is sent without SDP.

2.2.2.1.3
Delayed Forwards

In this case, the IAM does not contain Bearer Control Tunnelling information. An APM is returned according to the procedures of Q.1902.4.

Subsequently, an APM message is received containing Bearer Control Tunnelling information which maps to an SDP offer. An INVITE is sent containing this SDP offer.

2.2.2.2
Provisional response to INVITE

A provisional response to the INVITE may be received containing SDP which maps to a Bearer Control Protocol Data Unit. This is included as Bearer Control Tunnelling data within an APM message.

2.2.2.3 Subsequent APMs

On receipt of an APM message containing Bearer Control Tunnelling information, this information is mapped to an SDP offer or answer. In the case of an SDP offer, this is sent in an UPDATE message. In the case of an SDP answer, the procedures of 2.1.3 determine the SIP message to send.

2.3
Pre-conditions

Pre-conditions refer to the mechanisms used to determine when bearer setup is complete, including completion of any procedures within the bearer network not visible to the IWF.

Two forms of pre-condition exist: (i) relating to the set up of the bearer on the particular bearer link in question (ii) related to the set up of the bearer on previous links.

Pre-conditions of both kinds are handled on the SIP side using the mechanisms of [3 – (manyfolks)] which are based on attributes within the SDP.

Pre-conditions of type (i) are handled on the BICC side as follows:

· For fast/delayed forwards setup with Bearer Control Tunnelling, the existence of pre-conditions can be signalled forwards by indicating ‘notification required’ in the initial IAM. Subsequently, an APM message indicating ‘Connected’ is used to indicate that the bearer setup is complete.

· For backwards setup with Bearer Control Tunnelling, fulfilment of the precondition is assumed to be detected by the Bearer Control Protocol and reported to the terminating CSF.

Pre-conditions of type (ii) are handled on the BICC side by means of the COT mechanism as described in Q.1902.4.

Note that BICC provides mechanisms to indicate the existence and completion of pre-conditions from the O-ISN to the T-ISN, but not in the reverse direction – it is assumed that there are no (pre-ACM) procedures at the O-ISN that need to be delayed pending the completion of actions at the T-ISN.

The Bearer Control Interworking Function is responsible for processing precondition indications within the SDP and indicating to the BICC procedures when the above BICC mechanisms are required. The following indications may be passed from the Bearer Control Interworking Function to the BICC protocol procedures:

· Type (i) precondition required

· Type (i) precondition met

· Type (ii) precondition required

· Type (ii) precondition met

Similarly, when the BICC mechanism require preconditions to be signalled, a request is made to the Bearer Control Interworking Function to add the appropriate indications to SDP. The following indications mat be passed from the BICC protocol procedures to the Bearer Control Interworking Function:

· Type (i) precondition required

· Type (i) precondition met

· Type (ii) precondition required

· Type (ii) precondition met

2.3.1
Interworking type (i) preconditions

2.3.1.1
SIP to BICC

2.3.1.1.1
Fast-forwards setup

On receipt of the indication Type (i) preconditions required from the Bearer Control Interworking Function, the indication ‘Notification required’ shall be included in the outgoing IAM. (Note: this indication should not be received at any other time)

Subsequently, on receipt of the indication Type (i) preconditions met from the Bearer Control Interworking Function, an APM message shall be sent containing the indication ‘Connected’.

Editor’s note:
The Bearer Control Interworking Function will need to take care of the following things: (i) on receipt of the SDP offer containing preconditions, generate the Type (i) preconditions required indication (ii) on generation of the SDP answer, indicate that the IWF’s end of the preconditions have been met in that SDP and (iii) on receipt of SDP indicating that the preconditions have been completely met, it should generate the Type (i) preconditions met indication. 

Editor’s note:
For backwards setup, preconditions could appear in the SDP answer received from the SIP side in the PRACK. In this case the Bearer Control Interworking Function will just wait until SDP indicating pre-conditions met is received before actually mapping to IP BCP and forwarding to the BICC side.

2.3.1.2
BICC to SIP

2.3.1.2.1
Fast forwards setup

If the indication ‘notification required’ is received in the IAM, then the indication Type (i) precondition required is sent to the Bearer Control Interworking Function along with the Bearer Control Tunnelling Information in the IAM.

Subsequently, on receipt of an APM indicating ‘Connected’, then the indication Type (i) precondition met is sent to the Bearer Control Interworking Function.

Editor’s note:
These indications will cause the BCIWF to include/generate the appropriate SDP precondition attributes.

2.3.1.2.2
Backwards setup

No action is taken on receipt of the indications Type (i) preconditions required and Type (i) preconditions met.

Editor’s note:
The BCIWF may receive an SDP offer (say in 183) indicating preconditions, which it would signal to the BICC side (which does nothing, as above). The BCIWF can indicate pre-conditions met in the SDP answer, since on the BICC side receipt of the Bearer Control PDU indicates pre-conditions met.

2.3.1.2.3
Delayed Forwards

If the indication ‘notification required’ is received in the IAM, then the indication Type (i) precondition required is sent to the Bearer Control Interworking Function along with the Bearer Control Tunnelling Information received in the subsequent APM.

Subsequently, on receipt of an APM indicating ‘Connected’, then the indication Type (i) precondition met is sent to the Bearer Control Interworking Function.

2.3.2
Interworking type (ii) preconditions

2.3.2.1
SIP to BICCC

2.3.2.1.1 Fast forwards setup

On receipt of the indication Type (ii) preconditions required from the Bearer Control Interworking Function, the Nature of Connection indicators in the outgoing IAM shall be set to "Continuity check required on outgoing circuit". (Note: this indication should not be received at any other time).  

Subsequently, on receipt of the indication Type (ii) preconditions met from the Bearer Control Interworking Function, a COT message shall be sent with the continuity indicators set to "continuity check successful".

Editor’s note:
The Bearer Control Interworking Function will need to take care of the following things: (i) on receipt of the SDP offer containing preconditions, generate the Type (ii) preconditions required indication (ii) on generation of the SDP answer, indicate that the IWF’s end of the preconditions have been met in that SDP and (iii) on receipt of SDP indicating that the preconditions have been completely met, it should generate the Type (ii) preconditions met indication. 

Editor’s note:
For backwards setup, preconditions could appear in the SDP answer received from the SIP side in the PRACK. In this case the Bearer Control Interworking Function will just wait until SDP indicating pre-conditions met is received before actually mapping to IP BCP and forwarding to the BICC side.

2.3.2.2
BICC to SIP

2.3.2.2.1
Fast forwards setup

If the indication ‘continuity check required on outgoing circuit’ is received in the IAM, then the indication Type (ii) preconditions required is sent to the Bearer Control Interworking Function along with the Bearer Control Tunnelling Information in the IAM.

Subsequently, on receipt of COT message with continuity indicators indicating "continuity check successful", then the indication Type (ii) precondition met is sent to the Bearer Control Interworking Function.

Editor’s note:
These indications will cause the BCIWF to include/generate the appropriate SDP precondition attributes.

2.3.2.2.2
Backwards setup

No action is taken on receipt of the indications Type (ii) preconditions required and Type (ii) preconditions met.

Editor’s note:
The BCIWF may receive an SDP offer (say in 183) indicating preconditions, which it would signal to the BICC side (which does nothing, as above). The BCIWF can indicate pre-conditions met in the SDP answer, since on the BICC side receipt of the Bearer Control PDU indicates pre-conditions met.

2.3.2.2.3
Delayed Forwards

If the indication ‘continuity check required on the outgoing circuit’ is received in the IAM, then the indication Type (ii) precondition required is sent to the Bearer Control Interworking Function along with the Bearer Control Tunnelling Information received in the subsequent APM.

Subsequently, on receipt of a COT message with continuity indicators indicating "continuity check successful", then the indication Type (ii) precondition met is sent to the Bearer Control Interworking Function.

3.0 Bearer Control Interworking Function 

3.1 IPBCP/ SDP Bearer Control interworking function (BC-IWF)

This section defines the procedures associated with a Bearer Control Interworking Function which interworks IPBCP to/from SDP. In all cases the BC-IWF is a call stateful device.  This is particularly important in enabling the BC-IWF to manipulate precondition information it receives within SDP offers/answers and IPBCP messages.

The IPBCP/SDP Bearer Control Interworking function (BC-IWF) shall behave as follows:

3.1.1. SDP to IPBCP

3.1.1.1 Receipt of SDP offer.

On receipt of an SDP offer (as determined by the procedures within [(3-(RFCoffer-ans)]) the BC-IWF shall send a REQUEST message on the IPBCP side.  The REQUEST message contents shall be formatted as per the procedures in section 6 of Recommendation Q.1970.  Any SDP fields that cannot be directly carried within the SDP allowed within the IPBCP REQUEST message shall not be sent to the BICC side.  In addition, if the SDP offer contained any precondition media level attributes these shall be removed from the SDP sent to the IPBCP side.  Instead, if the BC-IWF receives a type (i) preconditions required indication (as defined by the procedures in section 2.3) then the procedures outlined in section 2.3.1 shall be followed with respect to the setting of indicators within the BICC IAM.  Furthermore, if SDP offer instead resulted in the BC-IWF receiving a type (i) preconditions met indication then the BC-IWF shall correlate receipt of this indication with receipt of a type (i) preconditions required indication in a previous offer for this call and the procedures outlined within section 2.3.1. with respect to type (i) preconditions met shall be followed.

3.1.1.2 Receipt of SDP answer

(i) IPBCP has previously sent a REQUEST message for which it has not yet received an answer.

On receipt of an SDP answer (as determined by the procedures within [3-(RFCoffer-ans)] the BC-IWF shall send an ACCEPTED message to the IPBCP side.  The ACCEPTED message contents shall be formatted as per the procedures of section 6 of Recommendation Q.1970. With the exception of media level attributes describing preconditions, if the SDP field is allowed to be included in the ACCEPTED message, it shall be included. 

If the SDP answer is received and the port number of the media stream that was being offered in the SDP offer is set to 0 then the BC-IWF shall send a REJECTED message to the IPBCP side.  The REJECTED message contents shall be formatted as per the procedures of section 6 of Recommendation Q.1970.  With the exception of media level attributes describing preconditions, if the SDP field is allowed to be included in the REJECTED message, it shall be included.

(ii) IPBCP has not previously sent a REQUEST message or has sent a REQUEST message for which an answer has been received.

On receipt of an SDP answer (as determined by the procedures within [3-(RFCoffer-answer)] the BC-IWF shall not send any message to the IPBCP side.

Editor's note:
This deals with the situation whereby a call is from BICC to SIP and conformation of SIP preconditions is requested in the 18x.  This results in an UPDATE being generated at the O-IWF with an SDP offer.  This SDP offer will produce an answer at the ASN which should not be inter-worked to the BICC side (since the SDP offer simply reports updates the status of preconditions).

3.1.2 IPBCP to SDP

3.1.2.1 Receipt of Request message

On receipt of an IPBCP REQUEST message, the BC-IWF shall construct and send an SDP offer in the first SIP message sent as a result of the interworking procedures defined in this Recommendation and as per the procedures relating to the sending of SDP offers in SIP defined within [3-(RFCoffer-ans)] [3-(RFC3261)].  The SDP fields contained within the IPBCP REQUEST message shall be included within the SDP offer.  If the BC-IWF receives a type (ii) preconditions required indication then the BC-IWF shall ensure that the SDP offer sent from the BC-IWF contains a "local" precondition (in the language of (3-(Manyfolks))).  The current status of this "local" precondition shall have a strength tag of "none" and a direction tag of "none".  The desired status of the local precondition shall be set to a strength of "mandatory" and a direction value of "sendrecv".   Additionally, the BC-IWF shall insert a corresponding remote precondition with a desired status of strength-tag = none and direction-tag = none.  The BC-IWF is responsible for storing the state of all preconditions during the duration of the call.

If, in the period between sending this offer and sending the last offer, the BC-IWF receives a type (ii) precondition met indication then the BC-IWF shall correlate receipt of this precondition status information with the value of the "local" precondition tag which it inserted on receipt of the type (ii) precondition required indication received in a previous IPBCP REQUEST message.  The BC-IWF shall set the current status of this precondition equal to the desired status before sending out the SDP offer containing the updated current status.

3.1.2.2 Receipt of Accepted message

On receipt of an IPBCP ACCEPTED message, the BC-IWF shall construct and send an SDP answer in the first SIP message sent as a result of the interworking procedures defined in this Recommendation and as per the procedures relating to the sending of SDP answers defined within [3-(RFCoffer-ans)] and [3-(RFC3261)].  The SDP fields contained within the IPBCP ACCEPTED message shall be included within the SDP answer.  Additionally, the BC-IWF shall include any SDP relating to the status of the preconditions SDP sent within the SDP offer that was interworked to the REQUEST message responsible for generating this ACCEPTED message.  In particular, if the BC-IWF has received a type (i) preconditions required indication in the SDP offer which generated the REQUEST message responsible for this ACCEPTED message then the BC-IWF shall add in precondition SDP to update the current (and desired status (if necessary)) of the type (i) preconditions.  The procedures used to respond to the SDP received in the previous SDP offer correlated with this answer are described fully in (3-[Manyfolks]).

3.1.2.3 Receipt of Confused message

On receipt of the CONFUSED message, the BC-IWF shall follow the procedures outlined within Q.1970.

Editor's note:
The "confused" message is a compatibility mechanism which is part of the IPBCP protocol itself and has no parallel in SDP.  The procedures in IPBCP say that on receipt of this message the BC-IWF could re-attempt the bearer establishment or may instead report the compatibility problem to a control entity to decide what action (e.g. releasing the call) to take.  This may result in autonomous REL resulting at the BICC layer  - the REL would of course effect the SIP network and would be covered in the procedures relating to autonomous release at the IWF.

3.1.2.4 Receipt of Rejected message.

On receipt of the REJECTED message, the BC-IWF shall send an SDP answer in the first available SIP message.  The SDP answer shall be constructed using the SDP fields present in the REJECTED message however, the BC-IWF shall set the port number for the media stream to the value 0.

ANNEX‑B

ANNEX‑B. ISUP Specific Interworking for Basic Call

ANNEX‑C.1~C.N

Interworking for ISDN Supplementary Services

Editor’s Note:
There are probably multiple service‑specific annexes, which can be Annex C.1, Annex C.2, etc.

ANNEX C.1

ANNEX C.1 Interworking of CLIP/CLIR Supplementary service to SIP networks.

CLIP/CLIR is defined within Q.731.3 and Q.731.4 respectively  As per the interworking recommendations sections of Q.731.3 and Q.731.4, CLIP/CLIR services are only to be interworked between trusted nodes - that is before passing any CLIP/CLIR information over the SIP/ISUP boundary the IWF must satisfy itself that the nodes to which the information is to be passed are trusted.   Tables C.1A and C.1B below specify the inter working required when the caller invokes CLIR and/or when the called party invokes the CLIP service.  This inter working is essentially the same as that defined in section 8.1.1 table 22 and section 7.1.1.2 table 17 for basic call and differs only in that if the CLIR service is invoked the "Address Presentation Restriction Indicator (APRI)" (in the case of ISUP to SIP calls) or the privacy tag of the "calling" Remote-Party-ID header field (in the case of SIP to ISUP calls) is set to the appropriate "restriction/privacy" value.  In the specific case of ISUP originated calls, use of the CLIP service additionally requires the ability to determine whether the number was network provided or provided by the access signalling system.  These differences and how they modify the "basic call" interworking previously described are shown in Table C.1A (for ISUP to SIP calls) and Table C.1B (for SIP to ISUP calls).

Table C.1B INVITE to IAM Mapping for CLIP/CLIR Supplementary services

	INVITE (Incoming to I-ISN)
	IAM (Outgoing from I-ISN)
	
	Additional Information

	Component
	Header/field
	Token/value
	Parameter
	Indicators
	

	Request-line
	
	
	IAM BICC-STC-Instance
	
	

	
	Method:
	
	
	
	

	
	Request-URI
	SIP-URI =

+CC-NCD-SN@hostportion
	Called Party Address parameter
	Odd/even Ind.= {Follow number of address signals}


Nature of address Ind.= If+CC is equal the CC of the country where the ISN is located

                  ( national            

If other CC (international

INN Ind.=


Numbering plan Ind..= ISDN/Telephony (E.164) (by default)


Address signal={Translate <SIP-URI | TEL-URI>}
	

	
	SIP-Version
	
	
	
	

	
	
	
	Nature of Connection


	
Satellite Ind.:  = “no satellite circuit”


Continuity check Ind.= “COT to be expected”


Echo control device Ind.=)
	

	
	
	
	Forward Call Indicators


	
National/international call Ind.=


End-to-end method Ind.= “no end-to-end method available”


Interworking Ind.= “interworking encountered”


ISUP/BICC Ind.= “ISUP/BICC not used all the way”

ISUP/BICC preference Ind.= “ISUP/BICC preferred all the way”


ISDN access Ind.= “originating access non-ISDN”


If BICC => SCCP method Ind.= “no indication”


If ISUP => SCCP method Ind.= {Follow service requirement}
	

	
	
	
	Calling Party’s Category parameter


	
{Follow provisioned data})
	

	
	
	
	Transmission Medium Requirement


	
(Follow SDP analysis; TBD})
	

	Message-header
	
	
	
	
	

	
	P_Asserted-Identity:
	
“ addr-spec ”


<SIP-URI | TEL-URI>

SIP-URI =

+CC-NCD-SN@hostportion
	Calling Party Number (


	
Odd/even Ind.= {Follow number of address signals}


Nature of address Ind.= If+CC is equal the CC of the country where the Point of interworking is located then       ( national            

If other CC         (international

Number incomplete Ind.= complete


Numbering plan Ind.= ISDN/Telephony (E.164)

Address Presentation Restricted Indicator (APRI):

If CLIR service has been invoked by the access signalling system then there are 2 options:

If priv-value = "header", "session", "critical" or "id"
                     presentation restricted. 

if priv-value = "none" or no Privacy Header is included 
                     presentation allowed. 


Screening Ind.=user provided verified and passed


Address signal= ={Translate <SIP-URI | TEL-URI>}


	Comment (RJ) IETF mention only that if the priv-value is "id" then the Network Asserted Identity is to keep restricted, but from my understanding the other Priv-values "header", "session", "critical" also requesting a privacy ( therefore the APRI should also set to restricted.

	
	From:
	
“Display-name”


<SIP-URI | TEL-URI>


tag=UUID

SIP-URI =

+CC-NCD-SN@hostportion
	Calling Generic No  parameter (


	Number Qualifier Indicator = Additional Calling Party number

Odd/even Ind.= {Follow number of address signals}


Nature of address Ind.= If +CC is equal the CC of the country where ISN is located

                  ( national            

If other CC (international


Number incomplete Ind.= complete


Numbering plan Ind.= ISDN/Telephony (E.164)

Address Presentation Restricted Indicator (APRI):

If CLIR service has been invoked by the access signalling system then there are 2 options:

If priv-value ="header", "session", "critical" 
                     presentation restricted. 

Screening Indicator:

            User Provided, not verified

f priv-value ="none" or/and "id"
                     presentation allowed. 

Screening Indicator:

            User Provided, not verified


Address signal={Translate <SIP-URI | TEL-URI>}


	

	
	
	
“Display-name”


<SIP-URI | TEL-URI>


tag=UUID

SIP-URI =

"dumy" e.G. gw.itu.int or +CC@hostportion


	Calling Party Number network provided.


	
Odd/even Ind.= {Follow number of address signals}


Nature of address Ind.= If+CC is equal the CC of the country where the Point of interworking is located

                  ( national            

If other CC (international

Number incomplete Ind.= complete


Numbering plan Ind.= ISDN/Telephony (E.164) (by default)

Address presentation restricted Ind presentation follow operator demands


Screening Ind.={networkprovided


Address signal= Network provided address digits }
	Comment (RJ)

operator demands could be that in general network provided numbers are displayed or not.

	
	To:
	
“Display-name”


<SIP-URI | TEL-URI>

SIP-URI =

+CC-NCD-SN@hostportion
	At the Basic call the to Header Field is the same as the Request URI:

If the to header field is diffrent to the request URI then a Service invocation (e.g. Call Forwarding) within the SIP network was done. ( Question is if this case should be taken into account for Basic Call? 

The to header field includes the Original Called Number, therefore in the case that issue should be considered a mapping to the OCN ISUP (BICC) parameter should be done. 


	
	

	
	Call-ID:
	
	
	
	

	
	Cseq:
	
	No interworking.
	
	

	
	--- See Error! Reference source not found. for other incoming headers.
	
	
	
	

	
	Content-Type:
	application/sdp
	
	
	

	 
	Content-length:
	(…)
	No interworking.
	
	

	
	CRLF
	No interworking
	
	
	

	Message-body
	
	If BICC, see BICC Annex
	
	
	

	(Session description)
	v=
	0
	
	
	

	
	0=
	username> <session-id> <version> <network-type> <address-type> <address>
	
	
	

	
	s=
	<session-name>
	
	
	

	
	i=
	
	
	
	

	
	u=
	
	
	
	

	
	e=
	
	
	
	

	
	p=
	
	
	
	

	
	c=
	<network-type> <address-type> <connection-address
	
	
	

	
	b=
	
	
	
	

	
	z=
	
	
	
	

	
	k=
	
	
	
	

	
	a=
	
	
	
	

	(Time description)
	t=
	t= <start-time> <stop-time>
	
	
	

	
	r=
	
	
	
	

	(Media description)
	m=
	m= <media> <port> <transport> <fmt-list>

a=


	TMR parameters ({TBD}


)
	
	

	
	i=
	
	
	
	

	
	c=


	
	
	
	

	
	b=
	
	
	
	

	
	k=
	
	
	
	

	
	a=
	
	
	
	


Comment: delete complete table.

	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Table C.1A IAM (Calling Party Number parameter) to INVITE Mapping for CLIP/CLIR Supplementary services

	IAM (Incoming to O-ISN)
	INVITE (Outgoing from O-ISN)
	Remarks

	Parameters
	Indicators
	Component
	Header/field
	Token/value
	

	
	IAM BICC-STC-Instance
	Request-Line
	
	INVITE SIP-URI SIP/2.0
	

	Message Type
	=IAM
	
	Method
	INVITE
	

	Called Party Number
	 (


Odd/even Ind.= {Follow number of address signals}


Nature of address Ind.= 


INN Ind.=


Numbering plan Ind.=


<Address signal>


	
	Request-URI
	User=”Routing Number”
	

	
	
	
	
	Host:port = “FQDN of ASN”:
	

	
	
	
	SIP-Version
	
	

	Nature of Connection
	 (

Satellite Ind.:  = “any value” [no I/W]

Continuity check Ind.= “no COT to be expected”/"COT to be expected"

Echo control device Ind.=


	
	
	
	

	Forward Call Indicators
	 (


National/international call Ind.=


End-to-end method Ind.= "any value" [no I/W]


Interworking Ind.=


ISUP/BICC Ind.=


ISUP/BICC preference Ind.=”


ISUP/BICC preference Ind.=


ISDN access Ind.=


If BICC => SCCP method Ind.= “no indication”


If ISUP => SCCP method Ind.=


	
	
	
	

	
	
	
	
	
	

	Transmission Medium Requirement 
	 (


)


	
	
	
	

	
	
	Message-header
	
	
	

	Calling Party Number
	(


Odd/even Ind.= {Follow number of address signals}


Nature of address Ind.=
 



national (signficant number)

                        
international number


Number incomplete Ind.= complete


Numbering plan Ind.= ISDN/Telephony (E.164)

             (no other numbering plans indicated within the NPI   field of ISUP are inter worked to SIP).


Address presentation restricted Ind.= 





presentation allowed

  



presentation restricted



Screening Ind.=





user provided verified and passed


Address signal=


	
	P_Asserted-Identity:

only if CdPN is user provided verified and passed

Privacy-hdr  = 


	
“ addr-spec ”


<SIP-URI | TEL-URI>


<{Translate Address-signal to (SIP-URI | TEL-URI)>

SIP-URI =

+CC-NCD-SN@hostportion

If  NoA is national (significant number) the CC shall be the Contry Code of the Country were the IWF is located.

If NoA is international number the CC is directly mapped to the SIP URI. 

"Privacy"

priv-value= "id" if APRI= presentation restricted

priv-value="none" if APRI= presentation allowed


	

	Calling Party Number
	(


Odd/even Ind.= {Follow number of address signals}


Nature of address Ind.=
 



national (signficant number)

                        
international number


Number incomplete Ind.= complete


Numbering plan Ind.= ISDN/Telephony (E.164)

             (no other numbering plans indicated within the NPI   field of ISUP are inter worked to SIP).


Address presentation restricted Ind.= 





presentation allowed

  



presentation restricted
Screening Ind.=





network provided


Address signal=


	
	 If CdPN is network provided and no additional calling party number is included map to From header if additional calling party no is included discard CgPN 

Privacy-hdr  =
	
"


“Display-name”


<SIP-URI | TEL-URI


Format SIP URI 

SIP-URI =

+CC-NCD-SN@hostportion

If  NoA is national (significant number) the CC shall be the Contry Code of the Country were the IWF is located.

If NoA is international number the CC is directly mapped to the SIP URI.
priv-value= "header" if APRI= presentation restricted

priv-value="none" if APRI= presentation allowed
	

	Generic Number Parameter:
	Number Qualifier Indicator = Additional Calling Party number

Nature of Address indicator = National (sign.) number OR International number.

Number incomplete Indicator = complete.

NPI = ISDN / Telephony (E.164)

(no other numbering plans indicated within the NPI   field of ISUP are inter worked to SIP).

APRI=Presentation restricted 

APRI=Presentation allowed

Screening Indicator:

            User Provided, not verified.
	
	From:

Privacy-hdr  =


	
“Display-name”


<SIP-URI | TEL-URI


Format SIP URI 

SIP-URI =

+CC-NCD-SN@hostportion

If  NoA is national (significant number) the CC shall be the Contry Code of the Country were the IWF is located.

If NoA is international number the CC is directly mapped to the SIP URI.
"Privacy"

priv-value= "header" if APRI= presentation restricted

priv-value="none" if APRI= presentation allowed


	

	Called Party Number
	 (


Odd/even Ind.= {Follow number of address signals}


Nature of address Ind.= 


INN Ind.=


Numbering plan Ind.=


<Address signal>


	
	
	To: 


<{Translate Address-signal to (SIP-URI | TEL-URI)>

SIP-URI =

+CC-NCD-SN@hostportion
	

	
	
	
	Call-ID:
	
	

	
	
	
	
	--- See Error! Reference source not found. for other incoming headers.
	

	
	
	
	Content-Type:
	application/sdp 
	

	
	
	
	Content-length:
	 (…)
	

	
	
	Message-body
	
	
	

	
	If BICC, see BICC Annex.
	
	
	v=0

o= <username> <session-id> <version> <network-type> <address-type> <address>

s= <session-name>

c= <network-type> <address-type> <connection-address>

b=

t= <start-time> <stop-time>

a=


	

	
	If ISUP => TMR parameters (


)
	
	
	m= <media> <port> <transport> <fmt-list>

a=


	

	
	If BICC, see BICC Annex.
	
	
	
	


Comment: delete complete table.

	
	
	
	
	


	
	
	
	
	


	ANM (Incoming to O-ISN)
	200 OK (Outgoing from O-ISN)
	Remarks

	Parameters
	Indicators
	Component
	Header/field
	Token/value
	

	
	IAM BICC-STC-Instance
	Request-Line
	
	INVITE SIP-URI SIP/2.0
	

	Message Type
	=ANM
	
	Method
	INVITE
	

	
	
	
	Request-URI
	User=”Routing Number”
	

	
	
	
	
	Host:port = “FQDN of ASN”:
	

	
	
	Message-header
	Via:
	
	

	
	
	
	From:
	
“Display-name”


<SIP-URI | TEL-URI>


tag=UUID

SIP-URI =

+CC-NCD-SN@hostportion
	

	
	
	
	To:
	“Display-name”


<SIP-URI | TEL-URI>

SIP-URI =

+CC-NCD-SN@hostportion
	

	
	
	
	Call-ID:
	
	

	
	
	
	Cseq:
	
	

	Backward call indicators  
	(


Charge Ind.=


Called party’s status Ind.= “Subscriber free”


Called party’s category Ind.=


End-to-end method Ind.=


Interworking Ind.=


End-to-end info Ind.=


ISUP/BICC Ind.=


Holding Ind.=


ISDN access Ind.= 


Echo control device Ind.=


SCCP method Ind.=

)
	
	SIP-Version
	
	

	Optional backward call indicators 
	 (


In-band info Ind.=


Call diversion may occur Ind.=


Simple segmentation Ind.=


MLPP user Ind.=

)
	
	SIP-Version
	
	

	Connected number
	
Odd/even Ind.= {Follow number of address signals}


Nature of address Ind.=
 



national (signficant number)

                        
international number


Numbering plan Ind.= ISDN/Telephony (E.164)

             (no other numbering plans indicated within the NPI   field of ISUP are inter worked to SIP).


Address presentation restricted Ind.= 





presentation allowed

  



presentation restricted




Address not avail.





spare


Screening Ind.=




network provided




User Provided, not verified.

            
User Provided, verified and passed.

            
User provided, verified and failed.


Address signal=


	
	P_Asserted-Identity:

only if Connected Number is user provided verified and passed

Privacy-hdr  = 


	
“ addr-spec ”


<SIP-URI | TEL-URI>


<{Translate Address-signal to (SIP-URI | TEL-URI)>

SIP-URI =

+CC-NCD-SN@hostportion

If  NoA is national (significant number) the CC shall be the Contry Code of the Country were the IWF is located.

If NoA is international number the CC is directly mapped to the SIP URI. 

"Privacy"

priv-value= "id" if APRI= presentation restricted

priv-value="none" if APRI= presentation allowed


	

	
	
	
	
	--- See Error! Reference source not found. for other incoming headers.
	

	
	
	
	Content-Type:
	application/sdp 
	

	
	
	
	Content-length:
	 (…)
	

	
	
	Message-body
	
	
	

	
	If BICC, see BICC Annex.
	
	
	v=0

o= <username> <session-id> <version> <network-type> <address-type> <address>

s= <session-name>

c= <network-type> <address-type> <connection-address>

b=

t= <start-time> <stop-time>

a=


	

	
	If ISUP => TMR parameters (


)
	
	
	m= <media> <port> <transport> <fmt-list>

a=


	

	
	If BICC, see BICC Annex.
	
	
	
	


ANNEX C.2

ANNEX C.2 Interworking of COLP/COLR Supplementary service to SIP networks.

COLP/COLR is defined within Q.731.5 and Q.731.6 respectively.  

C.2.1
Forwards inter working

C.2.1.1
IAM to INVITE inter working (ISUP to SIP calls)

The BICC/ISUP to SIP inter working node determines that the COLP service has been requested by the calling party by parsing the “Optional Forward Call Indicators” field of the incoming IAM.  If the “Connected Line Identity Request indicator” is set to “requested” then the BICC/ISUP to SIP inter working node SHALL ensure that any backwards “called party” information is inter worked to the appropriate parameters of the ISUP ANM or CON message sent backwards to the calling party as detailed within this service annex.  No additional mapping (over and above that of “basic call”) is specified within this service annex for IAM to INVITE mapping.

C.2.1.1
INVITE to IAM inter working (SIP to ISUP calls).

In the case of SIP to ISUP calls the incoming SIP outgoing ISUP node shall determine (via local) policy whether or not the calling subscriber is subscribed to the COLP service (e.g. via database dip).  If the calling subscriber has indeed subscribed to the COLP service then the SIP toBICC/ISUP inter working node shall  invoke the COLP service on behalf of the SIP node by setting the “Connected Line Identity Request indicator” parameter of the “Optional forward call indicator” of the IAM to “requested”.  No additional mapping (over and above that of “basic call”) is specified within this service annex for INVITE to IAM mapping.

C.2.2
Backwards inter working

C.2.2.1
200 OK (INVITE) to ANM inter working

Table C.2A specifies the inter working required in the case when the calling party has invoked the COLP service.  The table also indicates the inter workings (in addition to those specified within the “basic call” section of this document) required if the calling party has invoked the COLP service and the called party may or may not invoke the COLR service.

C.2.2.2
ANM to 200 OK (INVITE)

Table C.2B specifies the inter working required in the case when the COLP has been automatically requested on behalf of the originating SIP node.  The table also indicates the inter workings (in addition to those specified within the “basic call” section of this document) required if the COLP service has been invoked and the called party may or may not have invoked the COLR service.

Editor’s note:
Pages in this Section Break are Landscape for tables.

Editor’s note:
Contents of the following tables should be reformatted to the new format. Please do not contribute using the old table format

Table C.2A 200 OK (INVITE) to ANM - Additional Mapping for COLP/COLR Supplementary services

	200 OK (INVITE)
(Outgoing side of SN) Headers
	
	ANM (Incoming side of SN) 
Parameters and Indicators
	
	Remarks

	Remote-Party-ID:

     display-name(optional): set to <text string identifying connected party> 

     addr-spec: <Translate Address-signal to (SIP URL | TEL URL)>

     rpi-pty-type: <called> or <additional called no>

    rpi-id-type:  <subscriber> 

(or if “additional called no” this can be set to <alias> 

     rpi-screen : “yes” or “no”

  privacy: set to <full> or <full-network>  or <off>

Anonymity: If privacy field within Remote-Party-ID header field has been set  to “full” or “full-network” then set privacy tag of the anonymity header field associated with this Remote-Party-ID will be set as:

      Privacy-tag: set to <ipaddr>
	
	For the case of the Called Remote-Party-ID containing an rpi-screen parameter = “yes”

Connected Party Number: 

   Nature of Address indicator : Determined by ISUP/BICC procedures.

     NPI:  ISDN / Telephony (E.164)

     APRI: If “privacy” field of Remote-Party-ID is set                to “full” or “full-network” set to:

              “Presentation restricted”

     Otherwise set to:

               “Presentation allowed”.

 SI :  user provided, verified and passed. 

 If both a “called” and “additional called” Remote-Party-ID header (and both contain an rpi-screen parameter set to “yes”) is present then the following mappings are used.

Generic number:  (mapped from the “additional called no” Remote-Party-ID.

      NQI:   Additional connected no.

     Nature of Address indicator : Determined from BICC/ISUP procedures.

     NPI:  ISDN / Telephony (E.164)

     APRI: If “privacy” field of Remote-Party-ID is set                to “full” or “full-network” set to:

              “Presentation restricted”

     Otherwise set to:

               “Presentation allowed”.

     SI :  User provided, verified and passed

Connected Party Number:  

(mapped from the “called” Remote-Party-ID).

     Nature of Address indicator : Determined by BICC/ISUP procedures.

     NPI:  ISDN / Telephony (E.164)

     APRI: If “privacy” field of Remote-Party-ID is set                to “full” or “full-network” set to:

              “Presentation restricted”

     Otherwise set to:

               “Presentation allowed”.

 SI :  User provided verified and passed

If there is no Remote-Party-ID parameter of type called party no.

Connected Party No:

NOA: Determined by BICC/ISUP procedures.

NPI: ISDN/Telephony (E.164)

APRI: set to “address not available”

SI:  Don’t care scenario - see NOTE 3

If there is no Remote-Party-ID parameter of type “additional called no” present then

Generic No:

NQI:  Additional connected party no.

NOA: Defined by BICC/ISUP procedures.

NPI:  ISDN/Telephony (E.164)

APRI:  set to “address not available”

SI :   Don’t care scenario - see NOTE 3
	
	1. To determine the content of all other header fields within the 200OK (INVITE) message when COLR has been invoked (and hence privacy field of Remote-Party-ID header has been set to “full” or “full-network”) reference must be made to the SIP privacy draft (part of SIP-Profile-A).

2. Note that when a call is originated in the SIP network (or traverses or terminates in the SIP network) all number information is in full international format. This is to ensure that if the call traverses multiple countries while in the SIP network that these number parameters will have the appropriate global scope.

3. In this case, the APRI indicates that there is no addressing information available in the connected party no.  Given this lack of info, the value of the SI is a “don’t care” situation.

4.  In all cases if the rpi-screen parameter of a Remote-Party-ID header is set to “no” then no mapping to the relevant connected party or generic number parameters occurs.


Table C.2B ANM to 200 OK (INVITE) - Additional Mapping for COLP/COLR Supplementary services

	ANM (Outgoing side of SN) Headers
	
	200 OK (Incoming side of SN) Parameters and Indicators
	
	Remarks

	Connected Party Number: 

      NQI:   {As determined by ISUP node}

     Nature of Address indicator : { As determined by ISUP node}

     NPI:  {As determined by ISUP node}

     APRI: {As determined by ISUP node}

     SI :  {As determined by ISUP node}

Generic Number

NQI: { As determined by ISUP node}

NOA: {As determined by ISUP node}

 NPI:  {As determined by ISUP node}

  APRI: {As determined by ISUP node}

   SI : {As determined by ISUP node}

(previous row, continued)
	
	If ANM contains only a “Connected Party No” then provided the APRI is not set to “address not available” include the following Remote-Party-ID header in the 200 OK.

Remote-Party-ID:

     display-name(optional): set to <text string identifying connected party> 

     addr-spec: <Translate Address-signal to (SIP URL | TEL URL)>

     rpi-pty-type: set to <called>

     rpi-id-type: set to <subscriber>

If SI in IAM indicates “network provided” or “user provided, verified and passed” set 

     rpi-screen :  set to “yes” 

else set 

     rpi-screen : set to “no”.

If the APRI is set to “presentation restricted” then    

        privacy: set to <full>

If the APRI is set to “presentation allowed” then set 

   privacy: set to <off>

If the Connected Party No received in the ANM did contain an APRI with a value of “address not available” Connected Party No is not mapped to any Remote-Party-ID header field.

If ANM contains both a “Connected Party No” and a Generic number with a NQI set to “additional connected number” then, in addition to mapping specified above, the ISUP-SIP inter working point shall add the following Remote-Party-ID header (provided the APRI within the additional connected party no is not set to APRI = “address not available).

(Continued in next row)

Remote-Party-ID: (Mappings obtained from “Generic No”)

     display-name(optional): set to <text string identifying connected party> 

     addr-spec: <Translate Address-signal to (SIP URL | TEL URL)>

     rpi-pty-type: set to < additional called>

     rpi-id-type: set to <subscriber>

If SI in IAM indicates “network provided” or “user provided, verified and passed” set 

     rpi-screen :  set to “yes” 

else set 

     rpi-screen : set to “no”.

 If the APRI is set to “presentation restricted” then    

        privacy: set to <full>

If the APRI is set to “presentation allowed” then set 

   privacy: set to <off>

If the additional connected party no does contain an APRI = “address not available” then the additional connected party no is not mapped to any Remote-Party-ID header field.

In all cases, each Remote-Party-ID header shall have a corresponding Anonymity header as specified below:

Anonymity: If privacy field within Remote-Party-ID header field has been set  to “full” or “full-network” then set privacy tag of the anonymity header field associated with this Remote-Party-ID as:

      privacy-tag: set to <ipaddr>
	0F
	1. To determine the content of all other header fields within the 200OK (INVITE) message when COLR has been invoked (and hence privacy field of Remote-Party-ID header has been set to “full” or “full-network”) reference must be made to the SIP privacy draft (part of SIP-Profile-A).

2. Note that when a call is originated in the SIP network (or traverses or terminates in the SIP network) all number information is in full international format (the inter working node must perform this conversion). This is to ensure that if the call traverses multiple countries while in the SIP network that these number parameters will have the appropriate global scope.




Annex D

Interworking scenarios between SIP and BICC

A.1
Scope

This annex defines typical interworking scenarios between BICC/ISUP and SIP. ISDN Access flows are included for informational purposes only.

A.2
Definitions

The vertical boxes represent two entities: BICC and IWF (SIP-BICC Interworking Function).

The vertical dashed lines represent the access interface. Each access interface supports a single access type: ISDN or SIP-NNI.

Solid horizontal arrows represent signalling messages and indicate their direction of propagation, i.e. to or from the interworking function. The interaction of messages shown along the vertical represent increasing time in the downward direction. All events on the same vertical line are related, e.g. an incoming message causes voice-path connections and triggers an outgoing message. Events on different vertical lines are not related unless connected by dashed lines. A dashed line indicates that an incoming message may trigger an event at a later time.

Wavy horizontal arrows (~~>) represent tones or announcements sent in-band.

Timers are represented as vertical arrows.

For call control the following symbols are used within the vertical boxes to indicate the relationship between the incoming and outgoing messages and the call control action taken.
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Figure A.1/Q.1912.SIP – Example of a call flow or "arrow" diagram

A.3
Abbreviations

A.4
Methodology

Call flow or "arrow" diagrams are provided to show the temporal relationships between signalling messages during execution of a call control procedure. The general format of an arrow diagram is shown in Figure A.1.

The main part of the Recommendation takes precedence over this annex.

A.5
Interworking of SIP accesses to BICC

Subclauses A.5.1 and A.5.2 contain information relevant to basic call control. The call flow diagrams are divided into functional subclauses:

· successful call set-up procedures;

· unsuccessful call set-up procedures;

· release procedures;

· simple message segmentation procedures.

Editor’s Note:
The following subsections show possible sequences of messages. Other scenarios may be added later as identified.

A.5.1
Incoming Call – BICC to SIP

A.5.1.1
Successful call set-up procedures/call flow diagrams for basic call control

A.5.1.1.1 
Backwards BICC Bearer Setup, SIP Preconditions used

Figure A.2 shows a sequence of messages for successful call set-up for an incoming call from BICC to SIP. In this example, the IWF indicates mandatory local sendrecv preconditions in the INVITE. The IWF then sends the UPDATE message upon completion of bearer setup, any local resource reservation and reception of a COT message (if the IAM indicated ‘COT on Previous’). The UPDATE message will confirm that local preconditions have been met. It is assumed that a SIP “Proxy” will be responsible for protecting against fraudulent use of the user plane.
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Figure A.2/Q.1912.SIP – Successful basic call setup from BICC to SIP

A.5.1.2
Unsuccessful call set-up procedures/call flow diagrams for basic call control

FFS

A.5.1.3
Release procedures/call flow diagrams for basic call control

A.5.1.3.1
Normal call release procedure, backwards bearer set-up

Figure A.3 shows a normal call release procedure initiated from the BICC side of the call. This call flow assumes that no resource reservation teardown signaling is required on the SIP side of the call.
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Figure A.3/Q.1912.SIP – Normal call release from BICC to SIP

A.5.1.4
Simple segmentation procedures/call flow diagrams for basic call control

FFS

A.5.2
Outgoing Call – SIP to BICC

A.5.2.1
Successful call set-up procedures/call flow diagrams for basic call control

A.5.2.1.1
SIP Preconditions used, backwards BICC bearer setup, non-automatic answer

Figure A.4 shows the sequence of messages for successful call set-up for an outgoing call from SIP to BICC. In this sequence, the SIP side indicates mandatory local resource reservation (such as sendrecv) in the INVITE. The IAM (with ‘COT on Previous’ indication) is sent by the IWF once the initial INVITE is received, and a COT message is sent once the SIP side has reserved resources for the call (confirmed in the UPDATE). It is assumed that a SIP “Proxy” will be responsible for protecting against fraudulent use of the user plane.

[image: image4.wmf]IWF

BICC

ISDN Access

SIP

-

NNI

BYE

200 OK (BYE)

REL

RLC

DISC

REL

REL COMP

Bearer Release Req.

Bearer Release 

Ack

.


Figure A.4/Q.1912.SIP - Successful basic call setup from SIP to BICC

A.5.2.2
Unsuccessful call set-up procedures/call flow diagrams for basic call control

FFS

A.5.2.3
Release procedures/call flow diagrams for basic call control

A.5.2.3.1
Normal call release procedure, backward bearer set-up

Figure A.5 shows a normal call release procedure initiated from the SIP side of the call. This call flow assumes that no resource reservation teardown signaling is required on the SIP side.
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Figure A.5/Q.1912.SIP – Normal call release from SIP to BICC

A.5.2.4
Simple segmentation procedures/call flow diagrams for basic call control
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APPENDIX‑1

Appendix‑1 Capabilities and Services Supported by ISUP and BICC

Editor’s Note:
The capabilities and services supported by ISUP and BICC have been documented in various normative ITU‑T Recommendations. They are listed in this appendix to aid the editor tracking the interworking specification. This appendix will be removed prior to determination.

The BICC/ISUP protocols provide a large set of signalling capabilities to support a diverse set of PSTN/ISDN/IN services. These signalling capabilities or procedures are in turn supported by sets of signalling information, which may be encoded in a number of messages, parameters and indicators. Grouping the signalling information by the signalling procedures provide the initial step to determine if the signalling information need to interwork across different signalling system. See Table 36 for the list of services or procedures to be used in this Recommendation for grouping the BICC/ISUP signalling information. The capabilities acronyms will be used to tag various signalling information under consideration for interworking.

In addition to defining supported capability sets, another factor of determining the relevance of signalling information for interworking depends on the network architecture where the interworking nodes locate. The main text of this Recommendation (Q.1912.SIP) documents the interworking for “Profile‑A” presented in the TRQ.BICCSIP. The scope of Profile‑A is limited to architecture of interconnecting the BICC/ISUP network with the SIP network serving as an access network for terminal end-points. It should be possible to provide additional interworking specification annexes to the main text of this Recommendation as more service profiles are studied for various architectural applications.

Table 36: Listing of Capabilities Supported by BICC/ISUP

	This Table 36 spans across multiple pages.
	
	
	

	Capabilities Acronyms
	Capabilities
	BICC References
	ISUP References
	ITU-T Pub-YR

	Basic-CS
	Basic Call Set-up
(speech, 3.1 KHz audio, 64 Kbps unrestricted, multirate, N x 64 Kbps, En bloc/overlap addressing and continuity indication)
	Q.1902
	Q.764
	

	Basic-CS-BICC
	Basic-CS: BICC specific
(BAT).
	Q.1902
	NA
	

	Basic-CS-Charging
	Charging information (national).
	Q.1902
	Q.764
	

	Basic-CS-CODN
	CODEC Negotiation
	Q.1902
	NA
	

	Basic-CS-Collect
	Call collect request.
	Q.1902
	Q.764
	

	Basic-CS-CPG
	Call progress.
	Q.1902
	Q.764
	

	Basic-CS-CSI
	Carrier Selection identification (national)
	Q.1902
	Q.764
	

	Basic-CS-DSS1
	Access delivery indication, HL compatibility, ATP, etc.
	Q.1902
	Q.764
	

	Basic-CS-ECH-D
	Enhanced/dynamic echo control.
	NA
	Q.764
	

	Basic-CS-ECH-S
	Simple echo control.
	Q.1902
	Q.764
	

	Basic-CS-Fail
	Unsuccessful Call Setup, T&A, incomplete address.
	Q.1902
	Q.764
	

	Basic-CS-Fallback
	Fallback.
	Q.1902
	Q.764
	

	Basic-CS-GCR
	Global call reference.
	Q.1902
	NA
	

	Basic-CS-GEO
	Calling geodetic locations.
	Q.1902
	Q.764
	

	Basic-CS-HC
	Hop counter.
	Q.1902
	Q.764
	

	Basic-CS-Info
	Information message
	Q.1902
	Q.764
	

	Basic-CS-ISUP
	Basic-CS: ISUP specific.
	NA
	Q.764
	

	Basic-CS-JBCU
	Joint BCU support
	Q.1902
	NA
	

	Basic-CS-OOBT
	Out-of-band tone transport.
	Q.1902
	NA
	

	Basic-CS-PDLY
	Propagation delay.
	NA
	Q.764
	

	Basic-CS-TAR
	Temporary Alternative Routing
	Q.1902
	Q.764
	

	Basic-CS-TGI
	Traffic group identification.
	Q.1902
	NA
	

	Basic-CS-TNS
	Transit Network Selection (national).
	Q.1902
	Q.764
	

	Basic-NR
	Basic Normal Release
	Q.1902
	Q.764
	

	EC
	Exceptions or abnormal conditions procedures.
	Q.1902
	Q.764
	

	EC-ISUP-UPU
	ISUP available procedure.
	NA
	Q.764
	

	EC-PDU
	Unreasonable PDU.
	Q.1902
	Q.764
	

	EC-Reset
	Circuit or CIC reset.
	Q.1902
	Q.764
	

	EC-UCIC
	Unequipped CIC.
	Q.1902
	Q.764
	

	IN
	INAP interaction
	Q.1601+
	Q.1601
	

	MC
	Mid Call procedures
	Q.1902
	Q.764
	

	MC-COD
	Mid-call CODEC negotiation and modification.
	Q.1902
	NA
	

	MC-FOT
	Forward transfer (international).
	Q.1902
	Q.764
	

	MC-SR
	Suspend and resume.
	Q.1902
	Q.764
	

	NF-
	Network features
	Q.1902
	Q.764
	

	NF-ACC
	Automatic congestion control.
	Q.1902
	Q.764
	

	NF-C-Block
	ISUP circuit block/unblock.
	NA
	Q.764
	

	NF-CG-Block
	Circuit or CIC group block/unblock, and acknowledgement.
	Q.1902
	Q.764
	

	NF-CG-Query
	Circuit or CIC group query.
	Q.1902
	Q.764
	

	NF-HTR
	Hard to reach.
	Q.1902
	Q.764
	

	NF-PRI
	Pre-release information.
	Q.1902
	Q.764
	

	NF-Segment
	Simple segmentation.
	Q.1902
	Q.764
	

	NP
	Number Portability
	Q.769
	
	

	S-AT-CHRG
	Application transport - charging.
	Q.765.3
	Q.765.3
	

	S-AT-VPN
	Application transport - VPN
	Q.765.1
	Q.765.1
	

	S-AT-Z
	Application transport – To be defined.
	Q.765.Z
	Q.765.Z
	

	S-GAT
	Generic Application Transport.
	Q.765.4
	Q.765.4
	

	SS
	Supplementary services.
	Q.730+
	Q.730
	1999.12

	SS-3PTY
	Three-Party Service
	Q.734.2
	Q.734.2
	1996.07

	SS-BRDIR
	SS for Bearer Redirection
	Q.1902.6
	NA
	

	SS-CCBS
	Call Completion to Busy Subscribers
	Q.733.3
	Q.733.3
	1997.06

	SS-CCNR
	Call Completion No Reply
	Q.733.5
	Q.733.5
	1999.12

	SS-CD
	Call Deflection
	Q.732.5
	Q.732.5
	1999.12

	SS-CDIV
	Call Diversion Services
	Q.732.2~5
	Q.732.2~5
	

	SS-CFB
	Call Forwarding Busy
	Q.732.2
	Q.732.2
	1999.12

	SS-CFNR 
	Call Forwarding No Reply
	Q.732.3
	Q.732.3
	1999.12

	SS-CFU
	Call Forwarding Unconditional
	Q.732.4
	Q.732.4
	1999.12

	SS-CLIP
	Calling Line Identification Presentation
	Q.731.3
	Q.731.3
	1993.03

	SS-CLIR
	Calling Line Identification Restriction
	Q.731.4
	Q.731.4
	1993.03

	SS-COLP
	Connected Line Identification Presentation
	Q.731.5
	Q.731.5
	1993.03

	SS-COLR
	Connected Line Identification Restriction
	Q.731.6
	Q.731.6
	1993.03

	SS-CONF
	Conference Calling
	Q.734.1
	Q.734.1
	1993.03

	SS-CUG
	Closed User Group
	Q.735.1
	Q.735.1
	1993.03

	SS-CW
	Call Waiting
	Q.733.1
	Q.733.1
	1992.02

	SS-DDI
	Direct-Dialling-In
	Q.731.1
	Q.731.1
	1996.07

	SS-ECT
	Explicit Call Transfer
	Q.732.7
	Q.732.7
	1996.07

	SS-EES
	SS for End-to-end signalling.
	Q.730+
	Q.730
	

	SS-G-FAC
	SS - Network specific facilities
	Q.730+
	Q.730
	

	SS-G-
	Supplementary Service Generic procedure: -
	Q.730+
	Q.730
	1999.12

	SS-G-GDX
	SS-G for Generic digit transfer.
	Q.730+
	Q.730
	

	SS-G-GNTF
	SS-G for Generic notification.
	Q.730+
	Q.730
	

	SS-G-GNX
	SS-G for Generic number transfer..
	Q.730+
	Q.730
	

	SS-G-NCSR
	SS-G for Relay methods of non-circuit related signalling.
	Q.730+
	Q.730
	

	SS-G-PVR
	SS-G for Pivot routing.
	Q.730+
	Q.730
	

	SS-G-RDIR
	SS-G for Redirection
	Q.730+
	Q.730
	

	SS-G-ROSE
	SS-G for Remote operations service element.
	Q.730+
	Q.730
	

	SS-G-SA
	SS-G for Service activation.
	Q.730+
	Q.730
	

	SS-GVNS
	Global Virtual Network Services
	Q.735.6
	Q.735.6
	1996.07

	SS-HOLD
	Call Hold
	Q.733.2
	Q.733.2
	1993.03

	SS-ITCC
	International Telecommunication Charge Card
	Q.736.1
	Q.736.1
	1995.10

	SS-LH
	Line Hunting
	Q.732.6
	Q.732.6
	????.??

	SS-MCID
	Malicious Call Identification
	Q.731.7
	Q.731.7
	1997.06

	SS-MLPP
	Multi-Level Precedence and Pre-emption
	Q.735.3
	Q.735.3
	1993.03

	SS-MSN
	Multiple Subscriber Number
	Q.731.2
	Q.731.2
	????.??

	SS-REV
	Reverse Charging
	Q.736.3
	Q.736.3
	1995.10

	SS-SCT
	Single Step Call Transfer
	Q.732.8
	Q.732.8
	????.??

	SS-SUB
	Sub-addressing
	Q.731.8
	Q.731.8
	1992.02

	SS-TP
	Terminal Portability
	Q.733.4
	Q.733.4
	1993.03

	SS-UUS
	User-to-User Signalling
	Q.737.1
	Q.737.1
	1997.06








� 	This change is based on NWB038.


� 	This was previously documented in NWB072 (GEN-3/048R2) Clauses 7.1.1 and  7.1.1.1 (Sending of ISUP IAM).


� 	New text from 6.1.1 to 6.1.1.1.4 are based on NWB032.


� 	This was previously documented in NWB072 (GEN-3/048R2) Clause 7.1.1.1.1 (INVITE without Pre-Condition).


� 	This was previously documented in NWB072 (GEN-3/048R2) Clause 7.1.1.1.2 (INVITE with Pre-Condition).


� 	This was previously documented in NWB072 (GEN-3/048R2) Clause 7.1.1.2.1 (INVITE without Pre-Condition) for BICC IAM.


� 	This was previously documented in NWB072 (GEN-3/048R2) Clause 7.1.1.2.1 (INVITE without Pre-Condition) for BICC IAM.


� 	This was previously documented in NWB072 (GEN-3/048R2) Clause 7.1.1.1 (Forward Addressing Information in INVITE).


� 	New text is based on NWB019.


� 	This was previously documented in NWB072 (GEN-3/048R2) Clause 7.1.1.1 (Forward Addressing Information in INVITE).


� 	This was previously documented in NWB072 (GEN-3/048R2) Clause 7.1.1.1 (Forward Addressing Information in INVITE).


� 	This was previously documented in NWB072 (GEN-3/048R2) Clause 7.1.1.3 (SDP in Message Body of INVITE).


� 	This is based on NWB075.


� 	This was previously documented in NWB072 (GEN-3/048R2) Clause 7.1.1.4 (Handling of Calling Party Number).


� 	New text is based on NWB020.


� 	This was previously documented in NWB072 clause 7.2.4 (interworking with backward ACM or CON).


� 	This was previously documented in NWB072 (GEN-3/048R2) Clause 7.2.4 (Interworking with Backward ACM or CON).


� 	This was previously documented in NWB072 (GEN-3/048R2) Clause 7.2.5 (Interworking with Backward ANM).


� 	This was previously documented in NWB072 (GEN-3/048R2) Clause 7.2.1 (Through connection of bearer path (ISUP).	


� This is based on NWB040.


� 	This was previously documented in NWB072 (GEN-3/048R2) Clause 7.2.2 (Through connection of bearer path (BICC).


� 	This was previously documented in NWB072 (GEN-3/048R2) Clause 7.2.7 (Interworking with Backward SUS).


� 	This was previously documented in NWB072 (GEN-3/048R2) Clause 7.2.8 (Interworking with Backward RES).


� 	This was previously documented in NWB072 (GEN-3/048R2) Clause 8.1.1 (Interworking with Forward IAM).


� 	This is based on NWB019.


� 	This was previously documented in NWB072 (GEN-3/048R2) Clause 8.1.1.1 (Handling of Calling Party Number).


� 	This is based on NWB020.


� 	This was previously documented in NWB072 (GEN-3/048R2) Clause 7.1.1.1 (Forward Addressing Information in INVITE).


� 	This is based on NWB075.


� 	This is based on NWB033.


� 	This is based NWB052.


� 	This is based on NWB052.


� 	This was previously documented in NWB072 (GEN-3/048R2) Clause 8.2.2 (Interworking with Backward 180 Ringing).


� 	This was previously documented in NWB072 (GEN-3/048R2) Clause 8.2.2 (Interworking with Backward 180 Ringing).
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